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User Guide

Magicinfo Server is a web-based tool used to manage content files and devices. It also creates and distributes
content file schedules.
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Before getting started

Rules used in this user guide

Product information in this user guide is based on the following rules.

Opening a Menu

Instruction to open a menu is shown as follows.
Select the Schedule tab > Content Schedule.

— In other words, select Content Schedule from the Schedule tab.

Software names

The software names featured in this manual are abbreviated as follows.

m  Magiclnfo VideoWall Console — VideoWall Console

m  Magiclnfo VideoWall i Player — VideoWall i Player

m  Magiclnfo VideoWall Author — VideoWall Author

= MagicInfo Layout Editor — Layout Editor

®m  Samsung Magiclnfo Web Author — Web Author

m  MagicInfo Player |, Magiclnfo Player S and MagicInfo Player S2 are collectively referred to as MagicInfo Player.



Key functions

Magiclnfo Server is a web-based tool used to manage content files and devices. It also creates and distributes content file
schedules.

Connect to the server via a web browser to remotely control devices, manage user information, and schedule the playback of
content files with a variety of extra effects.

Media content file management

= Add and manage LFD content files created using MagicInfo Author and media files (photo, video, music, VideoWall,
document, Flash and PDF files) saved on your computer.

m  Schedule the playback of added content files and distribute the scheduled files to devices.
m  Download content files to your computer.

m  Edit or delete content file information.

m  Add or manage content files by user. Search content files using a variety of keywords.

m Create groups to conveniently manage content files by group.

m Search content file logs to view content file events (add, delete and edit) on the server.

m Save content file information as an Excel or PDF file to your computer.

m Preview the selected content files from the content file list page.

Playlist for sequential playback

m  Add a variety of content files saved on the server to a playlist for sequential or random playback.
m Apply a screen transition effect when playing content files.

= (Create groups to conveniently manage playlists by group.

Remote device monitoring

= View device information (device name, playing content files and current schedule) and device on/off status in real-time.
m Delete devices if required.

m Devices are displayed according to the following statuses: default content file playback, scheduled content file playback,
panel off and disconnected from the server. This provides the status of a device in real-time.



Remote display control

m View LFD device information and network/system settings. Remotely adjust detailed system settings (on timer, monitoring
interval and system restart interval) and display settings (volume, mute, brightness and power).

m  Establish a remote connection via an LFD VNC terminal.

m Perform remote tasks (send/get files, delete files/folders, restart, manage services, execute commands, end processes, close
windows) on devices connected to the server.

Device error management

= Configure events to handle alarms and errors that meet specified conditions when they are notified to the server.

m Handle notified device alarms or errors according to the type of alarm or error.

Remote software update

= Afeature to automatically update the alarm generation rule file is provided. The file updates applications installed on a
device or sends alarms/errors to the server.

m Distribute software registered on the server to devices at a specified time.
m  MagicInfo Server can be used to add and manage MagicInfo Player update software files.
= Update files can be updated automatically or by scheduling.

= Download and update software automatically when a device is connected to Magiclnfo Server or at a specified time.

Content file schedule creation and management

m Create schedules to play content files at a desired time.

= Daily, weekly and monthly schedules can be created.

® Assigning several channels to a schedule allows you to play various programs of your choice from the single schedule.
m  Organize playlists and VideoWall content files into a single content file.

m  Apply a screen transition effect when playing multiple content items.

m  Configure background music for scheduled content files.

= View and manage the status of using scheduled content files.

= Split the screen of an LFD device and play different content files on the divided sections.
= Distribute schedules to the selected devices or device groups.

m  Check the distribution status of a schedule or cancel the distribution.

m Create groups to conveniently manage content file schedules by group.

m Search content file schedule logs to view content file schedule events (add, delete and edit) on the server.



Message schedule creation and management

Create and play a message immediately or at a specified time on the selected device or device group.
Specify the message font, size and color.

Configure the message settings: background image, position on the screen, scroll on/off, and scroll speed.
Create groups to conveniently manage message schedules by group.

Preview messages to display.

Creating and managing event schedules

Creating an event allows you to play desired content/messages or change device channels when the event conditions are
satisfied.

Configure a detailed event schedule by adding several conditions to the event.
Create groups to conveniently manage event schedules by group.

For message conditions, configure the message background image, screen position, scroll on/off setting and scroll speed.
Preview messages in advance.

Managing user information and editing roles

Retrieve all users of the server and manage their information.
Create organizations and groups to conveniently manage users by group.
Using the user menu, create and apply organizations to the content, schedule, device and user menus.

An administrator can create roles to access menus on the server and assign the roles to users.

Statistics

Statistics are provided for disconnected/connected devices, the panel on/off status on connected devices, authorized/
unauthorized devices and the number of added content files by type.

Statistics are provided for device errors, connection statuses, authorized devices, and schedules distributed to devices.

Statistics are provided for the types of content files played on MagicInfo Player and the playback count.



System requirements

Hardware

m  CPU:Dual Core 2.5 GHz or greater
= RAM: 2,048 MB or greater
m  HDD: 200 GB or greater

Software

m |nternet Explorer 9/10

m Chrome

fvﬁ Note

If Compatibility View is enabled in Internet Explorer, the content authoring feature is not available. Refer to the following for further
details.  » Internet Explorer browser mode settings

System

= Windows 2003

= Windows XP Professional SP3
= Windows Vista

m Windows 7 Professional

= Windows Server 2008

m Windows 8 Professional

m Windows Server 2012

Note

Windows XP Home Edition and Windows 7 Home Edition, Windows 8 Home Edition are not supported.

VideoWall network requirements

m A1 Gbit network is recommended
m  1Gbit Ethernet Layer 2 Switch Hub (with IGMP snooping supported)
m  UTP Cat. 5e or higher specification LAN cable support (UTP or STP Cat.6 is recommended.)

m  More than one uplink port is recommended (optional) if you plan to extend the VideoWall at some other time.



Program restrictions

Signin

m  The MagicInfo Server URL is HTTP://(server IP):(server port)/Magiclnfo. Server IP is the IP address of the location where the
server is installed. Port number is the port number entered at the time of the server installation. The “MagicInfo” at the end of
the address is case-sensitive.

= Server connection environment is optimized for Internet Explorer. Internet Explorer 8 is recommended.
m One general administrator ID is created at the time of initial server deployment. Each organization has one administrator.

= Approval by the administrator is required for users to log in after sign-up.

Content file management

Java Web Start installation guide is displayed when the page to add content files is opened for the first time. To add content
files on a local driver to the server, make sure to install Java Web Start.

= The following media files can be added: Photo, video, music, LFD, VideoWall, document, Flash and PDF files.
= To edit a content file, select the checkbox of one file only and click the edit button.

m Scheduled content files and playlists cannot be deleted. To delete a content file or playlist assigned to a schedule, delete the
schedule first.

m Deleted content files and playlists are moved to Recycle Bin. Content files and playlists in Recycle Bin can be restored.
Deleting files in Recycle Bin will delete them permanently.

m  To extract a preview image of a content file uploaded using Java Web Start, ensure the codec for the specific file is installed.
= Configuring the proxy settings for file upload and download is possible only when the transfer mode is HTTP.

m A thumbnail image may not be displayed for Korean-language files being uploaded. In this case, enable Send UTF-8 URLs in
the web browser Options.

= |f the computer attempting to upload a file has a built-in Intel graphics card, a black blank image may be displayed as the file
thumbnail image.

= Files with a name that cannot be read by the locale of the operating system where MagicInfo Server is installed may not
be uploaded. For example, Korean-language files cannot be uploaded if MagicInfo Server is installed on English-language
Windows.

m Content files can be downloaded irrespective of the locale of the OS installed on a device.

m [f a content file download to a device fails (due to connection issues or for other reasons), the download can be resumed
from the last point it was disconnected.



Schedule management

m To distribute a schedule to devices, make sure the devices are powered on and connected to the server. A schedule is
automatically distributed to powered off devices as soon as they are powered on.

m  The frame of a created schedule can be split into a maximum of four sections.
m Schedules cannot be added to a time slot that has been restricted from scheduling.

m When creating schedules, VideoWall content files cannot be used along with other content files. Other content files do not
contain the coordinate information of a VideoWall device.

Device management

m To connect to VNC, make sure to install Java Web Start, which functions as VNC Viewer, on the server. Ensure the VNC Server
program is installed on the device to connect. The VNC program is installed on a computer when a remote connection is
established if not already installed.

m Remote VNC connection may not be established in some network environments.
m Devices that are powered on but not connected to MagicInfo Server are displayed as Power OFF on the monitoring page.
m |tis not possible to change the display and system settings of a powered off device.

= Panel On time (Device > Display > Panel On Time) is the total time an LFD panel has been on since factory release. This
function is only provided on products released after MXn. Contact a Customer Service Center for further details.

m  The device search function only finds devices on the same network as the server.

m The On function that remotely switches on an LFD is only available for devices that share the same subnet as MagicInfo
Server.

m [f the time set for a scheduled alarm rule/software distribution precedes the current time, distribution takes place
immediately upon scheduling.

m  New device authorization can only be performed by the general administrator (user ID: admin) or a user belonging to an
administrator group allowed to authorize devices. If only one organization exists, the administrator of the organization can
also authorize devices.

m  MagicInfo Player S does not support the following functions: remote connection, screenshot view, remote task, and some
functions in the settings tab including the function to add device tags.



User management

= QOrganization administrators and general users cannot view and edit organizations.
Only the general administrator (user ID: admin) can view and edit (create, edit or delete) organizations.

m  Organizations can be edited (create, edit or delete) in User on the main tabs. Created, edited or deleted organizations are
applied to the content, schedule, device and user menus.

m Canceled user accounts cannot be restored by the administrator. Re-registration is required A password confirmation pop-
up appears if a canceled user ID is entered during sign-up. Enter the correct password to sign up for a new account.

m Functions not authorized to access are not displayed.

m Users with full privileges without restrictions belong to the group of administrators including the general administrator. New
users can only be created by users with privileges to create users.

Personal info management and server settings

m  Passwords can be changed in Setting > Manage User Info > Manage Password on the main tabs. Make sure a new
password is different from the current password. The new password cannot contain three or more identical numbers or
characters consecutively. A password that is only made up of either letters, numbers or special characters cannot be used.

m Canceling a user account does not delete files created by the user.

m To delete an administrator account, first go to Setting > Manage User Info > Transfer Administrator Privileges on the
main tabs in Magicnfo Server. Next, assign the administrator account to another user. The user, to be assigned as the new
administrator, must belong to the same organization as the current administrator.

m Toissue a temporary password to a user, make sure Server Settings is enabled in Setting > SMTP Server on the main tabs.

VideoWall restrictions

m Messages can be distributed when the videowall device layout is set to formal mode.

m  To synchronize effects when configuring the VideoWall, the same playback environment and contents must be prepared on
the connected VideoWall device.

m To play streaming content on a videowall display using MagicInfo Player |, make sure to install the MPEG2 and WMV codecs.

m When playing content on a PC using the ICON codec, FPS may degrade or playback may be choppy. This can happen if the
device that runs the ICON Encoder and ICON Decoder does not meet the following requirements.
— VideoWall Live Caster (ICON Encoder)
Specifications: 1920x1080, 25 fps
Requirements: A PC with an x86 CPU (Intel Core i5 2.7 GHz or higher)

— VideoWall i Player (ICON Decoder)
Specifications: 1920x1080, 25 fps
Requirements: AMD A8-3510M 1.8 GHz or greater

= A maximum of ten PC screens can be played from Live Caster depending on the system resources and videowall
configuration. To play ten or more computer screens simultaneously, lower the resolution or frame rate (FPS) to ensure
proper playback.



Before getting started

VideoWall-compatible content file formats

m Video: Make sure an appropriate codec is installed to play video on the display devices.
Up to full HD (1920X1080) video files are supported.

File format WMV MPEG2(MPEG-TS)

Resolution FHD FHD

Data rate (fps) 30 fps 30 fps

Bit rate 10M 20M~25M

Bit transfer type Constant Constant

Codec Codec is not required. Elecard Codec (Codec for MPEG2 only)

m |mage: the bmp, jpeg, gif, png and tif formats are supported.
If the layout has been set to informal mode using different device models, the time it takes to load a high-resolution image
can vary from device to device.

m  Stream data: IP Camera (available with Samsung products only)/ PC Screen

m Stream Server: VideoLAN Client - VLC versions (v.2.0.1~2.0.3) are supported.

Visit https://v3.samsunggsbn.com to find a list of compatible products.



Structure of Magiclnfo Server

MagicInfo Server has a three-tier structure.

Magicinfo Server general administrator

A general administrator account is created when Magiclnfo Server is installed. The general administrator account is referred to as
the SaaS administrator.

= The general administrator can create organizations on the server. They can access/edit all user and content file information.
= The general administrator can authorize, delete and rearrange all devices added to Magicinfo Server.

= Refer to the following for further details on the SaaS administrator. P SaaS administrator

Note

The general administrator account ID is “admin”and cannot be changed. The password entered at the time of Magiclnfo Server installation is used

as the password.

Organization

Organizations are the largest units of a user category created by the SaaS administrator from Magiclnfo Server. One administrator
account is created per organization. This administrator is referred to as an organization administrator.

= An organization administrator can add groups, users and content files to their organization and edit them.

= Organization administrators cannot access information not pertaining to their own organizations.

Group

Groups are units of users that belong to Magicinfo organizations. No administrator has been specified. Group users are assigned
roles by the organization administrator.

= Group users can access menu items authorized by the organization administrator.

= Group users cannot access information not pertaining to their own groups.



Installing/uninstalling the program

@ Precautions when installing the program

Magiclnfo Server can only be installed using a Windows administrator account.

Installation

@ Precautions when installing PostgreSQL

« Toinstall Magiclnfo Server, first make sure PostgreSQL is installed.

+ The Secondary Logon service must be enabled on your computer to successfully install PostgreSQL.

« Before installing PostgreSQL, click Control Panel > User Accounts > Change User Account Control settings from the Start menu. Select Never
notify for Choose when to be notified about changes to your computer for proper installation.

+ The PostgreSQL port and administrator account password set during PostgreSQL installation are also required for MagicInfo Server installation.

Remember these for future use.

4 B
Magicnfo Server V3.0 Build NA-MIPS-308 - InstallShield Wi... u

Select the language for the installation from the choices below

[Engish (United States] -]

1 Specify the installation language and click OK.

Magiclnfo Server V3.0 Build NA-MIPS-909 - InstaShield Wizard

Welcome to the InstalShield Wizard for Magicinfo Server V3.0 Build
NAMIIPS-909

il NA

InistalS <Back ‘ (Tt > Cancel

) Click Next to proceed.

END-USER LICENSE AGREEMENT FOR SAMSUNG ELECTRONICS Magiclnfo Premium  +
SOFTWARE PRODLICT

FTWARE PRO
E PRODLICT. you

1. GRANT OF LICENSE,
This

Insfall5 <ok || Hew> Corcel |

3 Agree to the license agreement and click Next.



Magiclnfo Server V3.0 Build NA-MIPS-909 - InstaShield Wizard

Setup Type.

4 Specify the program installation type and installation path. Then, click Next
to proceed.

Specifying the installation type

Installation process differs slightly for each installation type. The following installation

instructions apply when Complete is selected.

If Custom is selected, select the functions to install and click Next. Installation process
when both WAS and DB are selected is the same as when Complete is selected.

« IfWAS s only selected in Custom mode, enter a database server IP and password
for the data connection. Then, click Next to proceed to the step to register user
information.

« IfDBis only selected in Custom mode, enter a WAS server IP for the database

connection. Then, click Next to proceed to the page to enter the PostgreSQL
administrator account password.

3.0 Build NA-MIPS-909 - InstallShield Wizard

5 Enter user information.

f  Specify the Java installation path.
This step is omitted if you have selected Custom > DB for Setup Type.

Java installation

If Java is already installed on the destination computer for the Magiclnfo Server
installation, select the existing path. If Java is not installed, it is installed automatically
when Magiclnfo Server is installed.

7 Select the path where PostgreSQL is installed.
This step is omitted if you have selected Custom > WAS for Setup Type.



InstallShield Wizard

8  Enter the PostgreSQL administrator account password.
This step is omitted if you have selected Custom > WAS for Setup Type.

Entering the PostgreSQL administrator account password
Enter the PostgreSQL administrator account password set during PostgreSQL installation.

The Magiclnfo user account password of PostgreSQL is used for server backup and
restore.

InstallShield Wizard

0 Enter the port used by PostgreSQL.
This step is omitted if you have selected Custom > WAS for Setup Type.

Specifying the PostgreSQL port

Enter the PostgreSQL port set during PostgreSQL installation.

InstallShield Wizard

10 Enter the magicinfo user account password of PostgreSQL.

Entering the magicinfo user account password of PostgreSQL

Magiclnfo Server creates a Magiclnfo database on PostgreSQL. A magicinfo_premium
user account must be added to PostgreSQL to access the database. Enter a password for
this user account.

InstallShield Wizard

Selecting an IP from multiple IPs

11 Enter FTP server information.
This step is omitted if you have selected Custom > DB for Setup Type.

If the computer where the server is installed has two or more network cards, multiple IPs will exist. On the IP selection page displayed when the

Magiclnfo user account password is entered, select the IP to use on the server.

This step is omitted if you have selected Custom > DB for Setup Type.



17 Configure the content file streaming port settings.
This step is omitted if you have selected Custom > DB for Setup Type.

Server V3.0 Build NA-MIPS-909 -

13 Enable or disable the SSL port.
If the SSL port is enabled, configure the general mode and SSL port mode
settings.

InstallShield Wizard

14 Set the general administrator password.
This step is omitted if you have selected Custom > WAS for Setup Type.

General administrator password

A general administrator account with the ID “admin”is automatically created during
installation. The general administrator can manage all server functions related to users
and devices.

The general administrator password can be a combination of alphanumeric characters
and must be between 8 and 50 characters long. The same number or letter cannot be
repeated three times or more consecutively.

15 Create an organization to use during the initial installation of MagicInfo
Server.

Enter an organization name.

This step is omitted if you have selected Custom > WAS for Setup Type.



16 Create the administrator for the new organization.
Enter the administrator ID and password.
This step is omitted if you have selected Custom > WAS for Setup Type.

7 . . .
Creating an organization administrator
An administrator ID can be between 5 and 20 characters long.

« The administrator password can be a combination of alphanumeric characters and
must be between 8 and 50 characters long. The same number or letter cannot be
repeated three times or more consecutively.

17 Enter the administrator name and e-mail address.
This step is omitted if you have selected Custom > WAS for Setup Type.

Server V3.0 Build NA-MIPS-909 -

18 Enable or disable the SMTP server. The SMTP server is required to send
alarm notification and user rejection notification e-mails.

— Select Enable to proceed to the step to configure the SMTP server IP.

— Select Disable to proceed to the next step of installation.
This step is omitted if you have selected Custom > DB for Setup Type.

InstallShield Wizard

19 Enter the SMTP server IP address.



0 Build NA-MIPS-909 - InstallShield Wizard

J() Click Next to proceed.

Magiclnfo Server V3.0 Build NA-MIPS-908 - InstaShield Wizard

tallShield Wizard Complete

Uninstallation

21 Click Finish.

— For system setup, make sure to restart the system after the installation is
complete.

— When the system is restarted, Magiclnfo Service starts and Magiclnfo
Server can be opened on a web browser.

Internet Explorer browser settings

The following Microsoft Internet Explorer settings are required upon completion of the
Magiclnfo Server installation.

+ Select Tools > Internet options > Browsing history > Settings > Temporary Internet
Files > Every time | visit the webpage.

+ Select Tools > Internet options > Advanced > International > Send UTF-8 URLSs.

Organize v Uninstall/Change
- Publisher

Datalink
£ V3.0 Build NA-MIPS-908

Samsung Electronics

1 Click Control Panel > Programs and Features.
Select Magiclnfo Server, and then click Uninstall.

=2

~
MagicInfo Server V3.0 Build NA-MIPS-908 - InstallShield Wizard

Do you want to completely remove the selected application and all of its features?

) Select Yes.



Magiclnfo Server V3.0 Build NA-MIPS-908 - InstaShield Wizard

3 Click Finish.

ninstall Complete

7 . . .
Precautions when uninstalling the program
+ Close all internet web browser windows and applications before uninstalling the program.
+ Uninstalling the program only removes MagicInfo Server. Java and PostgreSQL are not removed.

+ The program can also be uninstalled by selecting Start > All Programs > Magiclnfo Premium > Server > Uninstall Magiclnfo Premium Server.
Uninstalling the program does not remove the database. It will be overwritten by a database with the same name when Magiclnfo is reinstalled.

Magiclnfo Server backup and restore

MagicInfo Server provides backup and restore features.

To back up or restore on Windows, select Start > All Programs > Magicinfo Premium > Server and click the backup or restore
icon.

Backup

F Bl
MagicInfo-i Server Backup u
1 Select a drive to back up and enter the password "magicinfo database" set
Select the drive to backup, when MagicInfo Server was installed.
Drive |C |

Enter the password of magicinfo dababase,

PASSWORD : |

Backup I Close
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[F—
Magiclnfo-i Server Backup

Backup has completed successfully.

Restore

) Click Backup.
Back up the current Magiclnfo Server settings and data.

Backed up data is saved under C:\backup in folders named according to
date and time.

Periodic backup using the Windows task scheduler feature

Perform regular backups using the task scheduler feature from Windows. Refer to MS
Windows Help or the user guide for further details on how to use the task scheduler
function.

[—
Browse for Files or Folders

Please select the root folder to restore.

a £, Local Disk (C2) -
.
5l 20130121 222748 @
b datalink
i+ | Datalink_backup
I+ | FakePatch
I+ | MagicBoardData
I+ | MagicInfo< Premium

[ j PerfLogs
i . Program Files e
4 . I r
[ o || cancel
b
 [—
Magiclnfo-i Server Rastore

Enter the password of magicinfo database,

Passward |*********

Restore I Close

Maagicinfo-i Server is stop while restoring data,

After the restore, all existing data is overwritten,

1 Select the backup data folder of the time to restore.

Backup data is saved under C:\backup in folders named according to
backed up date and time.

) Enter the magicinfo database password set when Magiclnfo was installed
and click Restore.



Internet Explorer browser mode settings

To use the content authoring feature using Internet Explorer, make sure Compatibility View is disabled in the browser.

1 From the Internet Explorer toolbar, click Tools > F12 developer tools.

| File Edit View Favorites Help

Delete browsing history... Ctrl+Shift+Del
InPrivate Browsing Ctrl+5hift+P

Tracking Protection...
ActiveX Filtering

Fix connection problems...
Reopen last browsing session

Add site to Start menu

View downloads Ctrl+]
Pop-up Blocker »
SmartScreen Filter »

Manage add-ons

Compatibility View

Compatibility View settings

Subscribe to this feed...
Feed discovery 3

Windows Update
F12 developer tools %

Internet options

) From the developer toolbar, click Browser Mode: IE10, and then select either version Internet Explorer 9 or Internet
Explorer 10.

GGG (30N Document Mode: IES standards\

v Internet Explorer 10
Internet Explorer 10 Compatibility View

Internet Explorer9
Internet Explorer &
Internet Explorer 7

3 Tosave changes, click File > Exit.



Activating a product license

To use MagicInfo Server, license activation is required after program installation.

Note

For details on returning or registering a license, refer to the following: ~ » Managing SLM licenses

Registering a Full License

To use the program with a full license, register the license that came with the product. Users can register a license when running
the program for the first time or when using it with a trial license.

1 Click First Time Activation from the Server License Info screen.

Add New License

Internet Connection - ® Connected ) Disconnected

? License Key | |- |- |-

Forgot Activation Key?

Mext '|[ Cancel

Select an Internet connection status.

o Note

If not connected to the Internet, select Disconnected and then return the license according to the on-screen instructions.

To register a license offline, access the license server (https://v3.samsunggsbn.com) and obtain an activation key.

Q Enter the new product license key.

) Click Next to proceed.

3 Fillin the input fields required to activate a license. Select the Agree to provide information checkbox.

— Click Terms and Conditions if you want to view the terms and conditions of use.



Before getting started

4 Click OK.

5 Click OK in the displayed notification window that activation is complete.

- To obtain access to all the functions in Magiclnfo Server, log out and then log in again.

Registering a Trial License

If you have not purchased a full license, use the program by obtaining a trial license for free.
1 Click Free License from the Server License Info screen.

) Enter user information.

uct Name |
Internet Connection ®) Connected ) Disconnected |




Before getting started

0 Select a desired product from the dropdown list.

Select an Internet connection status.

/4
9 Note
- If not connected to the Internet, select Disconnected and then return the license according to the on-screen instructions.

- Toregister a license offline, access the license server (https://v3.samsunggsbn.com) and obtain an activation key.

(3) A trial license key that can be used for free is displayed.

Fill in the input fields required to activate a license. Select the Agree to provide information checkbox.

= Click Terms and Conditions if you want to view the terms and conditions of use.

3 Click Next to proceed.

4 Click OK in the displayed notification window that activation is complete.

- To obtain access to all the functions in Magiclnfo Server, log out and then log in again.



Login and main page

Accessing a server

Enter http://(server IP):(port)/Magicinfo in the web browser address bar.

MagicInfo Server login page is displayed. Enter a user ID and password. Next, click Login to go to the main page.

MagicINFO

User D Sign in .
Fassward Sign Up '

Contact the administrator

Note
« The"Magicinfo” at the end of the address is case-sensitive.

« Sign-up is required to use Magiclnfo Server. Server login is possible after sign-up is approved by the administrator.

@ Administrator login info

To log in as an organization administrator after the initial installation, enter the administrator ID and password set when the installation file was set
up.

To ensure security, change the password in Setting > Manage User Info > Manage Password on the main tabs. A password can contain a
combination of alphanumeric and special characters.

Samsung Electronics shall not be held responsible for any losses that incur due to a failure to change the password.



Login and main page

Sign-up

1 Click Sign up from the login page. The sign-up page appears.
) Enter the basic user information, ID and password in the sign-up page.

3 Click Save to save the information entered. Sign-up is complete.
Server login is possible after sign-up is approved by the administrator.

* is a required item. Please enter a value.

* UseriD: I | | checkin |

- Must be 5-20 characters

*  Password : | |

*  Confirm New Password : | |

- & password must be & to 50 characters long.

- For your password, you must use a combination of English letters and numbers.

- For your password, you cannot use a three digit serial number or repeat the same character
three or more times.

* User Name : | |
*  Qrganization - | Division v

Team |

Position :

Telephone :

*  E-mail :

|
|
Mobile Phone Number - |
|

Precautions when signing up
« AuserID can be 5 to 20 characters long.
+ Theuser D is case-sensitive and can only contain English alphanumeric characters.
« EnteranID and click Check ID to confirm that a duplicate ID is not already in use.
«Make sure the password is a combination of alphanumeric and special characters.
A password that is only made up of either letters, numbers or special characters cannot be used.
Do not use three or more consecutive of the same alphanumeric characters.
+ The password can be 8 to 50 characters long.
« Fields with * cannot be left blank.

+ Select an organization.



Main page
After product license activation, log in to the server to open the MagicInfo Server main screen.

Note

A MagicInfo Server administrator can assign a role for each user. Available Magicinfo Server functions depend on the user role. Refer to the

following for further details on user roles.  ®» Changing a user role

In this user guide, the administrator page is used as an example to explain all functions.

& : = m 2 ¢ &
& magicinro = =2 - ©
Sonienl chedu Devic User Sialisi Sefing vigeowan [ o (& o
Shortcut Z.0 Notice 71T VideoWall Schedule Info Summary
+ Playlist Management e
» Life Playlist Management » About Magicinfo Server admin 20140301 2
» Unapproved Device Management » To All Users admin 20140301 |;;v SehCduc g nday D
» Uniapproved VideoWall Device Managemenl » Tips for the Users == 20140301 (D auscheduies 0
» Unapproved User Management Unassigned Schedules 0
+ Edi Home Screen
Content Info Summary (2] 2
|| content ntorroasys | cortent mo(Latest weer |
Sign in Info Summary
‘Added Content 42
SigniniD : admin .
S i, e T 0 @ Edited Content 0
iy Deleted Content 0
Most Recent Login = 3/1/14 10:03 AM [ vser summary | vew User reavestco) [
1 VideoWall Info Se = Q
Premium Schedule Info Summary Az 0O [" P ideoWall Info Summary
Running Schedule 1 (&) wndrawm usero
|A..' *  Scheduled for Today 3 @
H MNew User Request 0
@ All Schedules 2 2 B comecedo
Unassigned Schedules 1
Disconnected 0
Premium Info Summary Az Q R el
[ Device Summary [ Unepproved(0) | oo [N
B  comecedo Disconnected 0
Unapproved 0 Fault 0
Alarm 0

o Go to the MagicInfo Server main page.

View the MagicInfo Server main tabs. Click a tab to open the corresponding menu page.

Refer to each chapter for details of each tab.

Shows the currently signed-in user ID. Click a user ID to open the user information management page.

To log out from MagicInfo Server, click Logout.

View the status of connected devices in real-time.

Change the display arrangement of information managed by the server, such as notices and content file summaries.

It is possible to customize the layout as desired. Refer to the following for further details.

» My page settings




Content files

Content tab

Add content files to distribute to LFD devices to the server and manage the files. Content files that can be added include general
media files and DataLink templates. Added content files can be categorized and managed for each user.

If your account is authorized to manage content files, you can edit or delete content files added by other users in your
organization.

From the MagicInfo Server main page, select the Content tab.

Note

A MagicInfo Server administrator can assign a role for each user. Available Magicinfo Server functions depend on the user role. Refer to the
following for further details on user roles.  » Changing a user role

In this user guide, the administrator page is used as an example to explain all functions.

B - == - ('Y o admin
ﬁ MagicINFO E = - =
Playlist Sehedule Device User Statistics Sefting viseowal o [Fo @o
|#| Authoring.
All -
Vi Contens | aae || e[| ToTmsnoo || eete Permancrity || wore -] =
By User
Recycle Bin L] | Content Name | Supported Devi... ‘ Creator Media Type Playing Ti... Total Size
oy ] = admin IMAGE - 104MB
] - oaa admin IMAGE - 1.06 MB
o - oaa admin IMAGE - 121MB
o onea admin IMAGE « 354 KB u
] oaa admin IMAGE - 513 KB
o - oaa admin IMAGE - 1.12MB
P
] - oaa admin IMAGE - 879 KB
:&L
(=) ey ([s2]s ] admin IMAGE - 571 KB
] oaEa admin IMAGE - 512KB
] oaa admin IMAGE - 725 KB
o = oaa admin IMAGE - 511MB
g - onea admin IMAGE - 410 MB
—
(8 <] oD 50 7 |




Content files

Viewing Content

Create groups for each user to manage content files by group. Each account has a default group. Only files enabled to be shared
are shared. Users must belong to the same organization to share files.

= All: View all content files.
= My Contents: View content files added with your own account. Create sub-groups under your own account.

= By User: View content files categorized by user.

My Contents

The content files list page has a My Contents checkbox. Select the My Contents checkbox to view the content files you have added.

Group creation and management

1 Tomanage groups, click My Contents.

) Select a group and right-click on the mouse.

All
My Contents
:'L || default
Rename
New Group
Delete
Log
Rename Rename the selected group.
Create groups if required. If you have selected a previously created group, it is
New Group .
possible to create a sub-group.
Delete Delete the selected group.

3 To move a group, drag the group from My Contents to a desired group.

Note
A sub-group cannot be created under the default group. To add a root group, select the default group and then create a new group.

« Created groups can be found in By User.

» Aroot group cannot be moved to a sub-group and vice versa.



Viewing Ul connectivity of a content file

Conveniently view details of a playlist or schedule that contains a specific content file.

B Fremium

Schedule
& Contents_Schedule001

' | Playlist

T ——

View details of a schedule that contains a specific content file.

1 Select a content file from the content file list. CIickl in the preview section.

— The connectivity dashboard will appear.

) Select Schedule.

— Schedules containing the selected content file will appear.

3 Click ﬁ' next to a schedule to display the schedule details.

— Click a schedule name to edit the schedule, if required. Refer to the following for further details on editing
schedules. P Editing a content file schedule

4 If aschedule containing the selected content file is moved to the recycle bin, 7ii appears in front of the schedule name.

— To view schedules in the recycle bin, click 7 .



Content files

Viewing registered playlist details

View details of a playlist that contains a specific content file.

1 Select a content file from the content file list. CIickl in the preview section.

— The connectivity dashboard will appear.

) Select Playlist.

- Playlists containing the selected content file will appear.

3 Click (%! next to a playlist to display the playlist details.

— Click a playlist name to edit the playlist, if required. Refer to the following for further details on editing
playlists. » Editing a playlist

4 Ifaplaylist containing the selected content file is moved to the recycle bin, i1 appears in front of the playlist name.

— To view playlists in the recycle bin, click i .



Searching content files

I T

General search

Enter a keyword and click Search to search content files that match the keyword.

Custom search

Click Custom search to search content files using a variety of criteria.

Content Custom Search

Media Type Unselected /| Creator : I:|
Group Al Contents a Keyword - [
Last Modified Date - o - -

Recent Search History

Search Conditions Search Date Search Manager

-{-1ipngf -/ 2014-03-01 2 = (@

- fadmin/ { -1 -1 2014-03-01 L= =" i)
-1 -1 - 12014-02-01 ~ 2014-03-01/ 2014-03-01 2 8 (W

= Specify the group, creator, last modified date and keyword. Next, click Search to search content files that match the
conditions.

= Click Save Search to save the specified search criteria. To share the criteria with other users, enable the mode to share
criteria.

= Recent Search History shows a list of recently used search criteria.
= My Search shows saved search information.

= Shared Search shows a list of shared search criteria.

/4
Search management buttons
« 121 :Repeat a search with the selected search criteria.
« fii : Delete the selected search criteria.

« | [™ :Save the selected search criteria.



Recycle Bin

Deleted content files (not permanently) are kept in Recycle Bin. These content files can be restored or permanently deleted.

To view content files in Recycle Bin, click Recycle Bin.

Content Recycle Bin

.

[ | Content Name Supported Devi ‘ Creator Media Type Playing Ti Total Size

Content

Name [
Media Type: IMAGE
Resolution 3504 x 2336

Playing Time

‘A moment ago
Last Modified Date 1140201 10:11)

Total Size T25KB
Creator admin
Version 1
Group default
Share Content Yes
Meta Data

o0 @ oo

= (Click Restore to restore the selected content file to the default group.
= Click Delete to delete the selected content file permanently.

= Click Empty Recycle Bin to delete all content files in Recycle Bin permanently.

Note

Refer to the following for further details on deleting content. P Deleting a content file

Viewing logs

View logs of all content file events on Magiclnfo Server.

To view a list of logs, click Log.
= Specify the date and time. Next, click View to retrieve event logs within the specified period.
= Click View All to retrieve all content file event logs.

= Click Export to export a retrieved log as an Excel or PDF file.



Content Registration

Adding local content files

Add general media files saved on your computer.

1 Select a group under your account in My Contents or By User. Next, click Content > Add > Local.

Content All

Content

Datalink Template

Remote »

) Click Add Content. Next, select a file to upload and click Open. The selected file is added to the upload list.

| Content Uploader

(o @ = |

Start Upload
4

'Add Content | Delete Selected jf Delete All B RED

q Transmission Method : [FIP v] Set Proxy

Content Name

MNumber of F... Group Content Size Transfer Status

e b

@ 6 © © @©

Upload content files on the upload list to the server.

Specify the file transfer mode (HTTP or FTP).

Configure the proxy settings if HTTP is selected as file transfer mode.

Add a content file on the computer to the upload list.

Delete the selected content file from the upload list.

Delete all content files from the upload list.



Content files

3 Double-click a content file on the upload list to configure basic information of the file.

4 Click Start Upload. The content file has been added.

Entering basic content file information

Double-click a content file on the list displayed on the file uploader window to enter basic file information.

Entered information can be edited after uploading the content file.

o

Content Name:  chrysanthemum

Content File: chrysanthemum jpg

Group: default

Meta Data:

Content Name Enter a content file name.
Content File Click E to select a different content file.
Click E to select a group for the selected content file.
Group Content files are added to the default group if no group is assigned.
Meta Data Enter meta information for a content file.




Content files

Adding multiple content files

Add a content file comprising multiple files and sub-folders using the following steps.
1 Add a main file (document or Flash) to the upload list.

) Double-click the main file added to the upload list.

Content Upl_
==,
—

Content Name:  LFD_Market Report

Content File: LFD_Market_Report.docx

Group: default

Meta Data:

[ Add File | [ Add Folder | [ New Folder | [Delete Selected | Delete Al

File Mame File Size Type

3 Add sub-files and sub-folders. Next, click Save. Multiple content files have been added.




Content files

Adding content files from a remote location

Add content files saved on a computer in a remote location. When a content file is added from a remote location, Magicinfo
Server communicates with the source computer regularly to update the added content file.

Adding content files in FTP mode

1 Select a group under your account in My Contents or By User. Next, click Content > Add > Remote > FTP.

Content Al

Lﬂ[‘.ﬂ| " nntent klami

) Specify the FTP server to import a content file from.

Content Name : |TestPic.png |
FTP Server IP Address - [10.10.10.255 |
[ Host Name Type

FTP Port : (Default : 21)

Sign in 1D - |admin |

Password : I-----------. I

Remote Directory  |/shared/foler_admin| x|

{Example : /Shared/Folder_Name/ or/ )

Polling Interval : Min




Content Name

FTP Server IP Address

FTP Port

Login ID
Password
Remote Directory

Polling Interval

Enter the FTP content file name.

Enter the IP address of the FTP server to import a content file from.

To use host name input mode, select the Host Name Type checkbox and enter the
host name of the FTP server.

Enter the port address of the FTP server to import a content file from.
Enter the ID used to connect to the FTP server.

Enter the password used to connect to the FTP server.

Enter the location of the FTP folder where the content file is located.

Set the interval to download data from the remote directory.

3 After configuring the required settings, click Apply. The content file has been added.

1 Select a group under your account in My Contents or By User. Next, click Content > Add > Remote > CIFS.

Content All

Content | EESETEI AL EE




Content files

) Specify the CIFS server to import a content file from.

Content Name : |testCIF png |
CIFS Server IP Address  : [10.10.10.254 |
] Host Name Type
Sign in ID - |admin | (Cptional)
Password . ||o TITTTTIT T |{Cpima]}
Remote Directory : |/shared/Folder_admin |
(Example : /Shared/Folder_MName/ or [ )
Polling Interval : Min
[ 1
| Apply l Cancel |

Content Name

Enter the CIFS content file name.

CIFS Server IP Address

Enter the IP address of the CIFS server to import a content file from.

To use host name input mode, select the Host Name Type checkbox and enter the
host name of the CIFS server.

Login ID

Enter the ID used to connect to the CIFS server.

Password

Enter the password used to connect to the CIFS server.

Remote Directory

Enter the location of the CIFS folder where the content file is located.

Polling Interval

Set the interval to download data from the remote directory.

3 After configuring the required settings, click Apply. The content file has been added.

CIFS

Common Internet File System (CIFS) is a standard protocol that requests a file or service on a computer from a remote location over the internet. In
the client-server model, the client initiates a file access or program message transfer request to the server of another computer. The server sends a
response to the client for the request.



Making content

Using Web Author, conveniently make LFD content that can be played from the server.

Select a group under your account in My Contents or By User. Click Content > Authoring. Web Author will run.

Note

If Compatibility View is enabled in Internet Explorer, the content authoring feature is not available. Refer to the following for further
details. B Internet Explorer browser mode settings

a0 O & =] o = Ca]

¥ & A Tz ko s I Ty e

— [0 Bank of

- ABC
. Your professional financ

AT RATA Gl ing assistant.

) B0sc

Feature icons used to make content are provided. Clicking an icon runs the corresponding function.
. E: Create a new content file.
. E; Import and edit previously created content.
(1) . u: Preview created content before saving it.
. E: Save created content.
. : Undo the last command to revert back to the previous state.
. : Redo a command that has been undone.



Various element insert tool icons that can be used to construct content are provided. To add an element, drag the
element to a desired location.

= Text: Add a text box and enter text.
= Insert: Insert content (photo, video, music or document) files saved on a computer.
= Shape: Insert lines or figures (circles, triangles or squares).
* Clock: Add a digital clock to display the current time.
= RSS: Add an RSS widget to conveniently view update information about a website without the need to access
it.
= Background: Customize the color or theme for the background image of a page.
Element edit tool icons that can be used to edit elements in a page are provided.
= Ty : Copy the selected element.
* ¥ :Cutthe selected element.
= & :Paste an element that has been copied or cut.
* @ :Lockthe selected element in place or unlock it. Locked elements cannot be moved or edited.
» ©3+: Arrange several elements in a desired order.

= |=~:Align several elements in a desired alignment mode.

Configure properties of the element selected in the edit section.

"ﬂ Note

Displayed property items may vary depending on the selected element type.

Content items registered in the server are shown.
Dragging a content item from the content list to the edit section adds the content item to a page.
= Enter a content name in the search box to search for desired content.

= To register content saved on the computer to the server, click Upload.

'Q Note

Click % / X toopen orclose the content browser window.

Edit or preview elements added in a page.
= To edit a page by zooming in or out on the page, drag the zoom in/out control bar.

= Todisplay a page in full screen to fit the edit section, click [&].

View and manage content pages being created.
= Toadd apageto content, click .

» To specify the playback duration for a page, click | or manually enter a desired duration.

» To change the playback sequence of a page, click and drag the page to a desired location.

'Q Note

Click # / X toopen or close the pageline window.



Creating new content

1 click 5

) Configure the required settings, and then click Apply. A new page with the selected template applied will be created.

New ®

PlayerType ®) SPlay=r

Resolution ® Landscape

All
Public_Banking

Public_Health

Public_Special Jf

Retail_Cosmetic_Appare| = B - —
: > b=l

Retail_Grocery_Mall f.‘a‘. \ g; »

Retail_Restaurant

The firsd countdown 113

Apply Cancel

Select a device type that will play content.

Select a resolution for the content that will be created.

Select a tab to access default templates provided in Web Author.

© © © @©

View thumbnails of templates found for the selected device type, tab and resolution.



Adding elements

Construct content using a variety of elements.

Select an element from the element insert tools and then drag the element to a desired location in the content page.

Add a text box and enter text.

Text
Drag to create a text box in a desired location. Double-click the text box to enter text.

Add content (photo, video, music or document) files saved on a computer.

Insert Note

No tool will appear on the page when a music element is added. If a music element is added
more than once, the last element will only be inserted.

Shape Insert lines or figures (circles, triangles or squares).

Clock Add a digital clock to display the current time.
Add an RSS widget to conveniently view update information about a website
without the need to access it.

» URL: Enter the URL of a website that provides an RSS service.

RSS » Display Options: Select RSS information items that will be displayed during
playback.

» refresh Cycle: Specify the cycle to update RSS information.

= Display Cycle: Specify the cycle to display RSS information.

Set an image registered on the server as background image.

= To specify the background color for the page, select a color from the Color

Background dropdown list.

= To register image files saved on the computer to the server, click Upload.



Content files

Editing elements

Right-click on an element in a page and edit the alignment or arrangement setting, if required.

Note

+ Displayed setting items may vary depending on the selected element type.

+ Some options can also be edited using the element edit tools at the top left.

Replace a file with another file of the same format. This menu item only appears when a

Change File media content file is selected.
Add more than one element of the same type in a single location. This menu item only
appears when a media content file is selected.

Insert File . ) ] )
To view a list of added files or change the playback sequence, select a desired element
and thenclick, > ..

Cut Cut the selected element.

Copy Copy the selected element.

Paste Paste an element that has been copied or cut.

Lock Lock the selected element in place or unlock it. Locked elements cannot be moved or

oc .

edited.

Delete Delete the selected element.

Order Change the arrangement order of the selected element.




Configuring element properties
Select an element in a page and then configure the element properties using the property edit tools at the top of the edit section.

Note

Displayed setting items may vary depending on the selected element type.

In/out effects are provided for all elements.

Specify the paragraph alignment mode. Configure text properties such as the font and
Text color.

Specify the text scroll direction and speed.

Photo Configure crop, transparency and lock settings.

Video Configure the volume and repeated playback options.

Line/Figure Specify the line type, thickness, color and transparency.

Digital Clock Specify the text font used to display the time. Configure the time display mode.

RSS Specify the text font and scroll direction/speed used to display RSS information.
Modifying elements

Drag an element using the mouse to change the shape as desired.

Note

Select several elements to modify them into the same shape simultaneously, if required.

= To move an element, drag the element to a desired location.
= To resize an element, select the element and then drag the squares on the edge of the element.

= To rotate an element, select the element and then drag the rotation axis in a desired direction. The rotation axis appears for
photo, text, digital clock, line and figure elements only.



Content files

Managing pages

The pageline shows pages added in content as thumbnails.

Page X

[helols
E7| £

Dok

= Toadd a new page to content, click ~, from the pageline.
= To specify the playback duration for a page, click Eﬂ or manually enter a desired duration.

= To change the playback sequence of a page, drag the page to a desired location.

Editing pages

Right-click on a page from the list of pages and conveniently manage the page.

Cut Cut the selected page.
Copy Copy the selected page.
Paste Paste a page that has been copied or cut.
Delete Delete the selected page.
Saving content

Save created content.
CIick and then save the content using a desired saving mode.
= To preview content before saving, click n

= Saved content will automatically be added to the content list on the server.



Managing content

Editing a content file

Select a content file and click Edit to open the content file edit page. View and edit content file information.

Click Save to update changes.

oo =B =m
Content Name |32-5068s558
Version 2
LastModified Date  2014-03-07 20:55:05
Media Type IMAGE
Resolution 3008 x 2000
Playing Time -
Total Size 26T MB
File Name DSC_0259.JPG | Edit File Name |
Version Last Modiified Date Creator admin
V2 20140307 20:55:05  DSC_0258.JPG  Current Version Group default | change |
v 2014-03-07 15:08:15 [32-5088 jpg [Capeiy | Share Content Yes v
* Manage only the last 5 versions of the content Meta Data
(1) Change the content file name, element, group, sharing mode and meta information.

9 View version information from the content file edit page. Click Apply next to a version to convert the file to be
compatible with the version. File versions can be used to conveniently manage content files.

"g Version

Changing sub-files of a content file will update the content file version. Up to five versions are saved. Old versions are deleted in order when more
versions are saved. It is possible to change the maximum number of saved versions using the file "/conf/config.properties” in the Magicinfo Server
installation path on the server.To apply changed settings (e.g., content.version_limit_count = 5), make sure to restart the server.



Deleting a content file

Delete content files from a list of content files if required.

= Select a content file and click To Trashbox. The content file is moved to Recycle Bin. Files in Recycle Bin can be restored and
used again.

= Select More > Delete All to move all content files on the list to Recycle Bin.

= Select a content file and click Delete Permanently to delete the file from the server permanently. Permanently deleted
content files cannot be restored.

A confirmation window appears when deleting a content file in use by another user or a content file included in a playlist or
schedule.

Click (! next to the desired item to view playlists or schedules containing the corresponding content file.

To delete a content file in use by another user or a content file included in a playlist or schedule, the playlist or schedule
containing the file should be edited first.

Notification £

You cannot delete the following content item while it is being used in a playlist or schedule or by another user.

~
Content Name Playlist Content Schedule |  Convert Tables s C"':I‘I:"‘ Sched

j32-5063 i Playlis... & Content...

oK

1 Click the desired item name from the delete confirmation window.

) Edit the playlist or schedule that contains the content file you want to delete. Then, delete the content file.



Content files

Changing content file groups

Change the group of a content file from a list of content files using one of the following methods. It is only possible to change the
groups for content files added under your own account.

= Click a content file. Change the group from the preview page.
= Select a content file and click Edit. Change the group from the content file edit page.

= Select a content file and click More > Change Group. A page appears where a group can be changed.

Exporting a list of content files

Select More > Export from a list of content files. Export the list of content files as an Excel or PDF file.

Downloading content files

Download content files to your computer using one of the following methods.

* Click a content file from a list of content files. Click Download on the preview page. Download the file using the displayed
download window.

= Select a content file and click More > Download. Download the file using the displayed download window.



Adding/deleting content files in a playlist

Adding content files to a playlist

To add a content file to a playlist, select a file from a list of content files. Next, click More > Add to Playlist.

Deleting content files from a playlist

To delete a content file from a playlist, select a file from a list of content files. Next, click More > Delete To Playlist.

Previewing content files

Click a file from a list of content files to preview the file.

| Preview |
Content -
Marmie: j92-4632
Media Type IMAGE
Resolution 2336 ¥ 3504
Playing Time -

- about 1 hour ago
Last Modified Date (2014.02.01 02.43)

Total Size BT9 KB

Creator admin

Version 1

Group default
Share Content Yes

Meta Data Change

= Click Download to download the selected content file to your computer.

Click Edit to edit the selected content file information.

= Click Preview to play the selected content file on the server without distributing it to a device.

= Change details in Group and Meta Data if required.



DataLink template

A DataLink template is a template created using Magicinfo Author to be used for DataLink. This template can be used to create
dynamic content files containing elements that change in real-time. It is possible to map files to a template. Files that can be
mapped include general media content files added to Magicinfo Server and external data collected on the DataLink server.

DataLink
DataLink is a web-based application that collects external data at a specified interval and sends data to Magiclnfo Player to be used to play dynamic
content files. Refer to the Magiclnfo DataLink user guide for further details on DataLink.

Adding a template

1 Select a group under your account in My Contents or By User. Next, click Datalink Template > Add. The template uploader

window is displayed.

r N
® Template Uploader =HAC g
» Start Upload Transmission Method Set Prox
Add Template | | Delete Selected | | Delete All Data Rate

Template Name MNumber of F. Group Template Size Transfer Status

[ | »

) Click Add Template to select a file to upload. Next, click Open. The selected file is added to the upload list.
3 Double-click a file from the upload list to configure basic information about the template.

4 Click Start Upload. The template has been added.



Editing a template

Select a template and click Edit to open the template edit page. View and edit the template information.

Click Save to update changes.

Content Al

_ [ e — Test001 ”
Version 1
a ﬁ ot Modied 2014-03-01 08:45:49
Media Type LFT
Content List [
T Total Size 21K
File Name Test001 LFT Edit File Hame
Creator admin
ow o
2014-03-01 08:45:49 TestOO1LFT  Gument Version Share Content
* Manage only he last 5 versions of the content. Mela Dala [ |

o Change the template name, element, group, sharing mode and meta information.

Changing sub-files of a template will update the template version.

9 View version information from the template edit page. Click Apply next to a version to convert the file to be
compatible with the version. File versions can be used to conveniently manage template files.




Deleting a template

Delete a template from a list of templates if required.

= Select a template and click To Trashbox. The template is moved to Recycle Bin. Templates in Recycle Bin can be restored
and used again.

= Select More > Delete All to move all templates on the list to Recycle Bin.

= Select a template and click Delete Permanently to delete the template from the server permanently. Permanently deleted
templates cannot be restored.

@ Itis not possible to delete a DataLink template in the following cases.
+ The template to delete is being used by another user.
» A DLK content file created using the template to delete is saved on the server.
» A DLK content file created using the template to delete remains in Recycle Bin.
« ADLK content file created using the template to delete is assigned to a playlist or schedule.

+Aplaylist or schedule containing a DLK content file created using the template to delete remains in Recycle Bin.

Changing template groups

Change the group of a template from a list of templates using one of the following methods. It is only possible to change the
groups for templates added under your own account.

= C(lick a template. Change the group from the preview page.
= Select a template and click Edit. Change the group from the template edit page.

= Select a template and click More > Change Group. A page appears where a group can be changed.

Downloading templates

Download a template to your computer using one of the following methods.

= (Click a template from a list of templates. Click Download on the preview page. Download the file using the displayed
download window.

= Select a template from a list of templates and click More > Download. Download the file using the displayed download
window.



Content files

Previewing templates

Click a template from a list of templates to preview the template.

Preview

T
| Preview |
Template
Name Test001
Page Count 2
Used Template N
Content List 0

Madified Date about 1 hour ago
S (2014-03-01 08:45)

Total Size 21 KB

Creator admin

Version 1

Grow cetat | change |
Share Content Mo

Meta Data

Device Type Version 1.0

Click Download to download the selected template to your computer.

Click Create DLK to create a DLK content file to distribute to Magiclnfo Player using the selected template.

Click Preview to play the selected template on the server without distributing it to a device.

= Change details in Group and Meta Data if required.



Content files

Creating DLK content file

Using a DataLink template, create a content file to distribute to Magiclnfo Player. A DLK content file can be mapped to data on a
DataLink server. This can be done using a content file saved on the server or by manually entering text.

To create a DLK content file, select a template from the list and click Create DLK.

Creating a DLK file using a content file saved in Magicinfo Server

1 From the DLK content file creation page, click Add for the element that will be used to map a content file.

@& = = == o o aamin [_smou |
MagicINFO 5 ? )
Playlst Schedule Device ser Seting rremum(@z o @o B@e @o
- =
Al Datalink Template
My Contents Previ c: | g
8y User e —
Recycie sin Content Hame: Group
- ¢ n )
 image 1000000 007
[ —
-
) T Tex 1o0.00:00.00]
— . |
B viceo no:0o:00001 | Add |

7 Select Direct Input and click Add.

Add ]
4l video Direct Input
Direct Input
Add
- | | [-Open] [Delete]

Tag MatchType @ And ) Or

[ 0K H Cancel }




Content files

3 Double-click a content file that will be mapped to the selected element. Alternatively, add the selected content file to the list

of files to add by using A LA | After selecting a content file, click Add.

Add Content ]
[ Search |

My Contents
All

by Group
All Contents

Sequenc...
EE 1 1 O®
e s

Note
« Itis possible to add multiple content items to the selected element.
+ To change the order of a content item that has been added, drag the content item.

+ To sequentially play content items added to the selected element, configure the Data Transition Cycle settings when creating LFT. Refer to the
Magiclnfo Author user guide for further details on creating an LFT.

4 Add tags to a content file if required. Click Open to display a list of available tags. Select a tag and click OK.

Main Tag

[ wancouver
[T Busan
[ Tokyo

Seuul

(o [ snC20E |




Content files

Note

A content file with a tag plays only on a device that has the same tag.

+ Toassign a tag to a content file, first make sure the tag is saved on the MagicInfo Server. Refer to the following for further details on adding
tags. P Addingatag

+ Refer to the following for further details on using tags. » DLK tags

5 Click OK when content file mapping to the element is complete.

Creating a DLK file by manually entering text

Create a DLK content file by manually entering text.

1 From the DLK content file creation page, click Add for the text element.

= - .
aMﬁg":'NFo m J?;‘ Su%h 3 g 5.?,\, remumf@2 @He @0 @e e
Al

| Search
Datalink Template
My Contents = r 1 ey
oo o oo
S - »
© 1900000001
[ -——
a8
{J > T Text 100:00:00.00]
\ = |
B vices oon000]
) Select Direct Input and enter the text.
Add [X]
T Text Direct Input
Magicinfo Server -
4 L4
e | [ Open |[ Delete
Tag MatchType @ And D or
0K [ Cancel |
[ il ance il




Content files

3 Add a tag to the text, if required. Click Open to display a list of available tags. Select a tag and click OK.

Main Tag

[ vancouver
[C] Busan
F] Tobyo
[¥] seoul

T

4 Click OK when text has been entered.

Note

A content file with a tag plays only on a device that has the same tag.

+ Toassign a tag to text, first make sure the tag is saved on the Magiclnfo Server. Refer to the following for further details on adding
tags. P Addingatag

Refer to the following for further details on using tags. P DLK tags

Creating a DLK file in conjunction with DataLink

Create a DLK content file by mapping data, saved in DataLink Server, to a DLK template.

Creating a DLK file in conjunction with DataLink

To create a DLK content file in conjunction with DataLink, make sure to connect MagicInfo Server to DataLink. Refer to the following for further
details. P DataLink server management

@ Media slide elements
Itis not possible to map DataLink data to media slide elements.

A DataLink license is required to use the DataLink function.To add a license, click the Configure tab > License Info.



1 From the DLK content file creation page, click Add for the element that will be used to map DataLink Server data.

= -~
E = == . aamn (Smens)
Lﬁ L W 2. —

Al Datalink Template
My Contents Pi C: Q.
S cwwrene oo
<l oougaca
[ ——
8
{J Fa T rex 100000001
[ — |
B viceo pocosoos) [ Add |
) Select DataLink and click Open for Select Data.
Add X}
B video -
soecoa | |
@ Vertical Output ) Horizontal Cutput
ventss |
ik Teg | |
Data Convert | | [ Open || Delete |
Tag MatchType @ And O or




Content files

3 Select a DataLink table saved in DataLink.

4 Drag the data you want to use from the DataLink table and click OK. To use all data in the table, click OK without selecting
any data.

Weather-  Beijing
Beijing; CN

Yahoo!
Weather -
‘Shanghai;

5 Specify the order (Vertical Output or Horizontal Output) to display the selected data on Magiclnfo Player.




Content files

£ Add tags to the data items, if required. Click Open to display a list of available tags. Select a tag and click OK.

< = O

= O O O

Note

A content file with a tag plays only on a device that has the same tag.

- Toassign tags to data items, first make sure the tags are saved on the Magiclnfo Server. Refer to the following for further details on adding
tags. P Addingatag

« Refer to the following for further details on using tags.  » DLK tags

7 Select a column from the DataLink table and add a DataLink Tag to the column, if required. To use a DataLink Tag, click Open
from DataLink Tag.

Yahoo!
Weather-
Seoul, KR

Yahoo!
Weather -

New York Mew York MY

NY

Yahoo!
Weather -
Los
Angeles;
CA

United
States

Yahoo!
Weather-  Tokyo

Tolmame IO

8  Select a column from the DataLink table and click OK.

0 Select a tag from the tags list and click OK.



Content files

10 Using a data substitution table, replace any data in the DataLink table with text, images or videos. Click Open for data
substitution.

Restaurant
Mational Flag

11 Select a substitution table and click OK.
17 Click OK. A DLK content file has been created.

Data substitution

Refer to the following for further details on data substitution. ~ » Data substitution



Content files

Data substitution

Replace entered text with special characters, images or videos through data substitution. For example, configure settings to
replace text with an image and enter the name of a country. The national flag of the country will be displayed on Magiclnfo Player
when a content file is distributed.

1 Select a group under your account in My Contents or By User. Next, click Datalink Template > More > Convert Data.

-+ IMAGE
4 Text

) Click Add to enter a data substitution table name and select a data substitution type.
Click Save to create a data substitution table.

Name  gatalinkchin

Type Text -

Text
lr|mov5 ! Cancel ]

4 From the Add window, enter text if the substitution target is text. Select a content file if the substitution target is an image or
video.

5 Click OK to add the data value to the data substitution table.
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4 Playlists

Playlist tab

Create a playlist containing multiple files for playback in various modes. A playlist is read as a single content file. Playlists can be
added to the server and managed. Categorize and manage playlists by user.

From the MagicInfo Server main page, select the Playlist tab.

4
Note
A MagicInfo Server administrator can assign a role for each user. Available Magicinfo Server functions depend on the user role. Refer to the

following for further details on user roles.  » Changing a user role

In this user guide, the SaaS administrator page is used as an example to explain all functions.

# magicinFo N eremiven [0 @0 @0 B0 @o

Preview

Last Modified Date

Content Co... Playing Ti._.

about 1 hour ago
(2014-03-01 08:47)

on @ oo




Playlists

Viewing Playlists

A playlist is read as a single content file. As a result, content file policies are also applicable to playlist policies.

Refer to the following for further details. » Viewing Content

Viewing Ul connectivity of a playlist

Conveniently manage content files included in a playlist or schedules that contain a specific playlist.

To view the connectivity of a playlist, select a content file from the playlist.

Note

If you have created a playlist after connecting the Magiclnfo Lite device to the server, click the Lite menu to check the Ul connectivity of the
Magiclnfo Lite playlist.

Viewing content file details

View details of a content file included in a playlist.

Preview

Playing Time 00:01:30

Total Size 331 MB

Creator admin

Version 1

Group default
Share Content Yes

Meta Data
Device Type 20

Version

1 Click| 4 / » inthe Preview section to select a content file.

) Click (%! to display the content file details.



Playlists

Viewing schedule details

View details of a schedule that contains a specific playlist.

1 Toview schedule details, select a playlist from the list of playlists and click I

— The connectivity dashboard will appear.

Premium Schedule

@ Contents_Schedule001

) Click (%! next to a schedule to display the schedule details.

— Click a schedule name to edit the schedule, if required. For further details on editing a schedule, refer to the
following: » Editing a content file schedule

3 Ifaschedule containing the selected playlist is moved to the recycle bin, /i appears in front of the schedule name.

— To view schedules in the recycle bin, click 7 .



Searching for a playlist

=] s Jcusomseucn

General search

Enter a keyword and click Search. Searched playlists are displayed. Search for a user within the search results.

Custom search

Click Custom Search to search playlists using a variety of criteria.

Playlist Custom Search

Group All Playlists Q, Creator : [ |

Last Modified Date - P . . B Keyword [ |

stes:xam\[ Search \[ Cancel

Recent Search History

Search Conditions Search Date Search Manager
I-1-71001/ 2014-03-01 “10[=]8[=

fadmin/ - [ -/ 2014-03-01 A [=] [

[ - 12014-02-01 ~2014-03-01/ - / 2014-03-01 G| (B3] |

= Specify the group, creator, last modified date and keyword. Next, click Search to search playlists that match the conditions.

= (Click Save Search to save the specified search criteria. To share the criteria with other users, enable the mode to share
criteria.

= Recent Search History shows a list of recently used search criteria.
= My Search shows saved search information.

= Shared Search shows a list of shared search criteria.

/4
Search management buttons
« L& :Repeat a search with the selected search criteria.
« 7l :Delete the selected search criteria.

«  [M] : Save the selected search criteria.



Playlists

Recycle Bin

Deleted playlists (not permanently) are kept in Recycle Bin. There playlists can be restored or permanently deleted.

To view playlists in Recycle Bin, click Recycle Bin.

Playlist Recycle Bin

|_Restoe || poete || Empty Recyclo i

Playlist Name

Preview

Last Modified Date

Content Co. Playing Ti._.

about 1 hour ago
(2014-02-01 08:47)

oo@E oo

= Click Restore to restore the selected playlist to the default group.
= Click Delete to delete the selected playlist permanently.

= Click Empty Recycle Bin to delete all playlists in Recycle Bin permanently.

Note

Refer to the following for further details on deleting playlists. ~ » Deleting a playlist



Playlists

Viewing logs

View logs of all playlist events on Magiclnfo Server.

To view a list of logs, click Log.

Log

I— | T ) | T
Playlist Name Event Type Event Occurrence Time User ID ‘
Delete Playlist 2014-03-01 02:47:36 admin
Playlistd02
Create Playlist 2014-03-01 08:47:31 admin
Playlistd02
= Create Playlist 2014-03-01 08:47:05 admin
Playlistd01
op @ oOB

= Specify the date and time. Next, click View to retrieve event logs within the specified period.

= Click View All to retrieve all playlist event logs.

= Click Export to export a retrieved log as an Excel or PDF file.



Creating a playlist

1 Click All > New. The playlist creation page appears.

2

Enter playlist information.

Playlist New

Share Meta Data
Content
Add Content Delete |

jefault

[ 1 [iswme

[ corcel J save ]

(=% ®) Device Type B B8 Cvideowal

Name

Group

Device Type

Share Content

Meta Data

Shuffle

Specify the playlist name.

Click | 84 | to select a group for a playlist. If a group is not selected, playlists are
automatically added to the default group.
Specify the type of device that will play a playlist.

To create a Magiclnfo Player playlist, select Device Type and then drag " to select a
device type.

= Select VideoWall if you want to create a playlist that will be used in a VideoWall
device.

Note

Refer to the following for further details on Layout Editor. ~ B Using videowall layouts

Enable or disable the mode to share a playlist.
Enter meta information of a playlist.

Enable or disable the mode to shuffle a playlist. If shuffle mode is enabled, the files
on a playlist are played in random order.



Playlists

3 Click Add Content. Add content files from the page displayed.

| List |Js-a_
My Contents ~
Al j32-5068
Playing Time : - Total Size : 1.04 MB
by Group Last Modified Date - about 2 hours ago
By Type
All Contents j32-5060
Playing Time : - Total Size : 1.06 MB
Last Modified Date - about 2 hours ago
325050
Playing Time : - Total Size : 1.21 MB
Last Modified Date - about 2 hours ago
g 324843
Playing Time : - Tolal Size : 354 KB v
Last Modified Date - about 2 hours ago
@0 [ |2 0w
(Sem—la—=—

4 Select a content file using Inli!ﬂnllul

A single content file can be added multiple times. Enter a keyword in the search bar to search for particular content files.
5 Click Add. The content file has been added to the playlist.

Note

To upload content not registered on the server from your computer, click Upload Content and then upload desired content.

6 Toinsert effects to content, click .

(1

EffectIn : [3D:Fall Left
Duration - D Second(s)
Direction :

g Effect out : [ 3D:FallAndFadeRight
Duration : D Second(s)
Direction :

Display
Duration : E Second(s)

Start Date -

[] Apply to the whole playlist |

||+|| | sae || Canat |

o




Playlists

Select an effect to apply when a content file playback starts on a playlist.

Specify the effect type, duration and direction.

o Note

+ Available effects may vary between a general playlist and a VideoWall playlist.

« For contentin a VideoWall playlist, the start time delay and delay direction settings can also be configured.

Select an effect to apply when a content file playback finishes on a playlist.

Specify the effect type, duration and direction.

9 Note

- Available effects may vary between a general playlist and a VideoWall playlist.

- For content in a VideoWall playlist, the end time delay and delay direction settings can also be configured.

Specify the playback duration of a content file on a playlist.

Specify the dates to start and terminate content playback.

A content file with an expiration date cannot be played after the specified date.

Apply the current settings to all content files on a playlist.

Assign different tags to content files. This allows you to play content file on the device you want.

@ © 6 ©

Refer to the following for further details on playlist tags. » Playlist tags

7 Click Save. A playlist has been created.

Managing content added in a playlist

Changing the content playback sequence

Drag and arrange content items in a desired order on the list.

Deleting a content file

Delete content from a playlist using one of the following options:

Option 1 Right-click on content and select Delete.

Option 2 Select a content checkbox and click Delete.



Managing a playlist

Editing a playlist

Select a playlist and click Edit to open the playlist edit page. View and edit playlist information if required. A playlist can be edited
using the same method as creating a playlist.

Playiist _Edi | corcl M saw |
Name Group [defauit & eDevicaTyps M@ @  Videowal
Share MetaData [ | Versin []Shuffle
Content
(o) (e

[ 00:00:30 [ 00:00:30 + [ 00:00:30

Note

-+ Changing a content file on a playlist will update the playlist version. A version to apply to the server can be selected from the playlist edit page.
+ Select a version and click Delete to delete the version.

« Device Type specified when creating a playlist cannot be edited.



Deleting a playlist

Delete playlists from the list if required.

= Select a playlist and click To Trashbox. The playlist is moved to Recycle Bin. Playlists in Recycle Bin can be restored and used
again.

= Select More > Delete All to move all playlists on the list to Recycle Bin.

= Select a playlist and click Delete Permanently to delete the playlist from the server permanently. Permanently deleted
playlists cannot be restored.

A confirmation window appears when deleting a playlist in use by another user or a playlist included in a schedule.

Click |f|-.| next to the desired item to view schedules containing the corresponding playlist.

To delete a playlist in use by another user or a playlist included in a schedule, the schedule containing the playlist should be
edited first.

Notification (x|

You cannot delete the following playlists while they are being used in a schedule or by
another user.

Playlist001 & Contents_Schedule001

1 Click the desired item name from the delete confirmation window.

) Edit the schedule that contains the playlist you want to delete. Then, delete the playlist.



Playlists

Changing playlist groups

Change playlist groups from the list if required. It is only possible to change the groups for playlists added under your own
account.

= Click a playlist. Change the group from the preview page.
= Select a playlist and click Edit. Change the group from the playlist edit page.

= Select a playlist and click More > Change Group. A page appears where a group can be changed.

Exporting a list of playlists

Select More > Export from the list of playlists. Export the list of playlists as an Excel or PDF file.



Playlists

Previewing a playlist

Click a playlist from a list of playlists and preview the playlist.

Preview

Flaying Time 00:01:30

Total Size I MB

Creator admin

Version 1

Group default
Share Content Yes

Mela Data
Device Type 20

Version

= Click Edit to edit the selected content file information.
= Click the arrow below the thumbnail to view the content files on a playlist in order

= Change details in Group and Meta Data if required.
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5 Schedule

The scheduling feature enables Magiclnfo to be used efficiently. Planned and systematic scheduling will allow a large number of
devices to be utilized efficiently.

Select the Schedule tab from the Magiclnfo Server main page.

Note

A MagicInfo Server administrator can assign a role for each user. Available Magicinfo Server functions depend on the user role. Refer to the
following for further details on user roles. B Changing a user role

In this user guide, the administrator page is used as an example to explain all functions.

&l magicinro L3
Information
Device Group Device Use Date Modified Select a schedule in the list.

by Group
Recycle Bin
Log ‘about 2 hours ago

0O oea Contents_Sehedule001 2 default 3 (2014-03-01 0:49)

< >
[w] <] [» ||
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Content file schedule

Create and manage schedules to play content files, saved in MagicInfo Server, on devices.
Daily, weekly and monthly schedules can be created. The screen can be split for content file playback and device control.
Assigning a channel to a schedule before distributing the schedule increases the choices of content you can play from devices.

From the Magiclnfo Server main page, select the Schedule tab > Content.

Viewing Content Schedules

Create groups in each organization to conveniently manage schedules by group. In each organization, a default group is created
by default.

= All: Retrieve all content files added by users.

= by Group: View or manage schedules by group. Groups are assigned by the administrator when schedules are added.

Viewing Ul connectivity of a schedule

View details of a content file or playlist included in a specific schedule.

Viewing element details

View details of a content file or playlist included in a schedule.

1 Select a schedule from the schedule list.

Schedule Name: Contents_Schedu..

Schedule Group: default
Device Group: default
Channel (172)

No. -1
Name : New Channel
Description -

Program (1/2)

Last Modification: about 2 hours
ago
{2014-03-01 08:48)




Schedule

pi CIick /| ¥ in the Information section to view content files or playlists that belong to a program or channel assigned to a
schedule.

3 Click E next to a content file or playlist to display the content file or playlist details.

- Click a content file or playlist name to edit the content file or playlist, if required.

Note

Refer to the following for further details on editing content. B> Editing a content file

Refer to the following for further details on editing playlists. B> Editing a playlist

Group creation and management

1 To manage groups, click by Group.

) Select a group and right-click on the mouse.

+ Content
All

by Group

4 W\ Division
i

Rename

New Group

L Delete
+» Message

R

+ Event

——_—

Rename Rename the selected group.

Create groups if required. If you have selected a previously created group, it is

METERIT) possible to create a sub-group.

Delete Delete the selected group.

3 To move a group, drag the group from by Group to a desired location.

Note

Moving a group that has sub-groups will move all the sub-groups together maintaining the group hierarchy.

82



Searching Content Schedules

I T

General search

Enter a keyword and click Search to search schedules that match the keyword.

Custom search

Click Custom search to search schedules using a variety of criteria.

Content Schedule Custom Search

Frame Count : ‘u“w.em v| Content : |Unsg|em v‘ Search Content ‘ | W

Device Mapping : Search Device Group I:l [N

Date Created: | _ _ . -1

DateModiﬁed:| o o El‘

EVEEEENE N OO My Search Condifions | Shared Search Conditions

Search Conditions Search Date Search Manager
~f-1-1-/default/-/- 2014-03-01 Q8 (@
~f-1-1-1-1-12014-02-01 ~ 2014-03-01 2014-03-01 =1 [=] [}
-I-1-1-1-12014-02-01 ~ 2014-03-01/ - 2014-03-01 Q8 (@

= Specify the criteria such as the number of frames, content file, device mapping, device group, creator, creation date, or last
modified date. Next, click Search to search schedules that match the conditions.

= (Click Save Search to save the specified search criteria. To share the criteria with other users, enable the mode to share
Criteria.

= Recent Search History shows a list of recently used search criteria.
= My Search shows saved search information.

= Shared Search shows a list of shared search criteria.

4
Search management buttons
« L& :Repeat a search with the selected search criteria.
« 7l :Delete the selected search criteria.

« [™ :Save the selected search criteria.



Recycle Bin

Deleted schedules (not permanently) are kept in Recycle Bin. These schedules can be restored or permanently deleted.

To view schedules in Recycle Bin, click Recycle Bin.

Content Schedule Recycle Bin

o o@a

o || oo || cron secyce |
| ]

| Supported Devi ¥ ‘

Schedule Name

Schedule_Web002

Channel Count

Date Modified

about 21 minutes ago
{2014-02.07 20:58)

Organization Name

Division

Schedule Name: Schedule_Web002

Schedule Group: Division

“« Channel (1/1) »

No.:1

Name : Neuer Sender

Description

Content : (! 32-5060

Date : 2014-03-07 ~ 2014-03-07
Time : 00:00:00 ~ 02:29:59

“« Program (1/1) »

Last Modification: about 21
minutes ago
(2014-03-07 20:59)

= Click Recover to restore the selected schedule to a desired group.

= Click Delete to delete the selected schedule permanently.

= Click Empty Recycle Bin to delete all schedules in Recycle Bin permanently.

Logs

View logs of all schedule events on MagicInfo Server.

To view a list of logs, click Log.

Log

m | |} | Select Hour v

Schedule Name
Contenis_Schedule001
Contents_Schedule003
Contents_Schedule003
Contents_Schedule002
Contenis_Schedule001
Division_default_default

Select Hour v

Time of Event

2014-03-01 09:32.23 73
2014-03-01 08:50:58.51

2014-03-01 08:50:52.927
2014-03-01 08:50:11.808
2014-03-01 08:49:17 545
2014-02-28 17:13:43 613

Event Type
Edit Schedule
Delete Schedule
Create Schedule
Create Schedule
Create Schedule
Creale Schedule

= Specify the date and time. Next, click View to retrieve event logs within the specified period.

= Click View All to retrieve all schedule event logs.

= Click Export to export a retrieved log as an Excel or PDF file.



Creating a content file schedule

Creating MagicInfo schedules

1 Select a group from All or by Group. Next, click New.

) Configure the basic settings for a schedule. Click View More to view additional settings.

Content Schedule New m
Z.Sdedue,
[ |

+Schedule Name

+Schedule Group | |§'
) oaa

Supported Device Group .

Selact Device Group |§'

[ Use Multi VWi

Schedule Name Specify the schedule name. A single schedule name cannot be used more than once.
Schedule Group Click|E. to select a group for the schedule.
Device Type Specify the type of device to distribute the schedule to.

Select a device to distribute the schedule to. Devices can be selected by group.

| Vi L .
e Individual devices cannot be selected.




Content Synchronization

Deploy with Reservation

Background Music

Description

Enable or disable the mode to sync content files. Content file synchronization is a
function that syncs playback times when a content file is played on multiple devices
that share the same schedule. This function is only available on devices on the same
network.

= Deploy Now: Distribute a schedule immediately after the schedule is added to
the server. Distribution time cannot be set if this mode is enabled.

= Time to Deploy: Distribute a schedule at a specified time. All requests for
schedule changes are saved up until the specified distribution time. These
changes are applied all at once when the schedule is distributed.

Select a content file to be used as the background music of a schedule. If a content
file used in a schedule is a video that contains sound, the sound is replaced by

the specified background music and only the video is played. Select the Play with
content checkbox to play the content file sound and background music at the same
time.

Enter description of a schedule.

3 After configuring the required settings, click Next. Configure detailed settings for the schedule in the page displayed.

0 d Cancel Back Save
1. Basic Properties
ew Channel (1) 3
hannel Name : | New Channel ‘Channel Number : Channel Description : | 4
ame0 | select -|[ Edit | [Create Program || import Channel % [ Hw Control |
0
2014-03-01 = Daily Weekdy Monthly. List

00-00

00-30

01:00

01:30

02:00

02:30

03:.00

03:30

04:00

04:30

05:00

05:30

08:00

0830

07:00

07:30

08:00
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Configure channel names, numbers and descriptions. To add a channel, click Add CH. To delete a channel, click
What is a channel?

A channel is similar to a TV broadcast channel. Add channels when creating a schedule and then distribute the channels to
devices. This allows you to play desired content by changing device channels. Refer to the following for further details on
changing channels. B Changing a schedule channel

Select a screen frame of a device that will receive a distributed schedule. Play a content file on the device
screen split according to the selected frame. To add a frame, click Edit.

Refer to the following for further details on frame settings. B Frame layout settings when creating a
schedule.

The type of device to distribute schedules to and the available amount of disk space on the device are shown.

When creating a schedule, configure constraints to prevent the schedule from being executed at a specified
time slot.

Refer to the following for further details on configuring the schedule constraints  » Constraint settings when

creating a schedule

Select a date to assign a schedule.

Specify the time unit of a timetable to assign a schedule to. Timetables can be selected daily, weekly or
monthly.

= Daily: View a daily timetable.
= Weekly: View a weekly timetable.
= Monthly: View a monthly timetable.

= List: View content file playback schedules assigned to a timetable as a list.

Select a time slot for content file playback by clicking or dragging.

4 Specify the time slot for content file playback by dragging or clicking a time slot from the timetable. The program creation

window appears.

Create Program X
Select Content: [ Lock
Period |2014-03-01 = B [ Never expired

Repeat
Time [ EHourEEIMin [0 Hsec ~ [3 [Hour[29 |BMin 55 BSec [ anday

[ Save [ Cancel




Select a content file or playlist to distribute to a device.

* If you do not want content or playlists to be edited inadvertently, select the

Safety Lock checkbox.
Select Content

= To configure content transition effects, select the Add Effects checkbox.
Transition effects cannot be added when a playlist or Magiclnfo Player S is in
use.

Specify the period to execute a schedule.

Period
= Torun a schedule continuously, select the Repeat Infinitely checkbox.

= Once: Execute a schedule only once.
= Daily: Repeat a schedule every day.
Repeat
= Weekly: Repeat a schedule on the specified day(s).

= Monthly: Repeat a schedule on the specified dates of every month.

Set the time to play a content file.

Time To play content continuously over a specified period of time, select the All Day
checkbox.

After configuring the required schedule settings, click Save. A schedule is added to the timetable.
It is possible to edit a schedule assigned to a timetable. Refer to the following for further details  » Controlling a schedule

assigned to a timetable

Click Finish. A schedule has been added.



Schedule

Creating VideoWall layout schedules

Distribute videowall schedules to devices that have videowall layouts configured. Refer to the following for further details on
configuring videowall layouts.  » Using videowall layouts

1 Select a group from All or by Group. Next, click New.

) Configure the basic settings for a schedule. Click View More to view additional settings.

Content Schedule New

+Schedule Name

+Schedule Group [Getault

P

Use Mutfi VWL

Note

To distribute videowall layout content to multiple device groups that have videowall layouts configured using Layout Editor, select the Use Multi
VWL checkbox. Import mapping information of a videowall layout device group when creating a schedule. This allows you to play videowall layout
content without the need to select a device.



3 After configuring the required settings, click Next. Configure detailed settings for the schedule in the page displayed.

Cancel Back Save
1. Basic Properties
ewi Channel (1) 3
‘Channel Name - [Mew Channel | Channel Number -[1_+] Channel Description - | \! 4
rame 0 | Select - [ Edit_ | Create Program | | Import Channel %
2014.03-01 = Y Dy Weekly Monthly List

00:00

00:30

01:00

01:30

02:00

02:30

03:00

03:30

04.00

0430

05-00

05:30

06:00

06:30

07-00

07:30

08.00

Configure channel names, numbers and descriptions. To add a channel, click Add CH. To delete a channel, click

%)

What is a channel?

A channel is similar to a TV broadcast channel. Add channels when creating a schedule and then distribute the channels to
devices. This allows you to play desired content by changing device channels. Refer to the following for further details on
changing channels.  » Changing a schedule channel

Select a screen frame of a device that will receive a distributed schedule. Play a content file on the device screen
split according to the selected frame. To add a frame, click Edit. Refer to the following for further details on frame
settings. > Frame layout settings when creating a schedule.

The type of device to distribute schedules to and the available amount of disk space on the device are shown.

When creating a schedule, configure constraints to prevent the schedule from being executed at a specified time
slot. Refer to the following for further details on configuring the schedule constraints  » Constraint settings
when creating a schedule

Select a date to assign a schedule.

Specify the time unit of a timetable to assign a schedule to. Timetables can be selected daily, weekly or monthly.
= Daily: View a daily timetable.
= Weekly: View a weekly timetable.
= Monthly: View a monthly timetable.

= List: View content file playback schedules assigned to a timetable as a list.

Select a time slot for content file playback by clicking or dragging.



4 Specify the time slot for content file playback by dragging or clicking a time slot from the timetable. The program creation
window appears.

Create Program E3

Select Content: OPLAYER ® VideoWall [JLock
[ select |
Period |2014-03-01 == B L Never expired

Repeat
Time [2 HHour[o [Min[o FSec ~ [+ [BHour [20 FMin[so BiSec [ anday

| Save . | Cancel

Select a content type. To create a Magiclnfo program, select PLAYER. To create a
videowall program, select VideoWall.

= If you do not want content or playlists to be edited inadvertently, select the
Select Content Safety Lock checkbox.

= To configure content transition effects, select the Add Effects checkbox.
Transition effects cannot be added when creating a playlist or a videowall
program.

Specify the period to execute a schedule.

Period
= To run a schedule continuously, select the Repeat Infinitely checkbox.

= Once: Execute a schedule only once.
= Daily: Repeat a schedule every day.
Repeat
= Weekly: Repeat a schedule on the specified day(s).

= Monthly: Repeat a schedule on the specified dates of every month.

Set the time to play a content file.

Time To play content continuously over a specified period of time, select the All Day
checkbox.

5 After configuring the required schedule settings, click Save. A schedule is added to the timetable.

It is possible to edit a schedule assigned to a timetable. Refer to the following for further details. » Controlling a schedule

assigned to a timetable

f  Click Save. A schedule has been added.



From the timetable settings page, select a frame of a device that will receive a distributed file. Play content files on the device
screen divided according to the selected screen frame. Click Edit to edit the frame.

Edit frame &3
qmsplay Resolution [1920°1080 ||
rame Layout Type | Full Frame Layout (Percentage) w |

et Full Frame Authority Q. I

efault Content for Frame | | | Select | Clear |

g—'rame Template Select More

0 E—— rame Name

Frame 0 | Save |
ocation X 0% Y 0%
Size W 100% H 100%

Set Main Frame
User Authority for Frame
Q.

Select Default Content

[ | sedect | Clear

[ ok || cancel

Select the appropriate resolution for a device.

Select predefined frame layout (percentage) mode or custom layout (pixels) mode.

Give frame management privileges to a certain group. This group can distribute or edit schedules.

Select a content file that will be played by default when no content file is distributed.

Select a predefined frame template.

Delete or save a template in a different name.

Customize the layout of a default frame template.

Specify the frame name.

®© ©6 ¢ © ¢ 6 © o @©

Confirm or edit the frame settings that have been configured.



Schedule

Note

+ The frame of a Magiclnfo Player S device can be split into four sections. Two of the sections can only be assigned video files.

« Layout Editor allows you to use videowall functions by configuring layouts for multiple devices. Refer to the following for further details on
Layout Editor. ~ ®> Using videowall layouts

Constraint settings when creating a schedule

When creating a schedule, configure constraints to prevent the schedule from being executed at a specified time slot.

1 Click H/W Control on the timetable settings page of a schedule.

01:30

2 8
g8 8
I >

S| =

) From the timetable, select a time slot to assign constraints to by clicking or dragging.

3 Configure the schedule constraints.

Woeekly Repeat Settings []Daily [ Mon [¥]Tue [¥ Wed []Thu CIFri [(1Sat (]Sun
Time [ [HHour[o  EMinjo  [HSec . |3 BHour|20  [BMin 59 [HSec

Res‘mdlm |8 Tum Off Device Panel
@ () Limit Frame Usage
(_) Set Input Source | Magicinfo v C

| ok || oot |




Weekly Repeat Settings Select the day(s) to apply the schedule constraints to.
Time Set the time to apply the schedule settings to.

Select a schedule constraint mode.
= Turn Off Device Panel: Switch off the device panel for a specified time.

* Limit Frame Usage: It is recommended to display restrictions on all frames to

prevent schedules from being created for a specified time slot.

FESTEREn O[T = Set Input Source: Select the input source to display on a device. For example,

selecting PC will change the input source for a device to PC during a specified
time.

After specifying the input source, select the volume checkbox to specify the
device volume.

4 Click OK. Schedule constraint settings have been configured.

Click a schedule assigned to a timetable to configure the schedule settings. Move content files by dragging and dropping.

Setting [X|

Bring to Top
Delete
Copy

Undao Maowve

Configure the settings for a scheduled item such as the time, repeat mode, content file to

Edit Schedule play, and transition effects.

Bring to Top Bring a scheduled item to the top to play the item first.

Delete Delete a scheduled item.

Copy the selected scheduled item. Paste the copied scheduled item to the desired time

(Sof77 slot.

This option is displayed if a scheduled item was moved to a different time slot. Cancel the

Undo Move last schedule moved.



Content file schedule management

Editing a content file schedule

Select a schedule from a list of content file schedules and click Edit. Edit the schedule using the same method as creating a
schedule.

Deleting a content file schedule

Delete schedules from a list of content file schedules if required.

= Select a content file schedule and click To Trashbox. The content file schedule is moved to Recycle Bin. Schedules in Recycle
Bin can be restored and used again.

= Select More > Delete All to send all schedules on the list to Recycle Bin.

= Select a content file schedule and click Delete Permanently to delete the schedule from the server permanently.
Permanently deleted schedules cannot be restored.

Note

A device with a deleted schedule switches to the default schedule.

Changing content file schedule groups

Change schedules from a list of content file schedules using one of the following methods.
= Click a schedule. Change the group from the details page.
= Select a schedule and click Edit. Change the group from the schedule edit page.

= Select a schedule and click More > Change Group. A page appears where a group can be changed.



Schedule

Exporting a list of content file schedules

Select More > Export from the list of content file schedules. Export the list of content file schedules as an Excel or PDF file.

Saving a content file schedule in a different name

Select a content file schedule from the list and click More > Save As. Save the content file schedule in a different name.

Viewing content file schedule details

Click a schedule from a list of content file schedules to view the schedule details.

Schedule Name: Contents_Schedu..

Schedule Group: default
Device Group: default
Channel (172)

Mo. -1
Name : Mew Channel
Description :

Program (1/2)

Last Medification: about 2 hours

ago
{2014-03-01 08:49)

= Click a Schedule to edit the corresponding timetable for content file playback.
= C(lick Edit in Schedule Group to edit the group of a schedule.
= (Click Mapping in Device Group to change the group of a device that will execute a schedule.

= Click |I / F from the Channel item to view information about another channel under a schedule. This function is available
when a schedule has several channels registered.

. CIicklI:/F from the Program item to view information about another program under a channel. This function is available
when a channel has several programs registered.



Message schedules

Create and manage messages to play on devices.
Message schedules can be created daily, weekly or monthly.

From the MagicInfo Server main page, select the Schedule tab > Message.

Viewing Message Schedules

Create groups in each organization to conveniently manage message schedules by group. In each organization, a default group
is created by default.

= All: View message schedules added by users in your organization.

= by Group: An administrator can view or manage message schedules by group. Groups are assigned by the administrator
when messages are added.

1 Tomanage groups, click by Group.

) Select a group and right-click on the mouse.

Premium
v Content
v Message
All
by Group
4 B Division
L, | default
Rename

New Group
Delete

R

VideoWall

Rename Rename the selected group.

Create groups if required. If you have selected a previously created group, it is

New Group possible to create a sub-group.

Delete Delete the selected group.



3 To move a group, drag the group from by Group to a desired location.

f»ﬁ Note

Moving a group that has sub-groups will move all the sub-groups together maintaining the group hierarchy.

Searching Message Schedules

] s Jcusiomseucn

General search

Enter a keyword and click Search to search message schedules that match the keyword.

Custom search
Click Custom Search to search message schedules using a variety of criteria.

Message Custom Search

Play Date - - - P =]

Date Created - . - =]

Saues.em\l Search \[ Cancel

BEVCHREETMIGTEOL My Search Conditions | Shared Search Conditions

Search Conditions Search Date Search Manager

-lail-i-I- 2014-03-01 3=l

-1-1-12014-03-12 ~ 20140319/ - 2014-03-01 = i

= Enter or select a message name, message, user name and played date. Next, click Search to search messages that match the
conditions.

= Click Save Search to save the specified search criteria. To share the criteria with other users, enable the mode to share

criteria.
= Recent Search History shows a list of recently used search criteria.
= My Search shows saved search information.

= Shared Search shows a list of shared search criteria.

7
Search management buttons
« L& :Repeata search with the selected search criteria.
| fill | : Delete the selected search criteria.

« [M] :Save the selected search criteria.



Schedule

Recycle Bin

Deleted message schedules (not permanently) are kept in Recycle Bin. These message schedules can be restored or permanently

deleted.
To view message schedules in Recycle Bin, click Recycle Bin.

Message Recycle Bin

Information

Select a message in the list.

Message Title Dale Modified Organization Name
t ago
11:28)

A moment
O oaa lisg_Schedule_Tro1 B

op|E oo

= Click Recover to restore the selected message schedule to a desired group.

= Click Delete to delete the selected message schedule permanently.

= Click Empty Recycle Bin to delete all message schedules in Recycle Bin permanently.



Creating message schedules

1 Select a group from All or by Group. Next, click New. The message schedule creation page appears.
) Configure the basic settings for a message schedule.

2. Message Settings

+ Message Title [ ]

+ Message Group [ =Y
) 28

Supporied Device Group

Select Device Group Q

Specify the message name. A single message schedule name cannot be used more

Message Title than once.
Message Group Click | 24, to select a group for the message.

Select a device that will display a message. Devices can be selected by group.

Device Grou .. .
P Individual devices cannot be selected.

3 After configuring the required settings, click Next. The message settings page appears.



4 Write a message and specify the appearance and playback time.

1 1. Basic Properties

EETOIR] -+ Add Message
=

eview
Message |MAGICINGO SERVER
Period (20140301 | ~[2014.03-01 | O Never expired
MAGICINGO SERVER Errsn
Playing Time o1 |EHour[o |EMin[o |E Sec~ [0 |E Hour[o |EMin[o | Sec
[l an day

(4

Font Options B . ulla~]
Background ® Image O Background Color | [N - | = &

Display Location
Scroll Settings

The message which is located left or right cannot be displayed while content schedule is playing as Videowall mode

Add or delete messages. To add a message, click Add Message. To delete a message, click E Adding messages
allows you to play various messages at a desired time from a single schedule.

Preview a message.

Configure message settings such as the content, period, repeat cycle and duration.

= Message: Enter the content of a message.

P3) = Period: Specify the period to play a message. To play a message continuously, select the Repeat Infinitely
checkbox.

= Repeat: Specify the cycle to repeat a message.
= Playing Time: Specify the duration to play a message.
Configure text properties and background color.
o = Font Options: Specify the text font and color.

= Background: Specify the background color. If you have selected Background Color, click = to change the
background color.

Specify the position and scroll direction for a message on devices.
= Display Location: Specify the position of a message on devices.

= Scroll Settings: Specify the scroll direction and speed for a message on devices.

f»ﬂ Note

If the device is in videowall mode, the message is displayed in the middle of the layout. Accordingly, the message will not
appear on the screen if the message location is set to Left or Right.

5 Click Finish. A schedule has been added.



Message schedule management

Editing a message

Select a message from a list of messages and click Edit. Edit the message using the same method as creating a message.

Deleting a message

Delete messages from a list of messages if required.

= Select a message and click To Trashbox. The message is moved to Recycle Bin. Messages in Recycle Bin can be restored and
used again.

= Select More > Delete All to send all messages on the list to Recycle Bin.

= Select a message and click Delete Permanently to delete the message from the server permanently. Permanently deleted
messages cannot be restored.

Changing message groups

Change the group of a message from a list of messages using one of the following methods.
= Select a message and click Edit. Change the group from the message edit page.

= Select a message and click More > Change Group. A page appears where a group can be changed.



Exporting a list of messages

Select More > Export from a list of messages. Export the list of messages as an Excel or PDF file.

Saving a message in a different name

Select a message from the list and click More > Save As. Edit and save the message in a different name.

Viewing message details

Click a schedule from a list of content file schedules to view the schedule details.

Message Title: Message_Schedul .
Device Group:

Status: Do not Use

[i#a] Message (172) [ok]
Message | Magiclnfo Serveris ..

Date : 2014-03-01~2014-03-01

Repeat : Once

Playing Time : 00:00:01~00:00:02

Note

Click ‘E / E to view another message under a schedule. This function is available when a schedule has several messages registered.



Creating an event

Make sure to create an event before creating an event schedule. To create an event, click Event Management.

1 Click New. The event creation page appears.

Event Manager New

Event Name

Event Type

1
2
3 Description
4

Add Condition|

| (Please enler a word as condition. )

Clcontent :

PP

[JMessage
[Clchannel -

G [ Use Datalink

Open I

(5]

Enter an event name.

Select an event type from the dropdown list. Event conditions vary depending on the selected event type.

Enter an event description.

Add event conditions. To add an event condition, click Add Condition. To delete a condition, click Ei Adding
conditions allows you to play various events based on different conditions from a single event.

Content files: To select content to play on devices when event conditions are satisfied, click | S, .

Message: Enter a message to display on devices when event conditions are satisfied. Click | €k  if you want
to specify the message text font and position on devices.

Channel: Enter a device channel to change when event conditions are satisfied.

!»ﬂ Note

« Displayed event conditions that can be added vary depending on the selected event type.

« After clicking Add Condition, the event type cannot be changed. To change the event type, cancel creating the event and

then start again.

To import datalink server information, select the Use Datalink checkbox and then click Open.

) After configuring the required settings, click Save.



Schedule

Managing events

Editing events

Select an event from a list of events and click Edit. Edit the event using the same method as creating an event.

"g Note

+ EventType cannot be edited.

- Some event conditions cannot be edited depending on the event type specified when the event was created.

Deleting events

Delete events from a list of events, if required.
= Select More > Delete All to move all events on the list to Recycle Bin.

= Select an event and click Delete Permanently if you want to delete an event from the server permanently. Permanently
deleted events cannot be restored.

Stopping events

Stop a currently running event from the event schedule, if required. Select an event from the list and click Stop.

Exporting a list of events

Select More > Export from the event list. The event list can be exported as an Excel or PDF file.



Schedule

Viewing event details

Click an event from the event list to view the event details.

Information

Note

Clicki / i to view another condition under an event. This function is available when an event contains several conditions.




Creating an event schedule

1 Select a group from All or by Group. Next, click New. The event schedule creation page appears.
) Configure basic settings for the event schedule.

Event Schedule New m
Zubrert Scheduie

+Schedule Name | ‘

+Schedule Group [defaut

PP

Select Device Group

Schedule Name Specify the schedule name.

Schedule Group Click |§| to select a schedule group.

Click |E..—| to select devices that will play the event. Devices can be selected by

Select Device Grou . .
P group. Individual devices cannot be selected.

3 After configuring the required settings, click Next. The event schedule settings page appears.



4 Specify the event type, period and conditions.

Event Schedule New

Py Event Plcase seleel 3 ovent - I
3 ) [2014-03-01 B -[201403.01 1D Never expired I
Start Please selec! start condition.

[Icontent | Mesage || Channel

Stop After Display Duration ~

Duration
0 Hour[o | B Min

Add or delete events. To add an event, click New Event. To delete an event, click E Adding events allows you
to play desired events based on different conditions from a single schedule.

Configure settings for a created event from Event Management.
Specify the period to execute a schedule.

= Torun a schedule continuously, select the Repeat Infinitely checkbox.

Configure the condition settings to start an event. Select the checkboxes of actions to display on devices when
conditions are satisfied.

Configure the condition settings to stop an event. Setting options vary depending on the selected condition
to stop an event.

® 6 © © ©

Note

To create an event schedule, create an event first. Refer to the following for further details.  » Creating an event

5 Click Save. A schedule has been added.



Managing event schedules

Editing event schedules

Select a schedule from the list and click Edit. Edit the schedule using the same method as creating an event schedule.

Deleting event schedules

Delete schedules from a list of event schedules, if required.

= Select an event schedule and click To Trashbox to move the schedule to Recycle Bin. Schedules in Recycle Bin can be
restored and used again.

= Alternatively, select More > Delete All to move all event schedules on the list to Recycle Bin.

= Select a schedule and click Delete Permanently if you want to delete the schedule from the server permanently.
Permanently deleted events cannot be restored.

Changing event schedule groups

Change a schedule from a list of event schedules, if required.
= Click a schedule. Change the group from the details page.
= Select a schedule and click Edit. Change the group from the schedule edit page.

= Select a schedule and click More > Change Group. A page appears where a group can be changed.



Transmitting event schedules

Send desired event conditions to devices.
1 Select an event from the list and click Send Condition.

) Select an event from the dropdown list and click OK.

|Pleaseselecl a event. vl

Lok conemt |

Stopping event schedules

Stop an event currently playing on devices, if required. Select an event from the list and click Stop.

Exporting a list of event schedules

Select More > Export from the event list. The event list can be exported as an Excel or PDF file.



Schedule

Viewing event schedule details

Click a schedule from a list of event schedules to view the schedule details.

Information

Note

Clicki / i to view another event under a schedule. This function is available when a schedule contains several events.




Magiclnfo Server

6 Devices

Device tab

Manage devices added to the server.
Check statuses or resolve issues for devices through monitoring, remote connection/control and device error checking. Retrieve
device events and services by keeping logs.

From the MagicInfo Server main page, select the Device tab.

Note

« If Premium Device Permissions is activated, the device manager can only manage devices authorized by Server Administrator or Administrator.
For details on device management privilege settings, refer to the following: B> Viewing detailed user information / Editing information

A Magiclnfo Server administrator can assign a role for each user. Available Magiclnfo Server functions depend on the user role. Refer to the
following for further details on user roles. B Changing a user role

« Inthis user guide, the SaaS administrator page is used as an example to explain all functions.

4 magicnro c‘?‘;’;‘ nl'-% E‘E é stgu o admin

Sefting premium (@2 o 1 B0 @o

Unapproved

SW Update
Remote Job
VideoWall Layout Manage
Log




Devices

View Devices

View devices connected to the server and retrieve details for each device. Monitor and remotely control connected devices. Click
Select Group from the list to view devices under a desired group.

= All: View devices connected to the server and retrieve details for each device. Monitor and remotely control connected
devices.

= by Group: View devices connected to the server by group.

Note

« If the VideoWall device is connected to the server, it is possible to view detailed information on each device by clicking a desired menu item.

«  If Premium Device Permissions is activated, the device manager can only manage devices authorized by Server Administrator or Administrator.
For details on device management privilege settings, refer to the following: ~ »> Viewing detailed user information / Editing information

Page settings

Specify the device information view mode. Specify the maximum number of devices to display on a single screen. Click | := |on
the page.

= List mode: Display device settings as a list to the right of a device thumbnail page.

View Mode
= Image mode: Display device names and thumbnails only.
List Count Specify the maximum number of devices displayed on a single screen in units of 100.
Searching devices

Using custom search, search device information with additional criteria. Save and then share search criteria with other users.

Note

A Custom Search button is displayed where custom search is available.



The Dashboard shows frequently used remote-control functions for devices.
The Dashboard can be accessed from any page of the Device tab.
To use the Dashboard, click a device checkbox from the list.

Click [lllZSE -t the bottom of the page.

v ]
Power Panel Status Remote Control Restart Input Source Schedule Channel Volume Mute
(s (s Remote Conlrol Reslart F hd alija Ot ]o (s
| on | on [ ok [ ok [ ok | on
On Turn a device on or off.
Panel Status Switch a device panel on or off.

Enable the remote connection function.

VNC The remote access function is only available in MagicInfo Player I.
Restart Restart a device.

Input Source Select an input source from the dropdown list.

Schedule channel Change a device channel.

Volume Adjust the volume of a device.

Mute Turn on or off the device sound.

Changing a schedule channel

Change a device channel using one of the following options:

Option 1 Change the channel using the device remote control.
Option 2 Select a device checkbox from the device list and then change the channel using the dashboard function.

Option 3 Go to Device > Display Control. Select a device checkbox and click Channel.
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Viewing device details

View and edit detailed device information by clicking a tab from the device list page.

Monitoring

Monitor the on/off status of devices connected to the server, playing content files, and schedule details in real-time. Configure
videowall layouts by group, if required.

Click the Monitoring tab to display a list of devices.

Note

Refer to the following for details on configuring videowall layouts by device group: B Using videowall layouts

Device All




Viewing device statuses

1 Toview a detailed content playback status, click a device from the list.

Magicinfo iPLAYER %]
Now Playing Event Content System Usage
Device_2 ch1 © W Content Download Status
Schedule Name & Content_Schedul001
Event Schedule
Device Model Name ME40A
MAC Address d0-66-7b-68-6d-e2
Firmware Version V3.0 NA-MIIPP-0909.0
P 10.10.10.158

Device Info.

Now Playing Content

Event

Content Download Status

System Usage

Note

Refer to the following for further details on Ul

) Toremotely view and configure devices connected to the server, click VNC. The current screen output of the device appears

in a new window.

Note

The remote access function is available in Magiclnfo Player . If a remote server is registered on the server, simple functions on Magiclnfo Player S2
can be controlled remotely. Refer to the following for further details on the Magiclnfo Player S2 remote server.

remote server

View information about a device.

To check the Ul connectivity for a distributed schedule, click |§-|

View details of a content file playing on a device.

To check the Ul connectivity for a playing content file, click f!.
View event details registered on a device.
View the status of content downloaded on the device.

View the system usage for a device in a graph.

To view the system usage, click Start.

connectivity. B Viewing Ul connectivity of a device

» Managing a Magiclnfo Player S2
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Viewing a screenshot image

To view a screenshot image captured from a device, select screenshot from the dropdown list.

Note
«Animage will not appear if no screenshot image has been saved.
« Magiclnfo Player S does not support the feature to view screenshot images.

« Itis possible to set the cycle to capture screen output by selecting a device from the Setting tab.

Information

View detailed information of a device.

Click the Information tab to display a list of devices.

Device All

onitoring Time Display Contro

| Device Type Device Type Ver Device Name MAC Address

[ O iFLAYER 20 © Device_2 d0-66-7b-68-6d-e2 default 10.10.10.158 ME40A

[ | D ipLAYER 20 © Device_3 00-12-0-83-01-16 default 10.10.11.219 460CXn

< >
[« 4] oa

To view detailed information about a device, click a device from the list.
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Editing device information

1 To edit detailed information about a device, click Edit.

Device All

Default Information ~
Device Name
MAC Address d0-66-70-68-6d-62
Device Model Name
Location L ]
Version
Firmware Version T-GAPLDWWC-1007.0
08 Image Version NI_SBAWES16F_1000.3
Client Program Version V3.0 NA-MIIPP-0909.0
Network
Network Adapter Realtek PCle GBE Family Confroller - Packet Scheduler Miniport
Network Driver 5.790.629.2011
MAC Address d0-66-7b-68-6c-62
IP Setting Type @ stanc O pHcP
B
Subne Mizsk
Gatoway
DN Server (Primary)

Edit basic information of a device.
= Device Name: Change a device name.
Basic Information . _
= Device Model Name: Change a device model name.

= Location: Edit the device location details.

Edit the network settings for a device.
= IP Setting Type: Select STATIC or DHCP.
= [P: Change the IP address.
= Subnet Mask: Change the subnet mask settings.
Network
= Gateway: Change the gateway settings.
= DNS Server (Primary): Change the default DNS settings.
= DNS Server (Secondary): Change the secondary DNS settings.

= Port: Change the port settings.

) Change the settings as desired and click Save.

Note

Unique information of a device cannot be edited.
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Changing a device group

1 Tochange the group of a device, select the device checkbox and click Move.

[=] magicinfo
[0 default

(.

) Select a new group and click OK.

Deleting devices

To delete a device from a list of devices after disconnecting the device from the server, click the device checkbox and click Delete.

Displaying/hiding items

To select items to display on the device list, click Edit Column.

Column Name

© =
& 2
g

Device Model Name

&

Screen Size

Firmware Version

O0ood

Client Program Version
Location
Approval Date

E ©

mr— ==




Time

Configure the on/off timer and holiday settings for a device.

Click the Time tab to display a list of devices.

N.
-] y Device Name Update time Clock Set Timer1 Timer2 Timer3
O O iPLAYER @ Device 2 Do o oa0 2014-03-01 11:48 AM
O O iPLAYER © Device 3 -
< >
an oo

Viewing time settings on a device

To view the time settings on a device, click a device from the list.

Device All

View Device Time Conf.

Clock Set

o

Update time

s

On Time Off Time Volume Input Source Holiday Repeat

The current time and schedule settings can be changed by clicking Edit in the device time settings page.

Note

To set the on/off timer and holidays, make sure the current time is set.
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Setting the current time

1 Toset the current time on a device, click the Time tab. Next, select the device checkbox and click Clock Set.

Date | 2014/03/01

“ Mar 2014 3

Sun Mon Tue Wed Thu Fri Sat
2 3 4 5 6 7 8
9 10 11 12 13 14 15

16 17 18 19 20 21 22
23 24 2B B X 2 9

Tme [z Jbow 00 |On[ar v

) Enter the date and time, and then click OK.
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Timer settings

Use a device efficiently by configuring the on/off timer and holiday settings.

1 Select the desired device checkbox and click Timer Set.

Separate Settings

On Repeat

'Off Repeat

Holiday ~ [Dont Apply Both  ~

onTime [inacvated ] 12 Hour €3[0 |3 Mia[a V]
onTime [inacvated ] 12 Hour €3[0 |3 Mia[a V]

Once ~

Sun | Mon | Tue | Wed  Thu | Fri | Sat

oo

O
OJ
O
O

Once ~

Sun | Mon | Tue | Wed  Thu | Fri | Sat

O|jo|ojojoiofd

Volume  [1[20 | Input Source PC v

OnTime Set the on timer of the device.
Off Time Set the off timer of the device.

= Repeat: Set the cycle to repeat the on timer.
Separate Settings )

= Off Repeat: Set the cycle to repeat the off timer.

. Select Apply if you do not want a device to operate on the dates selected as
Holiday .
holidays.

Volume Configure the device volume.
Input Source Specify the device input source.

Note

Separate Settings may not be available on some models. Contact the dealer the program was purchased from for further details.

) Configure the settings as desired and click OK.



Holiday management

Assign holidays to a device to prevent the device from operating on specified days.

1 Select the desired device checkbox and click Holiday Management.

Holiday Management X
(1

Month Day Month Day

1 v [1_ v = 1~ [1_ v

01/01 ~ 01/01

Set the holiday period for a device by entering months and days. Make sure the start day of a holiday is not
later than the end date.

Click Add to add the specified holiday period to a list of holidays.

(3] The added holiday can be found in the list. Click fi to delete a holiday from the list.



Settings

View and change device settings.

Click the Setting tab to display a list of devices.

Device All

T

el Al
| Device Type Device Name Magicinfo Server URL a Monitering Interval
10 Min

(] ﬂ iPLAYER @ Device 2 hitp:/110.10.10.144:7001/Magicinfo 5 Sec ON

| O iPLaYER © Device 3 hitp://10.10.10.144:7001/Magicinfo 5 Sec 10 Min ON

< >
oo @ oo
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Viewing detailed device settings

To view detailed settings for a device, click a device from the list.

Device All

Device Name Device_2
MAC Address d0-66-7b-68-6d-e2
1P 10.10.10.158
Connection
Magicinfo Server URL http://10.10.10.144:7001/Magicinfo
FTP Connection Mode PASSIVE
‘Connection Time Limit 30 Sec
Proxy Setting Do not Use
Period
Triggering Interval 5 Sec
Monitoring Interval 10 Min
‘Screen Capture Interval 1 Min
‘System Restart Interval Meon /00:00
Time Zone
Time Zone (GMT) Greenwich Mean Time - Dublin, Edinburgh, Lisbon, London
Daylight Saving Time On
VNC
v

Device settings can be changed by clicking Edit.

Note

Itis not possible to change the settings of a disconnected device.

Changing device settings

1 Tochange the settings of a device, select the device checkbox and click Edit.

Device Al

[_sae || carca |

Default Information
A
Device Name Device 2
MAC Address 4066-7b-68-60-62
P 10.10.10.158
Connection
Magicinfo Server URL it 10.10.10.
FTP Connection Mode O ACTIVE @PASSIVE
‘Connection Time Limit Q[0 |0 sec
®Donotuse
Prowy Seting O Use Browser Seftings
O Uses a proxy senver.
Period
Triggering Interval 0 sec
Monitoring Interval Q0 0 mn
‘Screen Caplure Inferval B[]0 un
Repeat Day [J sun (¥ mon [JTue [Jwed [JThu [JFi [ sat
S Ropave [0 o [ n
Time Zone
v
Time Zone [(GMIT) Gresmich Mean Time - Dublin, Edinburgh, Lisbon, London <l




) Change the settings as desired.

Device Name

Device ID

IP

MagicInfo Sever URL

FTP Connection Mode

Connection Time Limit

Proxy Setting
Triggering Interval
Monitoring Interval
Screen Capture Interval

System Restart Interval

Time Zone

Tunneling Server

VNC Password

Repository Path

Management Folder Path

Log Management

Content file management

View the model name.

View the device ID.

View the IP address.

Configure the server URL.

Configure the FTP connection mode.

Set the maximum waiting time before disconnecting from the server if
communication is not made with the FTP server for a specified period of time.

Enable or disable the proxy server. Edit the settings if required.
Specify the triggering cycle.

Specify the monitoring cycle.

Specify the screen capture cycle. The range is 1 to 180 minutes.
Specify the device system restart cycle.

Configure the time zone and daylight saving time settings.

Note

Daylight Saving Time, also known as Summer Time, is a system that advances clocks one hour
forward in summer.

Specify the tunneling server IP address.

To change the VNC password, select a device from the list. Next, click Change VNC
Password from the detailed settings page.

Specify the location to save content files to.
Specify the location of the client management folder.

Specify the log level, the log storage period and the storage space size for logs.
Note
Content files are deleted automatically when the period has expired or the space is full.

Specify the period to keep content files saved on a computer. Specify the size of the
space to keep content files.

Note

Content files are deleted automatically when the period has expired or the space is full.



Proof of Play Management

Auto IP set

Auto Computer name set
Only Download Server
Download Server

Maximum Available Storage
Size

Loading Interval to play

Play Waiting Time

Settings
Job Unit
Interval
Screen Rotation

Computer name

Use MagiclInfo Player

Reset Password

Background Color

Specify the period to keep playback logs and the size of the space to keep logs.

Note

Content files are deleted automatically when the period has expired or the space is full.
Enable to automatically assign an IP when a device is connected.
Enable to assign a computer name automatically when a device is connected.
Download content from a download server only.

Select a download server to download content from.
Specify the storage size for DataLink files.

Set the time to load data from a DataLink server before the next content file on a
schedule is played.

Set the waiting time before the next content file plays. This applies to the case when
the current content file does not play until data is loaded from the DataLink server.

Display or hide the content file download status.

Select a unit used to display the content file download status.

Specify the refresh interval.

Rotate the screen according to the device orientation (landscape or portrait).
Specify the name of the computer where the server is installed.

Enable to use Magiclnfo Player on a device. Setting Magiclnfo Player to FALSE
disables the functions related to content files, content playback and schedules.

Reset the password of MagicInfo Player to the default. The default password is
000000.

Specify the background color of the Magiclnfo Player main page.
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Changing the device expiration date

1 Tochange the expiration date for a device, select a device checkbox and click Expired.

Expired :  [2014-03-20 =18

| ok || Cancel |

) To set the expiration date to a desired date, click E

— To use the device continually without an expiration date, click .

Assigning a tag to a device

Assign a tag to a device. This allows the device to selectively display information or play content files in a playlist or DLK element
that have the same tag.

1 Toassign a tag to a device, select a device checkbox and click Tag.

7 Select the desired tag checkbox, and click OK.

Note

To assign a tag to a device, first make sure to add the tag to the server. Refer to the following for further details on adding or editing
tags. » Managing tags

Enabling network mode

Switch from local mode for a schedule playing on MagicInfo Player S to server mode, and play the schedule in the new mode. To
enable network mode, select a device checkbox and then click Network Mode.
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Download server settings

Reduce work load on the main server by mapping a download server to a device.

Note

For further details on download servers, refer to the following: ~ ®» Managing the download server

1 To configure download server settings for a device, select a device checkbox and click Edit.

) Configure settings as desired.

Download Server

Only Download Server O TRUE @FALSE

‘Server Name FTP Server IP Address

O DLServer 10.10.10.141
Download Server

Select TRUE if you want to allow a download server to only be accessible when downloading content on a

o device.

= FALSE is selected by default.

9 To map a download server to a device, select a desired device checkbox.

3 After configuring the required settings, click Save.



Display Control

Control display settings.
Click the Display Control tab to display a list of devices.

Device All

Display Control

v

Update time Volume

Viewing display control information

To view display control information for a device, click a device from the list.

Device All

Default Information ~
Device Name Device_2
MAC Address d0-66-7b-63-6d-e2
P 10.10.10.158
Update time
General
Power on
Panel Status On
Input Source FAIL
Volume [}
Mute off
Safety Lock Unlocked
Remote Control Disable
Panel Lock Unlocked
0sD Disable
All Keys Lock Unlocked
Monitoring Temperature 0°Cc
Alarm Occurrence Temperature 0°C
Panel On Time
v

—

= To refresh the current device status, click Current Status.

= To change the display control settings, click Edit.



Controlling a display

1 To control a device display, select the device checkbox and click Edit.

To edit detailed settings, click View More.

Device All

P 10.10.10.158 Al
DR et
General
Power of [
Panel Stalus ® on O off
Input Source
Volume a El [}
g O on ® off
Safety Lock QO Lock ® Unlocked
Remote Control @ seting O Disable
Panel Lock O Lock @ Unlocked
0sD @ seting O Disable
All Keys Lock O Lock ® Unlocked
Monitoring Temperature 52°C
Alarm Occurrence Temperature (4] O
Panel On Time 4332 Hour
v

) Configure the items to control and click Save.

Note

- Itis not possible to change the settings if a device is turned off or disconnected.

« Functions that can be controlled may vary depending on the input source.
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Displaying/hiding items

To select items to display on the device list, click Edit Column.

Column Name

Volume

M EE

Input Source
Panel Status

Safety Lock
Remote Control

[&]

Panel Lock
0sD
All Keys Lock
Meonitoring Temperature

Alarm Occurrence Temperature

Oooooad

M E

Panel On Time

[ ox || ocama |

O




Viewing Ul connectivity of a device

1 Toview schedules mapped to a device or information about playing content, click the Monitoring tab and then click a
device from the list.

Magicinfo iPLAYER [ x|
Device Info. Now Playing Event Content System Usage
Devi ce_2 ch1 © - Content Download Status
Schedule Name ¢ Content_Schedul001
Event Schedule
Device Model Name ME40A
MAC Address d0-66-7b-68-6d-e2
Firmware Version V3.0 NA-MIIPP-0909.0
P 10.10.10.158

) To view a list of schedules mapped to a device, click the Device Info. tab and then click |§.| from Schedule Name.

— Click a mapped schedule name to edit the schedule, if required. Refer to the following for further details on editing
schedules. » Editing a content file schedule

3 Toview a list of content files playing on a device, click the Now Playing Content tab and then click |§| from Content Name.

- Click a playing content file name to edit the content file details, if required. Refer to the following for further details on
editing content. P Editing a content file

4 Toview a list of content files that have been downloaded on a device, click the Content Download Status tab and then click
(%! from Content Name.

— Click a downloaded content file name to edit the content file details, if required. For further details on editing a content
file, refer to the following: P Editing a content file
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Group management

Group creation and management

1 To manage groups, click by Group.

) Select a group and right-click on the mouse.

All

by Group
i B magicinfo
L

Rename
New Group

Delete
napproved

S/W Update

F

Remote Job
WideoWall Layout Manage

Log

Rename Rename the selected group.

Create groups if required. If you have selected a previously created group, it is

New Group possible to create a sub-group.

Delete Delete the selected group.

3 To move a group, drag the group from by Group to a desired location.

Note

Moving a group that has sub-groups will move all the sub-groups together maintaining the group hierarchy.
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Logs

View device logs and remote task logs by device. Efficiently manage device history by viewing the history of using devices and
performing remote tasks.

To view a list of device logs, click Log and select a log type.

Device Log

Device Name Device Model Name Group Name Device Log Remaote Job Log

i
ool DO

* Device Log: View a log of device events.

= Remote Job Log: View a log of remote task events.

Note

Export retrieved statistics as an Excel or PDF file by clicking Export.



Errors and alarms

Check critical errors and alarms that impact system operation. View and change the error status. Make sure to manage errors and
alarms immediately to ensure proper system operation.

Checking errors

To view critical device errors and details that may disrupt normal system operation, click Fault.

( T Device Fault N sean lCus'tamSearuh
Al Receive Process Rollback Export MNotification
by Group | Afer-Sales-Service Stalus Event Occurrence Date Fault Processing
e No data
Alarm
Unapproved
S/W Update
‘Remote Job
VideoWall Layout Manage
Log
VideoWall
Device Name View the name of a device with an error.
Device Model Name View the model name of a device with an error.

View the error type.

Fault = Errors such as a lamp error, brightness sensor error and device fan malfunction are
displayed.

After-Sales-Service Status View the status of the processing of a device error.

Event Occurrence Date View the date when an error occurred.

Update the status of the administrator's processing of a device error by selecting Receive,

Error processin
P 9 Process, or Completed.

After checking the device with an error, the administrator can click Receive to update the processing status.
= |f the process to resolve a device error is being performed, click Process to update the error processing status.
= After a device error has been resolved, click Completed to update the error processing status.

= If another error occurs on a device that has already been resolved, click Rollback to change the device error status to
Occurence.
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Error notification

1 Tonotify a user of a device error through e-mail, click Notification from the list of devices with errors,

User ID User Name E-mail Fault Alarm
manager John.Doe johni@Samsung.com
manager(1 Samsung.lee Samsung@samsung.com
SAMSUNGLFD Samsung.Kim Samszunglfd@Acom.com
staffi2 Rena.Doe Rena@samsung.com
[« be) 1 (]
[ ok | cancel |
) Select an item (error or alarm) to be notified to a user and click OK.
/4
Note
To notify users of errors and alarms, first make sure the SMTP server settings are configured. Refer to the following for further details. » Changing
auser role

Exporting a list of errors

To export a list of devices with errors as an Excel or PDF file, select Export from the list of devices with errors.
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Viewing alarm details

Click Alarm to view details of an alarm such as the name and model of the device that generated the alarm, and the type, level
and date of the alarm.

Alarm notification

1 To notify a user of a device alarm through e-mail, click Notification from the list of devices with alarms.

User I User Mame E-mail Fault Alarm
manager John.Doe johni@Samsung.com
managerl1 Samsung lee Samsung@samsung.com
SAMSUNGLFD Samsung.Kim Samsunglfd@Acom.com
staffo2 Rena.Doe Rena@samsung.com
[« [&] 111 (]
. ok | cancel |
| M, J

) Select an item (error or alarm) to be notified to a user and click OK.

Exporting a list of alarms

To export a list of devices with alarms as an Excel or PDF file, click Export from the list of devices with alarms.
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Approval

View and authorize devices connected to the server that are not authorized.

Authorizing devices

1 Click Unapproved. Display a list of devices not approved.

Device Unapproved

| | Device Type Device Type Ver MAC Address Registered Device Name Device Model Name Approval

] O PLAYER 20 00-12--03-48-67 10.10.11.222 LT eT Device_1 450CXn

(2014-03-01 13:22)

) Select a device and click Approve. A window appears where a device can be authorized.

Device Name :  |Device_1 x|
Device Group : | |E|
Locaton @ | |
Expired [ =

3 Specify the name, group, location and expiration date. Click OK. The device has been authorized.

Note

+ To delete an unauthorized device without authorizing it, select the device and click Delete.

- To authorize multiple devices of the same model, select devices and click Approve. To enter representative names of the devices, save the device
names in the "representative name_(sequence number)" format.
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Finding devices

Find devices on the same network as the server that are not added to the server.

1 Click Search Device from the list of unauthorized devices.

SEZ P T YR T S 2 P T R M = I

) Specify the IP address range of the device to find and click Next.
3 Select the desired device checkbox and click Next.

4 Enter the Magiclnfo Server information and click Save. The device is displayed on the list of unauthorized devices.

Note

The maximum IP search range is 50.




S/W update

Using MagicInfo Server, distribute software updates on MagicInfo Player at a scheduled time.

Registering software

To update software installed on a device connected to Magiclnfo Server, register the software on the server first.

1 Toregister software on the server, click S/W Update > View Software Reg. & Deployment > Register and then select a

device type.
Register Software X
Device Model Name : 450CHKn -
Software Type : Application
Software Name : SoftWareUpdate_V.1.432
SW File : C\fakepath\LFD_FlazhUpdate. exe =
Auto Update : @ Apply (71 Mot Applied

Add Delete

[ oK J[ Cancel J

Select the name of the device requiring a software update from the dropdown list.

Device Model Name .
Ensure the device is connected to the server.

Software Type Select Application.
Software Name Enter the name of the software to update on the device.
SW File To select a software file, click . .

) Enterinformation about the software to update and click OK.



Distributing software

1 Todistribute software registered on the server, click S/W Update > View Software Reg. & Deployment.

) Select the software to distribute and click Deploy.

Reserve Software

Device Model Name
Software Type
Software Name
Software File Name
Software Version

CRC Info.

Deployment Reservation

450CKn

Application

prm_1100_8
prm_1100_9.zip

1.0 Build NA-MIPP-1100.8

227b1846

201317 [0 SHour 0 v iin

Applied Version WVERSION_ALL -
Select Applicable Device(s) @ By Device Model 21 By Device Group
OK || Cancel |

Device Model Name View device model information configured at the time of software registration.
Software Type View software type information configured at the time of software registration.
Software Name View the software name entered at the time of software registration.

Software File Name View the update file name selected at the time of software registration.
Software Version View the software version entered at the time of software registration.
CRC Info. View CRC information.

Deployment Reservation Click to specify the date to distribute software.

Applied Version Select the software version to update from the dropdown list.

Select Applicable Device(s) Select devices to update software on by model or group.

3 After configuring the required settings to distribute software at a specified time, click OK. The scheduling is complete.

Note

+ Cyclic Redundancy Check (CRC) is used to detect errors and verify data integrity in serial transmissions.
« Ifthe time set for a scheduled software distribution precedes the current time, distribution takes place immediately upon scheduling.

- To view the version of software installed on the current device, click the device on the list.
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Editing software

1 Toeditinformation about software registered on the server, click S/W Update > View Software Reg. & Deployment.

) Select the software to edit and click Edit.

Applied Model
Software Type : W
Software Name : prm_1100_%
Current File : prm_1100_9.zip
Version I V1.0 Build NA-KMIPP-1100.9
Auto Update ;@ Apply &) Not Applied

. Add | Delete

W.1.0.Build NA-MIPP-1 100.8

] R —| 3
| ok | cancel |

Select the name of the device requiring a software update from the dropdown list.

Device Model Name .
Ensure the device is connected to the server.

Software Type Select Application.
Software Name Enter the name of the software to update on the device.
SW File To select a software file, click @, |.

Select Apply to update software automatically every time a device is connected to

Magiclnfo Server.

Auto Update
= Enter the version of the software to update and click Add to add the entered

software version.
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Deleting software

1 To delete software from the server, select S/W Update > View Software Reg. & Deployment.

) Select the software to delete and click Delete.

Viewing the software deployment status

After registering software and then deploying the software to a device, click S/W Update > Applied Status to confirm that the

software has been deployed successfully.

Remote control

Control devices and process data from a remote location.

Note

Magiclnfo Player S does not support the remote task feature.

Adding a remote task

1 Click Remote Job > Add. A window appears where a remote task can be configured.

'® MagicInfo-i Job Uploader ‘ ﬁ

Job MName - Devetrlol

e

Location : @ Default Location () Custom Location ‘

File List :
[dd File] [ Add Folder | | new Folder | Delete Selected || Delete All| [ Gpen Folder [ Auto Run
File Name File Size File Location Auto Run
[ consol_Temp.cst 2764854 C#Consol_Temp.cst

Set Proxy




) Enteratask name and select a task type.

Send File

Get File

Delete File/Folder

Restart

Service Management

Launch Command

Kill Process

Close Window

Get Log File

"ﬂ Note

Send a file or folder saved on a local PC to a device or device group.

= Auto Run: Configure the settings to execute the selected file automatically
upon transmission.

* Location: Specify the default location or custom location. The default location is

D:\Repository\JobFile. To specify the custom location, enter a path on the local
PC.
Import a file or folder to the local PC from a device connected to the server.

* File Location: Enter the path of the file to import.

Delete a file or folder on a device connected to the server.

= File/Folder Location: Enter the path of the file or folder to delete.
Restart the MagicInfo Player | program or the system on a device connected to the
server.

= Reboot Target: Select Player or System.

Manage services supported on a device.
= Service Name: Enter the name of a service.

= Command Type: Select a service command type.

Enter and execute a command (CMD) used on a computer.

= This function may not work properly if the command entered does not exist.
End a process running on a device by entering the process name.

Enter the name of a window open on a device to close it.

= |f multiple windows with the same name are open, a random window is
selected and then closed.

= Make sure to enter the entire name displayed at the top of a window.

Import a log file to the local PC from a device.

When entering a file or folder location, enter the exact path and file name.



Devices

3 Configure the settings according to the selected task type and click Next.

‘W MagicInfo-i Job Uploader ﬁ

Set Job Set Device Finished

Repeat: @ Immediately (© Once (O Daily © Weekly (© Menthly

Performs the job immediately after downloading has finished.

(oo ) [ new ][ conel ]

4 Set the remote task repeat interval and click Next.

SetJob Set Repeat Finizhed

Job Unit ; @ Individual Device ) Device Group Unit

Organization : |Samsung - Delete Selected

INONAME

5 Select a device to perform the remote task on.

Individual Device Select a single device.

Device Group Unit Select all devices in a group.

6 Click Next to proceed. The remote task has been added and registered on the server.
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Reusing remote tasks

Reuse a remote task that is already configured. This can save time when performing the same task again.
1 Select the remote task to reuse and click Reuse.

) The following procedure is identical to the remote task adding procedure.

Editing remote tasks

1 Select the remote task to edit and click Edit.

) The following procedure is identical to the remote task adding procedure.

Canceling remote tasks

To cancel a scheduled remote task, select a remote task from the list and click Cancel.



Devices

Using videowall layouts

Use multiple devices as a single large display by configuring videowall layout settings.

Configuring videowall layouts

Select a device group from by Group and then click the Monitoring tab.

= The VideoWall Layout menu appears.

Note
+ Avideowall layout can only consist of devices that have the same type of player (Player I/Player S) installed.

+ The VideoWall Layout menu appears when a device group consisting of the same type of player is displayed in device group view mode.

Device defa

| Thumbnail v
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Applying videowall layouts

Configure videowall layouts and distribute the layouts to the server.

1 Goto VideoWall Layout > Setting, and then select a desired menu item.
— To create a new videowall layout, click New.

— To use a previously created videowall layout, click Open and select a layout from the select layout window.

) When Layout Editor starts, configure a videowall layout as desired and then distribute the layout to the server.
- The configured videowall layout is applied to devices under the corresponding group.

— Devices belonging to a group that has a videowall layout applied are indicated by n

Note

+ The VideoWall Layout menu is available when all devices under the selected device group are connected to the server.

Refer to the following for details on how to configure and distribute videowall layouts to the server using Layout Editor.  » Using Layout Editor
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Viewing the current videowall layout

View the current videowall layout applied to a device group, using a virtual screen.

1 Click VideoWall Layout > Preview.
— Each device screen with the videowall layout applied is shown.

- Each device screen displays main information about the device. Click a device screen if you want to view detailed
information about the device or remotely access the device.

) After viewing the videowall layout, click Close.

Canceling a videowall layout

To cancel the current videowall layout of a device group, click VideoWall Layout > Cancel.

= The videowall layout is canceled, and the n mark disappears on the device list.

Downloading a videowall layout file

Download a videowall layout to your computer.
1 Click VideoWall Layout > Setting > Open.
) The select videowall layout window appears. Select a layout, and then click Download.

3 Specify the destination folder to download the file, and then save the file.
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Managing videowall layouts

Manage videowall layouts that were created from Layout Editor and then distributed to the server.

Device VideoWall Layout Manage

| soo || oo |[edtFietame |

‘ ] ‘ File Name

Group Mame Linear Structure Device Model Name Date Created

about 3 minutes ago

o Undefined VWL Irregular 4B60CXn:1/ ME40A ) (20140207 14.21)
& Amoment ago
O Tesl00 1YWL default Iregular 460CXNAIMEADATNS 014 5207 14:24) |show Layout)
<] onQ

Registering videowall layouts

Register videowall layouts saved on your PC to the server.
1 dlick VideoWall Layout Manage > Add.

) Click # to specify the file to upload, and then click OK from the file upload window.

— The selected videowall layout is registered on the server.

Deleting videowall layouts

1 Select afile to delete from the videowall layout list and click Delete.

) Aprompt appears asking if you want to delete. Click OK.

— The selected videowall layout is deleted from the server.



Editing videowall layout file names

1 Select a videowall layout file to rename.
) Click Edit File Name.

3 When the file name edit window appears, enter a new name and click OK.

— The selected file name on the videowall layout list is updated.



Using Layout Editor

Configure videowall layouts using Layout Editor.

"g Note

For details on how to run Layout Editor, refer to the following: B Configuring videowall layouts

About Layout Editor

Running Layout Editor displays the main page as shown below.

= Selecting a new videowall layout from the server and then running Layout Editor opens the Layout setting window. Refer to

the following for further details on configuring videowall layouts. B Layout settings

1 File Edit View Help
2 53/ ayout Mode b € Mapping Mode ®p 1 Finetunnig Mode  mp ] complete
o

5

[l Location

Center position X 571
Center position ¥ 315
Rotation 180
First X Positicn 1030
First ¥ Position 580
Second X Position 112
Second ¥ Position 580
Third X Position 112
Third ¥ Position 50

Fourth X Pesition 1030
Fourth Y Pesition
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This is the menu bar. Clicking a menu item displays sub-menu items.

This is the action bar. Four steps to configure a videowall layout are displayed.

This is the toolbar. Available tools for the step selected in the action bar are displayed.

View and configure properties of the element (section or device) selected in the edit section on the right.

Note

In Layout Editor, devices under a group are recognized as a single section.

This is the edit section where a videowall layout can be configured. Virtual screen for a device under the selected
device group is displayed.

Status information such as location and size about the element selected in the edit section is displayed.




Using the menu bar

Menu items that belong to the step selected in the action bar are only enabled.

Edit View Help

Print  Ctrl+P

Exit

= Print: Print a videowall layout after configuring print settings.

= Exit: Close the program.
If Complete mode has activated after videowall layout configuration, a prompt will
appear asking if you want to distribute the layout to the server before closing the
program. If Complete mode is not active, a prompt confirming that the program
closes will appear.

File

= Align: Specify the criterion to align devices in the edit section. Refer to the following
for further details. B Aligning devices

Edit
= Order: Specify the arrangement order of devices in the edit section. Refer to the

following for further details. > Arranging devices

= Position Infomation: Display or hide information about the location of the device
selected in the edit section.

= Grid Settings: Configure grid settings for the edit section. Tap the menu item and
then configure the following settings from the detailed settings window.
— Snap Object to Grid: Move a device using the ruler.
View

— Snap Object to Another Object: Move the selected device based on another
device.

— Show Grid: Display rulers in the edit section.

— Interval: Specify the ruler interval in millimeters. Available options include 10mm,
20mm, 50mm, 100mm, 200mm, 500mm and 1,000mm.

Help About Software: View the program version and license information.



Using the action bar

The action bar consists of four menu items which correspond to the four steps used to configure a videowall layout. Available
menu items in the menu bar and toolbar may vary depending on the menu item selected in the action bar.

Note

- Refer to the following for details on how to configure a videowall layout:  ®» Making a videowall layout

ut Mode ®» 4O Mapping Mode m Finetunnig Mode mp —H Com

Using the toolbar
Available tools for the step selected in the action bar are displayed. The undo/redo (./-) and zoom () tools are

available in all steps.

1 N O




Right-click in the edit section to display the quick edit menu items. The displayed quick edit menu items may vary depending on

the clicked location.

Bring up to the Front

Send down to the farthest Back
Bring to front for one step

Send to back for one step
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Making a videowall layout

Layout settings

Selecting a new videowall layout from the server and then running Layout Editor opens the Layout setting window. Configure
basic layout settings from the window, and then click Create.
= Avideowall layout is created in the edit section, and layout mode activates.

= Using a previously created videowall layout will start Layout Mode without displaying the Layout setting window.

Contents Name Enter a new videowall layout name.

Select a videowall layout. This option is available when the device group consists of
devices of the same model.

VideoWall Layout = Formal: Arrange devices in formal mode using a predefined matrix such as 2x2 and
3x4.

= Informal: Customize the arrangement of devices to suit your preferences.

Model The type of devices that will form a videowall layout is shown.

Number of Display Devices in

. T The number of horizontal devices in a videowall layout is shown.
the Horizontal Direction

Number of Display Devices in

. o The number of vertical devices in a videowall layout is shown.
the Vertical Direction
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Configuring a layout

Configure a videowall layout as desired using Layout Mode.

Note

Under formal videowall layout mode, a predefined layout is read-only and cannot be edited.

Aligning devices

1 Select a device from the edit section.

) Align devices using one of the following options:
Option 1 Click Edit > Align on the menu bar, and then select an alignment mode.
Option 2 Right-click on a device in the edit section and select Align. Next, specify the alignment mode.

Option 3 Click the desired alignment icon m) from the toolbar.

Arranging devices

1 Select a device from the edit section.

) Arrange devices using one of the following options:
Option 1  Click Edit > Order from the menu bar, and then select an arrangement order.
Option 2 Right-click on a device in the edit section and select Order. Next, specify the arrangement order.
Option 3 Click the desired arrangement order icon (m) from the toolbar.
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Configuring section properties

Note

In Layout Editor, devices under a device group are recognized as a single section.

1 Select a section from the edit section.

Note

To select a section, click on empty area other than the virtual device screen in the edit section and then click a device.

) When detailed section information appears in the Properties tab, change information about the section location (rotation
angle) as desired.

= X Position, Y Position: Horizontal and vertical locations of a section are shown.

Note
XandY values are read only and cannot be edited.

= Rotation: Specify the arrangement angle for a section. Drag the scroll bar left or
right to specify the angle.

Note

Alternative ways to specify the rotation angle are as follows:

Location

untila

« Select a section from the edit section, and then click and move the displayed
desired angle is reached.

« Select a section from the edit section, and then specify the rotation angle using the angle

setting tool ) on the toolbar.

« Select a section from the edit section, and then cIick on the toolbar to rotate the
section. The section will rotate by 90 degrees each time the icon is clicked.




Configuring device properties

1 Select a device from the edit section.

) When detailed information about the selected device appears in the Properties tab, configure information about the device

location as desired.

Display device information is read only and cannot be edited.

Model: A device model name is shown.

Horizontal Resolution: The horizontal resolution for a device is shown.
Vertical Resolution: The vertical resolution for a device is shown.
Width: The area of a device is shown.

— Panel Horizontal Size: Device width is shown. The bezel thickness is

Display Device excluded from the width.
— Bezel Top to Bottom Thickness: The bezel thickness on the left and right
edges of a device is shown.
= Height: Device height is shown.
— Panel Vertical Size: The bezel thickness is excluded from the height.
— Bezel Left to Right Thickness: The bezel thickness on the top and bottom of
a device is shown.
Configure information about a device location.
= Center position X: Specify the horizontal location for the center of a device.
Enter a location value. The device location will change.
= Center position Y: Specify the vertical location for the center of a device. Enter a
location value. The device location will change.
= Rotation: Specify the arrangement angle for a device. Drag the scroll bar left or
right to specify the angle.
Location (@) Note

Alternative ways to specify the rotation angle are as follows:

until a

Select a device from the edit section, and then click and move the displayed
desired angle is reached.

Select a device from the edit section, and then specify the rotation angle using the angle

setting tool ) on the toolbar.

- Select a device from the edit section, and then cIick on the toolbar to rotate the device.

The device will rotate by 90 degrees each time the icon is clicked.



= First X Position: Specify the horizontal location for the top left of a device.

= FirstY Position: Specify the vertical location for the top left of a device.

= Second X Position: Specify the horizontal location for the top right of a device.
» Second Y Position: Specify the vertical location for the top right of a device.

= Third X Position: Specify the horizontal location for the bottom right of a
device.

Location = Third Y Position: Specify the vertical location for the bottom right of a device.

= Fourth X Position: Specify the horizontal location for the bottom left of a
device.

= FourthY Position: Specify the vertical location for the bottom left of a device.

f»ﬂ Note

A device location can also be configured by dragging the device to a desired location in the
edit section.

After configuring the required settings in Layout Mode, click Mapping Mode.

An ID appears on the actual device screen as soon as Mapping Mode activates. Using the ID, control the virtual device in the edit
section in interaction with the actual device.

f»ﬁ Note

Device IDs are assigned according to the number of devices that form a device group. For example, if a device group has ten devices, different IDs
are displayed on each device in the range 01-10.

1 Select a device from the edit section.

) When detailed information about the selected device appears in the Properties tab, enter the ID found on the actual device.

— The ID will be displayed on the device screen in the edit section.

£) Note
+ Todisplay or hide the device ID on an actual device screen, click/E on the toolbar.

+ Toreset the ID assigned to a device in the edit section, clicku on the toolbar.
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Finely adjusting layouts

After configuring the required settings in Mapping Mode, click Finetuning Mode.

To finely adjust location settings for an actual device, use Finetuning Mode to edit the settings.

Note

« Finetuning Mode is only available after a device ID is set in Mapping Mode.
« Finetuning Mode is an optional step. You may skip this step if you want.

+ In Finetuning Mode, a videowall layout can be finely adjusted even when the layout is in formal mode.
1 Select an element (section or device) from the edit section.
7 When detailed information about the selected element appears in the Properties tab, edit the location value.

3 Click [ on the toolbar.
— Changes will be applied.

Note

+ Refer to the following for details on how to specify the location value for a section or device:  » Configuring a layout

A pattern appears on an actual device screen so that the layout can be precisely adjusted. To display or hide the pattern on an actual device

screen, click. / E on the toolbar.

+ To change the pattern on an actual device screen, click H

Distributing layouts to the server

1 After configuring a videowall layout, click Complete.

Note

Complete step is only available after a device ID is set in Mapping Mode.

) A prompt will appear asking if you want to distribute the videowall layout to the server. Click Yes.

- The configured videowall layout will be distributed to the server and applied to the corresponding device group.
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7 Users

User tab

Add or delete users in Magiclnfo Server. Change user roles or organizations.

From the Magiclnfo Server main page, select the User tab.

Note
A Magiclnfo Server administrator can assign a role for each user. Available Magicinfo Server functions depend on the user role. Refer to the

following for further details on user roles. B Changing a user role

In this user guide, the SaaS administrator page is used as an example to explain all functions.

@ MagicinFo O?;ﬂ E) 5.,% DE_E u mg, 3, W:.mu n-u &
I T

User Al

il u User ID User N Group N Role N
jser ID ser Name roup Name ole Name ’

P e | P Selecta user in the list

O admin admin Administrators Server Administrator
Unapproved

O ContentManagern1 ast default Content Manager

IEN - o o - o
[« L |1




Viewing users

Create groups in each organization to manage users by group. In each organization, a default group is created by default.
= All: Retrieve and manage all content files added by users.

= by Group: Retrieve and manage users by group.

Creating groups

1 To manage groups, click by Group.

) Select a group and right-click on the mouse.

All

by Group
L. B Agministrators

Renames
Mew Group
T it

Withdrawn Users

3 To move a group, drag the group from by Group to a desired location.

Note
+Aroot group can be moved to a sub-group. A sub-group cannot be moved to a root group.

+ Moving a group that has sub-groups will move all the sub-groups together maintaining the group hierarchy.



Searching users

=] s Jcusomseucn

General search

Enter a keyword and click Search. Search results of users are retrieved. Search for a user within the search results.

Custom search

Click Custom Search to find a user using various search criteria.

User Custom Search

User ID:I:l User Name : | | Organization : [Unselected | Group:| || seiectaroue |
Role :[ Unselected ~] Telephone - [ | E-mai-| |
Join Date I R | Maost Recent Login | I R

SaveSeamnI[ Search |[ Cancel |

(RS T CL My Search | Shared Search

Search Conditions Search Date Search Manager

=I-1-1-i-1-1-i2014-02-01 ~ 2014-03-01 /- 2014-03-01 =]l

=I-1-I-1-{-1-12014-02-01 ~ 2014-03-01 / - 2014-03-01 =i

= Configure the search criteria such as the user ID/name, organization, group, role, telephone number, e-mail address, sign-up

date, and most recent access date. Next, click Search to search for a user that satisfies the criteria.

= Click Save Search to save the specified search criteria. To share the criteria with other users, enable the mode to share

criteria.
= Recent Search History shows a list of recently used search criteria.
= My Search shows saved search information.

= Shared Search shows a list of shared search criteria.

7
Search management buttons
« L& :Repeata search with the selected search criteria.
| fill | : Delete the selected search criteria.

«  [M] :Save the selected search criteria.



Adding/deleting users

Adding users

1 Toadd a user, click Add from a list of users. The following window to add a user appears.

Default i e
+ UseriD [ | + Organizati |~ Select Organization — V]
- Must be 5-20 characters + Group ’—| [—]

R E—
I —

Team [ |
« Confirm New
Password [ [— [ \
- A password must be & to 50 characters long.

- For your pessword, you must use s combination of English lefiers
and numbers

+ Role [ v]

- For your password, you cannot use a three digit serisl number or
repest the same charscter three or mare times.

- —
Tokpnone —
e
Number

) Enter basic information and organization information of the user.

Precautions when adding users

A user ID can be 5 to 20 characters long.

The user ID is case-sensitive and can only contain English alphanumeric characters.

Make sure the password is a combination of alphanumeric and special characters.

A password that is only made up of either letters, numbers or special characters cannot be used.
Do not use three or more consecutive of the same alphanumeric characters.

The password can be 8 to 50 characters long.

Fields with * cannot be left blank.

Select the correct organization and group roles. Refer to the following for further details on types of roles.

Insert + in front of a telephone number to show the country code.

3 Click OK.

» Changing a user role




Adding LDAP server users

Registering an LDAP server to Magiclnfo Server allows the LDAP server users to access MagicInfo Server without the need to sign

up.

1 Toadd an LDAP server user, click Add from the user list. The following window to add a user appears.

- Must be 5-20 characters

« Organization — Select Organization — -

+ User Name

& Password
+ Confirm New
Password

- A psswond st be 310 50 charscters ong.
— For your password,

o [

+ Role [ -

- Forjour password, |
‘£3me characier free or more tmes.

= E-mail

Telephone

Mobile Phone
Number

) Click Search LDAP.

3 To search for a user's organization from the LDAP server, click Organization.

4 Select an organization.

Manager
People
Group




5 To search user IDs from the LDAP server, click Search.

6 Select an ID from the retrieved search results, and click OK.

7 Ifauser ID identical to the LDAP user ID is found in Magiclnfo Server, enter the LDAP user's nickname and password.

— Select Crganization — -

8 Toadd a user, click OK.

169




Viewing users awaiting approval

Approval from the administrator is required for users to log in after sign-up. The administrator can approve or reject users using
the Unapproved menu.

Click Unapproved. A list of users that are waiting for approval from the administrator after making a sign-up request appears.

= To approve a sign-up request, select a user waiting for approval and click Approve. Next, specify the user role and group and
click OK.

= To reject a sign-up request, select a user and click Reject. Next, enter the rejection reason and click OK.

= To send a list of users awaiting approval as an Excel or PDF file, click Export.

Note

+ Only one user can be approved at a time.

« Ifa user attempts to log in with a rejected ID, the reason for rejection appears. A sign-up failure warning message appears when the first attempt
is made to log in. On subsequent attempts to log in, a different message will appear that the ID does not exist.

Deleting users

1 Todelete a user, select a user from a list of users and click More > Delete. A window appears where a user can be deleted.

) Enter the reason for canceling the account and click OK. Information about a deleted user can be found in the list of users
with canceled accounts.



Viewing users with canceled accounts

To view users with canceled accounts, click Withdrawn Users. A list of users with canceled accounts appears. The list includes
users that have voluntarily canceled their account and those deleted by the administrator.

= To view detailed information of a user, select a user from the list.

= Userinformation is deleted automatically one week after their account is canceled. To manually delete user information from
the list, click Delete on the user information row.

User Withdrawn Users

UserID User Mame Date Withdrawn

Staff01 jenny.Doe 2014-03-01 11:14:47 UserID Staffd1
User Name  jenny Doe

E-mail fest@test.com

ogE oo




Managing user information

Viewing detailed user information / Editing information

1 Click a user from the user list to view detailed information of the user.

User ID

User Name
E-mail
Organization
Group Mame
Job Title
Device
Permissicns
Team
Pasition
Telephone
Maokile

Join Date

Meost Recent
Login

BT

nathancemaili@exa
mple.com
Administrators
Administrators
Device All Manager

about 8 days ago
{2014-01-02 0929}

about 8 days ago
[2014-01-02 08030}

=

) If Premium Device Permissions has been activated from the server settings, the Device Permissions item is displayed in the
detailed user information menu. To specify the LFD devices accessible by the device manager, click Change.

Note

For users with Server Administrator or Administrator privileges authorized to access any device, the Device Permissions item is not displayed
regardless of whether Premium Device Permissions is activated.



3 Click Edit from the detailed user information page.

| save || canca |

User ID device

sllser Mame  Mathan

«E-miil nathancemail@esxs
+Organization Administrators
Group Name  Administrators

«Job Title Device All Mans *

S [Comen
Permissions -
Team
Paosition
Telephone
Maobile
Fhone
Mumber

. about & days ago
Join Date (202 05 )
Mest Recent  ghout 8 days ago
Lagin (204-01-02 030)

Note

«  If Premium Device Permissions is activated, the Device Permissions item is displayed in the detailed user information menu.To cancel device
access privileges assigned to a user, click Cancel.

+  For users with Server Administrator or Administrator privileges authorized to access any device, the Device Permissions item is not displayed
regardless of whether Premium Device Permissions is activated.

4 Click Save to save changes.

Issuing a temporary password

The administrator can issue a temporary password to a user that has lost their password. Select a user from the user list. Next,
click Issuance from the detailed user information page. A temporary password will be sent to the user.

Note

- Ifthe Issuance button is selected from the window where a password can be re-issued, a temporary password is sent to a user. The button is
found in the user information page. To enable the button, select Setting > Server management > Server Settings > Enable Alarm Mailing.

« If the SMTP server settings are not configured, click Reset from the window where a password can be re-issued to reset the password. The
password will be identical to the user ID. In this case, a notification email is not sent to the user.

- After obtaining a temporary password, make sure to change the password after login. Otherwise, a warning message that the password should
be changed will appear each time you log in.



Changing a user group

Change a user group from the user list. It is not possible to change the group of an administrator.

= Select a user and click Change Group. A page appears where a group can be changed.

Changing a user organization

Change a user organization from the user list.

= (Click More > Change Organization > All. Organizations of all users on the list are changed.

= Select a user and click More > Change Organization > Selected Users. The organization of the selected user is changed. It is
not possible to change the organization of an administrator.

Changing a user role

Change a user role from the user list. The organization administrator role cannot be assigned to another user.

= Selecta user and click Change Role. A page appears where a role can be changed.

User role types

Administrator: Authorized to manage overall matters of their organization.
Content Manager: Authorized to access and manage the content-related menu items.
Content User: Authorized to access the content-related menu items.

Device Manager: Authorized to access and manage the device-related menu items.

Schedule Manager: Authorized to access and manage the schedule-related menu items.

Schedule User: Authorized to access the schedule-related menu items.

User Manager: Authorized to access and manage the user-related menu items.
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8 Statistics

Statistical summary

View a statistical summary of devices and content files.

From the Magiclnfo Server main page, select the Statistics > Summary.

Es [ - 2 admin —s’—n—
‘ MagiciNFO C?h;l Pllay;;sl E‘e Device g Statistics se%g T 2 ﬂn n| nu m"

Statistics Summary

Summary

Connection Status for all devices Panel status for connected devices

» Device

» Content

| connected
M bisconnected

[ Panel on Devices
M Panel Off Devices

Approval Status Registered content by type

| Approved Devices 12

M unapproved Devices

[ |
CFS DLK ETC FLASH FTP MAGE LFD LFT MOVE OFFICE PDF SOUND VWL

Connection Status for all View statistics for connected and disconnected devices saved on the server in pie chart
devices form.
Panel status for connected View statistics for the panel on/off status of devices connected to the server in pie chart
devices form.

To add a device to the server, approval from the administrator is required. View statistics for

T S approved and unapproved devices in pie chart form.

View statistics for content files saved on the server by type (CIFS, DLK, ETC, Flash, FTP,

Registered content by type photos, LFD, LFT, videos, documents, PDF, music, VWL)

Note

Place the cursor on each chart for detailed information of the specific area.



Statistics

Device statistics

View statistics for device errors, connection statuses, approved devices, and device schedules added to the server.

From the MagicInfo Server main page, select the Statistics > Device.

7
Note
« Place the cursor on each chart for detailed information of the specific area.

It is possible to retrieve statistical data for the desired period.

- Various types of charts are supported for convenience when viewing statistical data. Click Select Chart from a statistics page. Supported chart
types can vary depending on the item.

Export retrieved statistics as an Excel or PDF file by clicking Select Export.

Viewing statistics for errors

Click Device > Error Occurrence.

View by Period View the number of errors by period.

By Error Type View the number of errors by type. Select a search period.

By Period & Period View details of device errors such as the dates/types and the number of occurrences.
By Group View the number of errors occurred on devices that belong to a group.

By Group & Type View errors by type occurred on devices that belong to a group.




Viewing statistics for connection status

To view the connection status between the server and devices, select Device> Connection Status.

Device Statistics | Connection Status

Connection Status for each Device Group | [EEEME I e =T

Connection Status Statistics by Group

magicinfo defaut 2

St Char = |

magicinfo defaut

Connection Status Statistics
by Group

Current Device Connection
Status

Panel On/Off Status

Viewing statistics for

Display statistics for the connection status by device group.

The following details can be viewed: a device group name, the number of all devices under
a group, and the number of devices under a group that are connected and disconnected
from the server.

Display statistics for the current status of devices connected to the server.

The following details can be viewed: the number of devices saved on the server and the
number of connected/disconnected devices.

Display statistics for the panel on/off status of devices connected to the server.

connection records

To view device connection records, select Device > Connection History.

Select Device Please selec!

SelecthePeriod= | | 2014-02 - 23 ~ 2014-03 -01 [4

Connection History

MAC Address Device Name

Device Statistics | Connection History

Inquiry | Select Export~ |

Group Name Connected Disconnected Duration

No data




Statistics

Viewing statistics for approved devices

To view the number of devices or the time a device authorization request was made, select Device > Approved Device.

8 magicinFo @ Ii = - é ‘ adma
Content Playist Schedule Device Sefting videowal o o @o
Device Statistics | Approved Device
e ent Sta
* Device . ~ .
e ‘ | 2014-02 -23 2014-03 -01 [
Connection Status Date of Request
:::,e\,:n:::y Date of Request Devices Requested
Device Schedule: 2014-02-28 1
» Content 2014-03-01 2
[sesicnan+ |
3
M pevices Requested
o
View by Period Display statistics for device approval requests made during a specified period.
Current Status View the number of approved and unapproved devices on the server.




Statistics

Viewing statistics for device schedules

To view statistics for schedules distributed to devices, select Device > Device Schedule.

m =
Selfing premium B2 o (@1 B @Bo

a MagicINFO m’; @ E DE!“ é

Playlist Schedule

Device Statistics | Device Schedule

R By Device Group

e (o] |02 - 4.0 )

Error Qccurrence

Connection Status Statistics for Schedules Assigned to Each Device Group

Cannection History

Approved Device Device Group Name Assigned Schedules

Device Schedule default 1
» Content

M assigned schedules

defautt

By Device Group View the number of assigned schedules for each device group during a specified period.

Current Status View the number of schedules that are currently assigned for each group.




Statistics

Content statistics

View the types, playback frequencies, a detail statistics report of content files saved on the server.

From the MagicInfo Server main page, select the Statistics > Content.

7
Note
« Place the cursor on each chart for detailed information of the specific area.
« ltis possible to retrieve statistical data for the desired period.

«Various types of charts are supported for convenience when viewing statistical data. Click Select Chart from a statistics page. Supported chart
types can vary depending on the item.

+ Export retrieved statistics as an Excel or PDF file by clicking Select Export.

Content Type

Select Content > Content Type.

View statistics for content files saved on the server by type.

Py i

& magicnro N & kA wowat @1 @o @o

Playiist

Content Statistics | Registration Count St

‘Summary

View by Period

i ‘ [2014-02 - 23 ~ 2014-03 - 01 4 | jnquiy |

» Content

Conlent Type Registered Content Statistics by Period

Play Frequency

Content Registration Date: MOVIE SOUND IMAGE OFFICE °l Message VideoWall FTP
- Detail Statistics Report
20140228 1 1 20 [} 0 [ [] [] 0 ] 0 [ 1
30
W movie
| sounp
IMAGE
2 FTP
[ OFFICE
M crs
FLASH =
DLK
10 Mo
LFT
| PDF
Message
o ——

ez videowall

View by Period Display statistics for added content files by type for a specified period.

Content Type View the number of content files currently saved on the server by type.




Statistics

Play Frequency

Select Content > Play Frequency.

View statistics for playback frequency by content item.

Select Content View statistics for playback frequency of a content file.

Select device View statistics for playback frequency of a device.

Select the Period View statistics for playback frequency for a specified period.
Note

Statistics for content playback frequency can be viewed after a content file is played on a device for more than a day.

Detail Statistics Report

Select Content > Detail Statistics Report.

Import and then download a detailed report on content playback frequency to the computer.



Settings

Configure personal information of the user. Configure the settings to manage and use Magiclnfo Server.

From the MagicInfo Server main page, select the Setting tab.
Note

A MagicInfo Server administrator can assign a role for each user. Available Magicinfo Server functions depend on the user role. Refer to the
following for further details on user roles.  » Changing a user role

In this user guide, the SaaS administrator page is used as an example to explain all functions.

My page settings
Arrange frequently used content items on the main page for convenience.

1 Select Setup My Page > Setting.

@ @ E! - = [} ’ admin Signout |
MagicINFO - = - -
Gontent Playlist Schedule Device User Stafistics Sefling Frm ﬂ 2 0 1 o Bo
Satup My Page Save and go lo Home
Select Layout Select Content
Sign in Info Summary Select | | Content info Summary Select ”
Premium Schedule Info Summary Seleet | | Premium Info Summary Select ||
User Info Summary Seleot | | VideoWall Info Summary Select | ‘
VideoWall Schedule Info Summary Select |
Shorteut X Notice I
+ Playlist Management
» Lite Playlist Management » Thanks for Choosing Magiclnfo admin 2014030
» Unapproved Device Management » Toall Users admin 2014030
» Unapproved Videowsall Device Management » Magiclnio Server Versions admin 20140301
» Unapproved User Management
» Edit Home Screen




o Select a layout. It is possible to put content items in the divided frames on the main page.

Select the frequently used content items you want to arrange on the Magiclnfo Server main page.

Click Select for the desired content item. The selected content item is displayed in the preview section.

= Placing the mouse cursor over a content item shows a preview of the content item when added.

Refer to the following for further details on functions for each content item.  » Content files

Preview section

9 = Drag and drop an added content item to the desired location.

* Todelete an added content item from the preview section, click . .

) Toview the updated main page after saving the settings, click Save and go to Home.

To save changes to settings during a task, click Save.

My Page content

View notices on the server. Select a notice from a list of notices to display the notice details.

Posting/deleting a notice

1 Click[#]in the notice window on the MagicInfo Server main page to open the notices list page.

Content Playiist Device User Stalisties Seffing

@ MagicINFO

Notice

Title Writer
About Magicinfo Server admin

To All Users. admin

admin

OO0 o

Tips for the Users

admin Sign out

videowal o o @o

wiite || Delste |
Date Written Page View

0310172014 1
03/01/2014 0
03/01/2014 0




) To create a notice, click Write and enter text.
To delete a notice, select the notice and click Delete.

& vagicnro T E) = [ 2 & o comin [L_Smou
Gontent Piayiist Sehedule Device User Stafistics Setting premivm @ 0 o @o Bo @o
Edit New
Title [ Dimportant
Posting period ® Aways O Select
File Name [ INCS

Enter a notice title.

* Important: Select this option if the notice is important and needs to be
distinguished from other notices. The notice is highlighted in a different color
from other notices on the list. It is placed on top of the list regardless of the
sequence of creation.

Title

Specify the posting period.
Posting period = Always: Display the notice continuously on the main page.

= Select: Specify the period to post a notice.

File Name To attach a file to a notice, click | S .

View the user ID, name, and last access date.



User Info Summary

New User Request

Device Info Summary

Unapproved

Fault

View the number or registered/canceled users and the number of new users that requested to
sign up.
Approval from the administrator is required for users to log in after sign-up. The administrator
can approve or reject users.
Click Approve/Reject to open the window where a user can be approved.

= Confirm user information. Next, select a role and group, then click Approve.

= To reject a sign-up request from a user, click Reject.

Refer to the following for further details. > Adding users

View a summary of information on added devices.

Display a list of devices not approved.

To approve a device, click Approve from the list. Enter the device information and click OK to
approve the device.

View devices with errors.

Click View Details on the device list to view the error type and the resolution status.

View the number of added, deleted, or edited content items.



Premium Schedule Info Summary

View the number of schedules that are currently running or assigned for today, all schedules, or schedules not assigned to a

device.
Running Schedule View the number of schedules currently running on the added devices.
Scheduled for Today View the number of schedules assigned for today.
All Schedules View the number of schedules assigned to the server.
Unassigned Schedules View the number of schedules not assigned to a device.
Shortcuts

Access frequently used menus. Click an item to open the corresponding menu page.

VideoWall info summary

View information on VideoWall schedules.



Settings

Managing user information

View or edit user information.

Viewing user information

To view or edit user information entered during sign-up, click Manage User Info > View User Info.

= To edit user information, click Edit.

View User Info

UserID - admin

“User Name : admin

Organization - Administrators

Team: [ |

Position : [ ]

Telephone - [ ]

Mobile Phone | |
Number

*E-mail - [magici Division com

Note

Insert the + symbol in front of a telephone number to show the country code.



Password management

Click Manage User Info > Manage Password. A page appears where a password can be changed.

Manage Password

Old Password : [ |

New Password : [ |

Confirm New Password \ \

Your new password and existing password must be different.

A password must be 8 to 50 characters long.

For your password, you must use a combination of English letters and numbers.

For your password, you cannot use a three digit serial number or repeat the same character three or more fimes.

Eal ol s

£) Note
« Make sure the new password is different from the existing password.
«Make sure the password is a combination of alphanumeric and special characters.
A password that is only made up of either letters, numbers or special characters cannot be used.
Do not use three or more consecutive of the same alphanumeric characters.

+ The password can be 8 to 50 characters long.

Canceling a user account

Click Manage User Info > Withdraw Membership. A page appears where a user account can be canceled.

To proceed with canceling a user account, read the precautions thoroughly and click the checkbox. Next, click Withdraw.

Withdraw Membership

1. Even though you withdraw your membership, the content you created will not be deleted.
2. Your profile will be deleted after you withdraw your membership.

3 Ifyou are an administrator, you must delegate your administrator roles to another user before withdrawing your membership.

[¥ The above has been confirmed.

Note

To cancel an administrator account, administrator privileges must first be transferred to another user account. Refer to the following for further
details on transferring privileges. B> Transferring privileges




Transferring privileges

An organization administrator can transfer their organization administrator privilege to another user.

1 Click Manage User Info > Transfer Administrator Privileges. A page appears where privileges can be transferred.

Transfer Administrator Privileges

Administrator ID of the New Organization [staff02 | | checkif the I is available |

Select My New Role [ Content Manager vl

Transfer Administrator Privileges

) Enter the user ID to transfer privileges to. Click Check if the ID is available to confirm that the ID is valid to be assigned
privileges.

3 To assign a new role to your account after transferring privileges, select a role from Select My New Role.

4 After configuring the required settings, click Transfer Administrator Privileges. When a window appears indicating that
privileges have been transferred, click OK.

V4
Note
+ Administrator privileges can only be transferred to a user in the same organization as the administrator.

«  Saa$S administrator privileges cannot be transferred.



Managing the server

Manage the server settings, system information and service history. To manage general settings for the server, click Server

management.

Server settings

Configure the device status and SMTP server settings. Display or hide the Magiclnfo Lite or VideoWall menus.

To view and edit the server settings, select Server Settings.

Server Settings

General

Device Refresh Interval

Qo |0 s

Device Update Frequency

€fie0 | O 1n

Magicinfo-i Lite Menu On

[# Enable

Magiclnfo-i VideoWall Menu On

[ Enable

Sign Up

[# Enable

Premium Device Permissions

[J Enable

Backup Play

[ Enable

SMTP Server

Enable Alarm Mailing

[ 2end a mail to the administrator when an alarm occurs.

Server Address

Authentication

Enable

Signin 1D

Password

Port

SSL

Enable

E-mail Alarm for Disconnected Device

Use

General

Device Refresh Interval

Device Update
Frequency

MagicInfo Lite Menu On

Magiclnfo VideoWall
Menu On

Sign-up

Enable

Set the time interval to import device settings. in seconds in the range 1-999.

Set the cycle to update device information in minutes in the range 1-999.

To display the Magiclnfo Lite menus under the Playlist, Schedule, and Device tabs, click the
Enable checkbox.

To display the Magiclnfo VideoWall menus under the Schedule, Device, and Statistics tabs, click
the Enable checkbox.

To enable Sign up in the login page, click the Enable checkbox.



Settings

Premium Device . . . .
To authorize the device manager to manage specific devices, select the Enable checkbox.

Permissions
To activate the redundant playback function, select the Enable checkbox.
What is Backup Play?
Backup Play
If a device playing important content is disconnected from the network or the device's input source
changes, the device with Backup Play configured will detect the change and continue to play content from
the backup. Refer to the following for further details on Backup Play settings. > Using Backup Play
Note

+  Users with Server Administrator or Administrator privileges are authorized to manage any device connected to the server. They do not need to
be assigned management privileges separately.

« After activating Premium Device Permissions, make sure to configure privilege settings so that the device manager can manage specific devices.
For details on device management privilege settings, refer to the following:  » Viewing detailed user information / Editing information

SMTP Server

Is Event Mailing Enabled  Click the checkbox to send e-mail notification in the occurrence of a device alarm.

Server Address Enter the SMTP server address to use to send e-mail.
Authentication Click the checkbox if authentication is required when connecting to the SMTP server.
Login ID Enter the user account required to connect to the SMTP server.
Password Enter the password required to connect to the SMTP server.
Port Enter the SMTP server port number.
SSL Enable or disable SSL.
Note

SMTP refers to a protocol used to send e-mail. Similar to http which is the main protocol for WWW, SMTP is a protocol used to send e-mail. Protocols
used to receive e-mail include POP and POP3.



E-mail Alarm for Disconnected Device

To send an email notification to a user when a device is disconnected from the server, select the

R Enable checkbox.

Alarm Interval Specify the interval to send an email alarm for a disconnected device.

Run Time Set the time to run the email alarm transmission function.

Note

To receive an email notification of a disconnected device, select the Enable Alarm Mailing checkbox from SMTP Server.

LDAP Server
Server Address Enter the LDAP server address.
Root DN Enter the root account required to access the LDAP server.
Manager DN Enter the administrator account required to access the LDAP server.

Manager Password Enter the administrator password required to access the LDAP server.

Viewing system information

View the MagicInfo Server system information.

To view the system information, select View System Info.

View System Info

System

'WAS Info Apache Tomcat/6.0.36 0OS Name Windows 7
0S8 Image Version 6.1 08 Architecture x86
JVM Version 1.7.0_51b13 JVM Vendor ‘Oracle Corporation
5 (C:\) 31GB Free of 97GB
Sioe st (D) 51GE Free of 51G8
05 Info
Physical Memory 2047.30 MB Available Memory 1062.06 MB

Total Page File Size
Memory Load

Process Kemel Time

JVM Info

Free Memory Size

Max Free Memory

4094 60 MB
48
1368753

122.38 MB
49493 MB

Free Page File Size

Process User Time

Total Free Memory

231863 MB

2495858

49493 MB




System Information

WAS Info

OS Name

OS Image Version
OS Architecture
JVM Version

JVM Vendor

Maximum Available Storage
Size

0OS Info

Physical Memory
Available Memory
Total Page File Size
Free Page File Size
Memory Load
Process Kernel Time

Process User Time

JVM Info

Free Memory Size
Total Free Memory

Max Free Memory

fvﬁ Note

View the Web Application Server (WAS) information.
View the installed OS name.

View the OS version

View the OS architecture.

View the Java Virtual Machine (JVM) version.

View the Java Virtual Machine (JVM) provider.

View the capacity of the hard disk drive on the computer where the server is installed.

View the total memory capacity.

View the amount of remaining memory available.
View the file size of all pages.

View the file size of remaining pages.

View the memory load.

View the process kernel time.

View the process user time.

View the amount of remaining memory available on JVM.
View the total memory capacity available on JVM.

View the maximum memory capacity available on JVM.

« JVMis an abbreviation for Java Virtual Machine.

« WAS, abbreviation for Web Application Server, refers to a middleware (software engine) that runs applications online via HTTP on a computer or

device.



Settings

Viewing service logs

View the communication history between the server and devices.
1 Click Service History, and select the desired item.
View Detailed Service History

B

06245900-5e17-4620-aa0a-

] Select a value under Status to view a service log in more detail.

Exporting service logs

To save a list of service logs to a PC, click Export and select a file format.

194




Managing external servers

DataLink server management

Add a DataLink server to MagicInfo Server to use additional functions.

To manage a DataLink server, click Datalink server management.

Datalink server management

Connection

O datailnkserver 217141366 8080 10021 30 false false Link

= To add a DataLink server to Magiclnfo Server, click Add.

Datalink server

Se :
I'\Iarr:zr | | [ Sl J

P | |

Web Port | |

FTP Port | |

Period
(sec) | |

551 [1Enable

= To edit DataLink server information, select the desired DataLink server checkbox and click Edit. Edit the information using
the same method as adding a server.

= To delete DatalLink server information, select the desired DataLink server checkbox and click Delete.



Managing the download server

Each main server has one download server by default. It is possible to add a download server in order to reduce load on the main
server.

1 Tomanage the download server, click FTP Server Manager.

FTP Server Manager

| st || soe || Restt || ocete |

| { Server Name Web Port

O MainServer 10.10.10.231 7001 i M Start =

) Tostart a download server, select a desired download server checkbox from the list and then click Start. Clicking Stop stops
the download server. Clicking Restart restarts the download server.

3 Toremove a download server from Magiclnfo Server, select a desired server checkbox from the list and then click Delete.

Note

A command that has been selected to control the download server may not immediately be applied to MagicInfo Server.

Managing a Magiclnfo Player S2 remote server

Remotely control MagicInfo Player S2 by registering a remote server on the server. To register a Magiclnfo Player S2 remote server,
click S2PLAYER Remote server management.



Settings

Managing SLM licenses

View information about licenses activated for MagicInfo Server and manage licenses.

Activating Additional Licenses

Register an additional license after extending a license expiration date or purchasing a new device, if required.

Note

- To extend the expiration date of a registered license, contact the dealer the product was purchased from or your local marketing representative
to extend the license expiration date.

- Additional activation is not possible for trial licenses.

- Forfurther details on how to register licenses for the first time, refer to the following:  » Activating a product license

1 Click Setting > License Info.
2 Select a desired license checkbox from the list, and then click Additional Activation.

3 Select an Internet connection status, and then click Next.

Internet Connedtion . @ Connected 71 Disconnected
Lizense Key ¢ [o10110 | {pwkHHM LlscBinD L[JUEN
Note

« If not connected to the Internet, select Disconnected and then return the license according to the on-screen instructions.

« Toregister alicense offline, access the license server (https://v3.samsunggsbn.com) and obtain an activation key.

4 Click OK.

— To apply changes, log out and then log in again.



Settings

Returning SLM licenses

A license activated on a PC cannot be used from another PC. A license can be returned if the activated program has been moved
to another PC or the license is no longer used.

Note

Itis not possible to return a trial license key.

@ Caution

After a license is returned, information about devices connected to the server will be removed and the program will no longer be available for use.
To use the program again, repeat the first time license activation process.

1 Click Setting > License Info.
Select a desired license checkbox from the list, and then click Return License.

Click OK in the displayed window to confirm returning of the license.

E N U6 B S )

Select an Internet connection status, and then click Next.

Internet Connection ;@ Connected " Disconnected

You cannot use this program after returning the license. If you want to use this program again,
you have to get a License Key again.

| New | canca |

4
Note
« If not connected to the Internet, select Disconnected and then return the license according to the on-screen instructions.

« Toreturn alicense offline, access the license server (http://v3.samsunggsbn.com) and enter the license key.

5 Click OK.



Checking the history of issued licenses

To check the history of issued licenses managed on the server, click Setting > License Info > License History.

License History

s 2013-11-

01 010110-HWKHHM-4CEIND-JUEN NewActivationRequest success o1
. . . 2013-11-

01 010110-HWKHHM-4CBHIN-JUEN licensekey verify fail! code : 1018 01
04 DEVICE Trial license key is expried!! delete device : 1 20103;1 =
A 2013-11-

01 0101 10-HWKHHM-4CBIND-JUEN requestDeActivationProcess success 01
- . 2013-11-

01 0101 10-HWKHHM-4CBIND-JUEN ChangeActivationRequestFromString success 01
2013-11-

01 010110-HWKHHM-4CBIND-JUEN NewActivationRequest success o1

oo ] e

Managing tags

Add tags to the MagicInfo Server. These tags can be assigned to devices or content files in a DLK element or playlist.

A content file with a tag plays only on a device that has the same tag.

Adding a tag

1 Toadd a tag to MagicInfo Server, click Tag Management > Add.

Tag Management X
Tag Name MNewsyork
Tag Value us
Save } [ Cancel

) Enter the tag name and value. Next, click Save.



I

Deleting a tag

1 Todelete a tag, click Tag Management.

) Select atag and click Delete.

Editing a tag

1 Toeditatag, click Tag Management.

) Select a tag and click Edit. The Tag Management window appears.

3 Enter a new tag name and value. Next, click Save.



Settings

Diagnostic management

Examine the status of the server, VideoWall and MagicInfo Player I.

Examining the server

To examine the server status, click Diagnostic Management > Diagnosis and select Server.

= The server examination process will start.

Examining a device

1 To examine the status of VideoWall and MagicInfo Player |, click Diagnostic Management > Diagnosis, and then select a
device.

r— =
W MagicInfo-i Job Uploader

Set Repeat Set Device Finished

Job Name : ’W
by

o

) Enteratask name, and click Next.

‘W MagicInfo-i Job Uploader ﬁ

Set Job Set Repeat Finizhed

Job Unit - @ Individual Device () Device Group Unit
Organization : |Samsung ~ Delete Selected

L Testol




Settings

3 Enter a task unit, and select a device or a device group. Click Next.

— The device examination process will start.

Reporting examination results

After examination is complete, report the examination results to the administrator.
1 Toreport examination results, click the desired examination result item checkbox from the list. Click Start Upload.

Uploading :  C:'WProgramDataWMagicInfokSC-PCYadminWMIDiagUpl. . . Wilelist. Ist

FPlease enter reporter's information

i Company :

7 Enter the information of the report submitter, and click Upload.

Deleting examination results

To delete examination results, click the desired examination result item checkbox. Click Delete.

Note

Examination results are deleted without a warning message and cannot be restored.



SaaS administrator

The Saa$S administrator is the general administrator of MagicInfo Server. The SaaS administrator can access all the data and

functions provided in the Magiclnfo Server program.

Privileges Saa$S administrator
Organization management (0]
Group management 0
Approval (0]

Authorized to edit organizations,

User management
groups and roles of all users

Remote control Authorized to control all devices

All information provided in the
program

Information access

Organization administrator
X
0
X

Authorized to edit groups and roles of
users under an organization where an
administrator has privileges.

Authorized to control devices under on
organization where an administrator
has privileges.

Information of an organization where
an administrator has privileges



SaaS administrator

Organization management

Add, delete or edit organizations in Magiclnfo Server.

From the MagicInfo main page, select the User tab.

Creating an organization

Organizations are the largest units to categorize users. The general administrator can create organizations in Magiclnfo Server.

Note

A new organization requires an organization administrator.

1 To create an organization, click User > Add Organization. The organization name input field appears.

=I

by Group
Add Organization

"

Unapproved

‘Withdrawn Users

) Enter an organization name and click E

3 Enter information about the administrator in charge of the organization.

Default Information ‘Organization Information

» User ID |:| + Organization [ NewDivision v|

+ User Name I:I + Group ’W‘ [m
» Passuord [ ] «Roe | Adminisirator v/
A — | |
+ e — | |

Telephone ]
Mobile Phone
Number ]

o o )




Basic Information

User ID

User Name

Password

Confirm New Password
E-mail

Telephone

Mobile Phone Number

Organization Information

Organization

Group
Role
Team

Position

Enter the organization administrator account ID. An organization administrator ID

can be 5 - 20 characters long.

Enter the organization administrator name.

Enter the password for the organization administrator account.

Enter the password for the organization administrator account again.
Enter the e-mail address of the organization administrator.

Enter the telephone number of the organization administrator.

Enter the cell phone number of the organization administrator.

Create an organization account using the organization information created
previously.

Create an organization administrator account under the default group.
Create an organization administrator account with the Administrator role.
Enter the department of the organization administrator.

Enter the position of the organization administrator.

Enter the organization and basic information of the user. Next, click OK.

@ Note

A new organization requires an organization administrator.

Fields with * cannot be left blank.



SaaS administrator

Deleting an organization

The SaaS administrator can delete organizations in Magiclnfo Server.
1 Todelete an organization, click User > by Group.

) Select an organization and right-click on the mouse.

Al
by Group
L B Administrators
I~ B Division
[ B NewDivision
Rename
Mew Group

Delete
Uszars

3 Click Delete. A warning prompt appears. Click OK.

Note

« Ensure at least one organization exists in Magiclnfo Server.

« Deleting an organization deletes all information on the organization.



SaaS administrator

Renaming an organization

The Saa$S administrator can change the name of an organization.
1 Torename an organization, click User > by Group.

) Select an organization and right-click on the mouse.

All

by Group
E B\ Administrators

E Division

[} MewDivision]
Add Organization
Unapproved
Withdrawn Users

3 Click Rename and enter an organization name.



SaaS administrator

Group management

The SaaS administrator and organization administrators on Magiclnfo Server can manage groups under the desired organization.

From the MagicInfo Server main page, select the User tab.

Creating groups

1 To create a new group within an organization, click by Group.

) Select a group and right-click on the mouse.

3 Click New Group and enter a group name.

Note

A user group cannot be created under the Administrators folder.



SaaS administrator

Moving a group

1 Tomanage groups, click by Group.

) Drag agroup to a desired location.

Deleting a group

1 Todelete a group under an organization, click by Group.

) Select a group and right-click on the mouse.

All

by Group
L B Administrators
I B Division

Uszars

3 Click Delete.

Note

Deleting a group deletes content files saved in the group. Make sure to back up important data before deleting a group.
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Renaming a group

1 Torename a group under an organization, click by Group.

) Select a group and right-click on the mouse.

All

by Group
L B Administrators
d»gmisim

4- B NewDivision
L

Renames
Mew Group
Delete

Users

3 Click Rename and enter a group name.
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User management

The SaaS administrator can assign an organization to a new user when adding the new user.

From the MagicInfo Server main page, select the User tab.

Adding users

1 Toaddanew usertoan organization, click All.

& magicnro - 2 -, = “ s 9

User Al

by Group
| n UserID User Name Group Name Role Name

/Add Organization

a ‘admin admin Administrators ‘Server Administrator
Unapproved

m] ContentManager01 ast default Content Manager

(I - - - o
OO0 E OO

) Click Add to open the Add User window.

Default Information Organization Information
+ User ID +0 [~ Select Organization — M
- Must be 5-20 characters

+ Group -H—hq—l
cusertame [ ]

+ Role [ v]
e I E—

Team [ |

e e

Password Position ‘ ‘
- A passwerd must be & to 50 charasters long.

- For your pessword, you must use & combination of English letiers

and numbers

- For your pessword, you cannot use a three digit serial number or

repest the same charscter three or mare times.

- —
Tokpnone —
e
Number

&%
videowall @o @o @o

Information

‘Select a user in the list.




Basic Information

User ID Enter the user ID. A user ID can be 5 - 20 characters long.
User Name Enter the user name.

Password Enter the user account password.

Confirm New Password Enter the user account password again.

E-mail Enter the e-mail address of the user.

Telephone Enter the telephone number of the user.

Mobile Phone Number Enter the cell phone number of the user.

Organization Information

Organization Select an organization to assign from the dropdown menu.

Click Select Group to select a group under the selected organization. A group

Group selection window appears.

Role Assign a role to a user by selecting a role from the dropdown menu.
Team Enter the department of the user.

Position Enter the position of the user.

3 Enter the organization and basic information of the user to add. Next, click OK.

"g Note

When adding a user using organization administrator privileges, Organization cannot be changed.



Moving a user to a different organization

The SaaS administrator can move a user to a different organization.

1 Tomove a user to a different organization, click All.

& 5 = o i
w MagicINFO = .. s‘g Q
Content Playlist Schedule Device ics Setfing VideoWall ng E“ ﬂn
ser User All
| tmas ok ] _Chesos ] Hor |
n User ID User Name Group Name Role Name i
add Organizat p Select a user in the list.
] admin admin Administrators ‘Server Administrator
Unapproved
ey O Contentiianager01 ast default Content Manager
T - o -
[« oo

) Click the desired user checkbox and click More > Change Organization > Seleted Users.
Selecting a group and then clicking More > Change Organization > All Users will move all users under the group to another

group.

User All

| fiid | - Chznvc ke J s Crout o | e Mot |

[ | User ID | “ Delete - SNTIEz:: Users Group Name Role Name Select a user in the list.
(| admin Server Administrator

1 admin03 Samsung kim default Administrator

O ContentManager01 ast default Conient Manager

O hacker Nathan default Administrator
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3 Select a new organization from the user organization modification window and click OK.

4 To move content files along with a user to the selected organization, click Copy.

Note

Changes to an organization are complete upon approval from the SaaS administrator. Refer to the following for further details.  » Viewing users
awaiting approval



User role management

The SaaS administrator and organization administrators can add or assign user roles.

From the MagicInfo Server main page, select the User tab.

Adding a user role

An organization administrator is only authorized to assign roles to users under the organization where the administrator has

privileges.

The SaaS administrator can set privileges of a new user to all or group.

Default roles and privileges cannot be edited.

1 Toaddanew user role, click Role.

3

H?
&
H
z

Oo0oo0o0o0o0oo0aooog]

Role Name

Administrator

Content All Manager
Content Manager

Content Schedule All Manager

Content Schedule Manager

Content User

Device All Manager

Device Manager

Schedule All Manager

Schedule Manager

User Count

Sl o EEl o =N o EEd - B

Role Scope

Group
All

Group
All
Group
Group
All
Group
All
Group

Click Add from the list of roles.

‘Add Role
o
Job Title [ ‘ lc“m
Role Scope @ A O Group
SelectRole [ Cusiom Role v
All Read Creaie
Content
Log
Playlist
Log
All Read Creaie
Content Schedule
Log
Message
VideoWall Content Schedule
VideoWall Content Schedule
Log
VidanWall Meceana Schadila
Save Cancel

Manage

Enter information of the new role and click Save.
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Editing a user role

1 Toedita userrole, click Role.

Role

u Role Name User Count Role Scope
O Administrator 2 Group
O Content All Manager o All
O Content Manager 1 Group
O Content Schedule All Manager ] All
O Content Schedule Manager 0 Group
(| Content User 0 Group
O Device All Manager ] All
() Device Manager 0 Group
(| Schedule All Manager 0 All
0 Schedule Manager 0 Group

) Click the desired role checkbox from the list of roles and click Edit.

Maintenance Manager
Al Read Create Manage
Content .
Log
Playlist
Log
Al Read Create Manage
Content Schedule
Log
Message
Content Schedule
Log v
Note

A user role can also be edited by clicking Edit from the role details window after selecting a role.

3 Edit the user role and click Save to update the user role.



Deleting a user role

1 Todelete a user role, click Role.

Role

H
&

u Role Name User Count Role Scope
O Administrator 2 Group
() Content All Manager 0 All
O Content Manager 1 Group
O Content Schedule All Manager 0 All
O Content Schedule Manager 0 Group
(| Content User 0 Group
O Device All Manager 0 All
() Device Manager 0 Group
(| Schedule All Manager 0 All
O Schedule Manager 0 Group

) Select the desired role checkbox and click Delete.

‘ Delete Role 53‘
Are you sure you want to delete the selected role(s)?

Exporting a list of roles

1 Tosaveallist of user roles as a file, click Role.

Role

H
&

u Role Name User Count Role Scope
O Administrator ; 2 ) Group
O Content All Manager o0 All
(m} Content Manager 1 Group
O Content Schedule All Manager 0 Al
(| Content Schedule Manager 0 Group
O Content User 0 Group
O Device All Manager 0 All
() Device Manager 0 Group
O Schedule All Manager 0 All
O Schedule Manager 0 Group

) Click Export from the list of roles. Next, select PDF or Excel for the file format.



Device management

Checking device status

The Saa$S administrator can check the status of all devices currently connected to the server.

’F‘ramium E'I EI EI N 0 U

View the number of devices connected to the server.

View the number of disconnected devices that are saved on the server.

View the number of connected devices that are not approved.

BEB

View the number of connected devices with errors.

E [

View the number of connected devices with alarms.

Note

The client names of devices connected to Magiclnfo Server are displayed in Premium/VideoWall format.

Approving devices

The SaaS administrator can approve a new device connected to Magiclnfo Server. Refer to the following for further
details. » Approval



Guide for content playback

Learn how to send content files to Magiclnfo Player from MagicInfo Server and play them on devices.

Note

A Magiclnfo Server administrator can assign a role for each user. Available Magiclnfo Server functions depend on the user role. Refer to the
following for further details on user roles.  » Changing a user role

In this user guide, the SaaS administrator page is used as an example to explain all functions.

Adding media content files

After connecting to the server and logging in, add content files to play on devices first.

From the Magiclnfo Serve main page, select the Content tab.

Adding local content files

Add content files saved on your computer.

1 Click All > Content > Add > Local. The file uploader window appears.

Content All

Datalink Template
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) Click Add Content. Next, select a file to upload and click Open. The selected file is added to the upload list.

8 loade @[ =
=
conmivi "
tart Upload Transmission Method : [FTPv| [set 2roxy |
Add Content lete Selecte lete All l Eakaliic)

Content Mame MNumber of F.. Group Content Size Transfer Status

Upload content files on the upload list to the server.

Specify the file transfer mode (HTTP or FTP).

Configure the proxy settings if HTTP is selected as file transfer mode.

Add a content file on the computer to the upload list.

Delete the selected content file from the upload list.

Delete all content files from the upload list.

® 6 © © ©

3 Double-click a content file on the upload list to configure basic information of the file.

4 Click Start Upload. The content file has been added.
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Entering basic content file information

Double-click a content file on the list displayed on the file uploader window to enter basic file information.

Entered information can be edited after uploading the content file. Refer to the following for further details. » Editing a
content file

e

Content Mame:  chrysanthemum

Content File: chrysanthemurn jpg

Group: default

Meta Data:

Content Name Enter a content file name.

Content File Click @l to select a different content file.

Click @l to select a group for the selected content file.

Grou
P Content files are added to the default group if no group is assigned.

Meta Data Enter meta information for a content file.
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Adding multiple content files

Add a content file comprising multiple files and sub-folders using the following steps.
1 Add a main file (document or Flash) to the upload list.

) Double-click the main file added to the upload list.

3 Add sub-files and sub-folders. Next, click Save. Multiple content files have been added.

Content Upl_
==,
—

Content Name:  LFD_Market_Report

Content File: LFD_Market Report.docx

Group: default

Meta Data:

[ Add File | [ Add Folder | | New Folder | [Delete Selected | Delete Al

File Mame File Size Type

NS
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Adding content files from a remote location

Add content files saved on a computer in a remote location. When a content file is added from a remote location, Magicinfo
Server communicates with the source computer regularly to update the added content file.

Adding content files in FTP mode

1 Click All > Content > Add > Remote > FTP. The following window appears where a content file can be added.

Content Al

Lﬂ[‘.ﬂ| " nntent klami

) Specify the FTP server to import a content file from.

Content Name : |TestPic.png |
FTP Server IP Address - [10.10.10.255 |
[ Host Name Type

FTP Port : (Default : 21)

Sign in 1D - |admin |

Password : I---a-------- I

Remote Directory  |/shared/foler_admin| x|

{Example : /Shared/Folder_Name/ or/ )

Polling Interval : Min




Content Name

FTP Server IP Address

FTP Port

Login ID
Password
Remote Directory

Polling Interval

Enter the FTP content file name.

Enter the IP address of the FTP server to import a content file from.

To use host name input mode, select the Host Name Type checkbox and enter the
host name of the FTP server.

Enter the port address of the FTP server to import a content file from.
Enter the ID used to connect to the FTP server.

Enter the password used to connect to the FTP server.

Enter the location of the FTP folder where the content file is located.

Set the interval to download data from the remote directory.

3 After configuring the required settings, click Apply. The content file has been added.

1 Click All > Content > Add > Remote > CIFS. The following window appears where a content file can be added.

Content All

Content | EESETEI AL EE
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) Specify the CIFS server to import a content file from.

Content Name : |testCIF png |
CIFS Server IP Address  : [10.10.10.254 |
] Host Name Type
Sign in ID - |admin | (Cptional)
Password . ||o TITTTTIT T |{Cpima]}
Remote Directory : |/shared/Folder_admin |
(Example : /Shared/Folder_MName/ or [ )
Polling Interval : Min
[ 1
| Apply l Cancel |

Content Name

Enter the CIFS content file name.

CIFS Server IP Address

Enter the IP address of the CIFS server to import a content file from.

To use host name input mode, select the Host Name Type checkbox and enter the
host name of the CIFS server.

Login ID

Enter the ID used to connect to the CIFS server.

Password

Enter the password used to connect to the CIFS server.

Remote Directory

Enter the location of the CIFS folder where the content file is located.

Polling Interval

Set the interval to download data from the remote directory.

3 After configuring the required settings, click Apply. The content file has been added.

CIFS

Common Internet File System (CIFS) is a standard protocol that requests a file or service on a computer from a remote location over the internet. In
the client-server model, the client initiates a file access or program message transfer request to the server of another computer. The server sends a
response to the client for the request.



Adding devices

Add devices, to which content files will be distributed, to MagicInfo Server.

From the MagicInfo Server main page, select the Device tab.

Note

The SaaS administrator is only authorized to approve new devices. Refer to the following for further details. P> SaaS administrator

1 Toadd a device to Magiclnfo Server, click Unapproved. A list of devices connected to the server that are waiting for approval
will appear.

) Ifthe desired device is not found on the list, click Search Device. It is possible to search for the device by entering the device
IP address range.

Note

The maximum IP search range is 50.

3 Select the device checkbox to approve and click Approve to open the Approve Device window.
To authorize multiple devices of the same model, select devices and click Approve.
To enter representative names of the devices, save the device names in the "representative name_(sequence number)"

format.
Approve Device X
Device Name :  |Device_1 x|
Device Group : | ||:|
Location D |
Expired : |°° |m
[ OK '|[ Cancel |
Device Name Enter a device name.
Device Group Click E] to select an organization and group to assign to a device.
Location Enter the location where a device is installed.
Expired Specify the device expiration date.

4 Enter device information and click OK.



Adding a schedule

Create a schedule to add to devices saved in Magiclnfo Server.

From the MagicInfo Server main page, select the Schedule tab.

Creating Magicinfo schedules

1 Select a group from All or by Group. Next, click New.

) Configure the basic settings for a schedule. Click View More to view additional settings.

Content Schedule New m
2. Schedule
+Schedule Name | ‘
+Schedule Group | ‘ Q.
Supported Device Group ea
Select Device Group Q.

[ Use Multi VWi

¥ View More

Schedule Name Specify the schedule name. A single schedule name cannot be used more than once.

Schedule Group Click | G4 to select a group for the schedule.
Device Type Specify the type of device to distribute the schedule to.

Select a device to distribute the schedule to. Devices can be selected by group.

Select device .. .
Individual devices cannot be selected.



Content Synchronization

Deploy with Reservation

Background Music

Description

Enable or disable the mode to sync content files. Content file synchronization is a
function that syncs playback times when a content file is played on multiple devices
that share the same schedule. This function is only available on devices on the same
network.

= Deploy Now: Distribute a schedule immediately after the schedule is added to
the server. Distribution time cannot be set if this mode is enabled.

» Time to Deploy: Distribute a schedule at a specified time. All requests for
schedule changes are saved up until the specified distribution time. These
changes are applied all at once when the schedule is distributed.

Select a content file to be used as the background music of a schedule. If a content
file used in a schedule is a video that contains sound, the sound is replaced by

the specified background music and only the video is played. Select the Play with
content checkbox to play the content file sound and background music at the same
time.

Enter description of a schedule.

3 After configuring the required settings, click Next. Configure detailed settings for the schedule in the page displayed.

0 d Cancel Back Save
1. Basic Properties
ew Channel (1) 3
hannel Name : | New Channel ‘Channel Number : Channel Description : | 4
ame0 | select -|[ Edit | [Create Program || import Channel % PR Coniro |
0
2014-03-01 = Daily Weekdy Monthly. List

00-00

00-30

01:00

01:30

02:00

02:30

03:.00

03:30

04:00

04:30

05:00

05:30

08:00

0830

07:00

07:30

08:00

Configure channel names, numbers and descriptions. To add a channel, click Add CH. To delete a channel, click

B

o What is a channel?

A channel is similar to a TV broadcast channel. Add channels when creating a schedule and then distribute the channels to
devices. This allows you to play desired content by changing device channels. Refer to the following for further details on

changing channels.

» Changing a schedule channel




Select a screen frame of a device that will receive a distributed schedule. Play a content file on the device
screen split according to the selected frame. To add a frame, click Edit.

Refer to the following for further details on frame settings. » Frame layout settings when creating a
schedule.

0 The type of device to distribute schedules to and the available amount of disk space on the device are shown.

When creating a schedule, configure constraints to prevent the schedule from being executed at a specified
time slot.

Refer to the following for further details on configuring the schedule constraints  » Constraint settings when
creating a schedule

(5) Select a date to assign a schedule.

Specify the time unit of a timetable to assign a schedule to. Timetables can be selected daily, weekly or
monthly.

= Daily: View a daily timetable.
= Weekly: View a weekly timetable.
= Monthly: View a monthly timetable.

= List: View content file playback schedules assigned to a timetable as a list.

(7] Select a time slot for content file playback by clicking or dragging.

Specify the time slot for content file playback by dragging or clicking a time slot from the timetable. The program creation
window appears.

Create Program (X
Select Content: [JLock
| setect Add Effects
Period |2014-03-01 e - ™4 [ Never expired

Repeat

Time 3_E|Hour|£ElMin EBSEC ~ [3_BHour EE’WH EEISec ] Allday

| Save | Cancel

Select a content file or playlist to distribute to a device.

* If you do not want content or playlists to be edited inadvertently, select the

Safety Lock checkbox.
Select Content

= To configure content transition effects, select the Add Effects checkbox.
Transition effects cannot be added when a playlist or MagicInfo Player S is in
use.



Period

Repeat

Time

Specify the period to execute a schedule.

* To run a schedule continuously, select the Repeat Infinitely checkbox.

* Once: Execute a schedule only once.

= Daily: Repeat a schedule every day.

= Weekly: Repeat a schedule on the specified day(s).

= Monthly: Repeat a schedule on the specified dates of every month.

Set the time to play a content file.

To play content continuously over a specified period of time, select the All Day
checkbox.

5 After configuring the required schedule settings, click Save. A schedule is added to the timetable.
It is possible to edit a schedule assigned to a timetable. Refer to the following for further details » Controlling a schedule

assigned to a timetable

6 Click Finish. A schedule has been added.

Note

Itis possible to distribute videowall schedules to devices that have videowall layouts configured. Refer to the following for further
details. B Creating VideoWall layout schedules

LFD settings

After a schedule is distributed to a device, remotely change the device settings to suit the scheduled content file settings or view

the device information.

To configure a device, click the Device tab from the main page.

View the status of content files and schedules assigned to devices connected to Magiclnfo Server.

1 To view the status of a device in detail, click the device from the list.

Magicinfo iPLAYER [1J

X

Device_2

ch.1 ©

Device Info. Now Playing
Content

Event Content
Download Status

System Usage

Schedule Name

Event Schedule

& Content_Scheduld01

Device Model Name

MAC Address

Firmware Version

IP

WME40A

d0-66-7b-68-6d-€2

V3.0 NA-MIIPP-0909.0

10.10.10.158
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View information about a device.

Device Info. o o )
To check the Ul connectivity for a distributed schedule, click E
View details of a content file playing on a device.
Now Playing Content . . .
To check the Ul connectivity for a playing content file, click .
Event View event details registered on a device.
Content Download Status View the status of content downloaded on the device.
View the system usage for a device in a graph.
System Usage ) )
To view the system usage, click Start.
Note

Refer to the following for further details on Ul connectivity.  » Viewing Ul connectivity of a device

) Toremotely view and configure devices connected to the server, click VNC. The current screen output of the device appears
in a new window.

Note

The remote access function is available in Magiclnfo Player . If a remote server is registered on the server, simple functions on Magiclnfo Player S2
can be controlled remotely. Refer to the following for further details on the Magicinfo Player S2 remote server.  » Managing a Magicinfo Player S2

remote server

Viewing a screenshot image

To view a screenshot image captured from a device, select screenshot from the dropdown list.

Note
«Animage will not appear if no screenshot image has been saved.
« Magiclnfo Player S does not support the feature to view screenshot images.

« Itis possible to set the cycle to capture screen output by selecting a device from the Setting tab.
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Information

View detailed information of a device.

Editing device information

1 To edit detailed information of a device, select the device checkbox from the Informaton tab and click Edit.

Device All

Default Information ~
Devics Name
MAC Address d0-66-70-68-6c-e2
Device Model Name
Location L ]
Version
Firmware Version T-GAPLDWWC-1007.0
08 Image Version NI_SBAWES16F_1000.3
Client Program Version V3.0 NA-MIIPP-0909.0
Network
Network Adapter Realtek PCle GBE Family Confroller - Packet Scheduler Miniport
Network Driver 5.790.629.2011
MAC Address d0-66-7b-68-6c-e2
IP Setting Type @ sTaTic O DHCP
B
Subret ask
Gatoway
DN Server (Primary)

Edit basic information of a device.
Basic Information = Device Name: Change a device name.

= Device Model Name: Change a device model name.

Edit the network settings for a device.
= |P: Change the IP address.
= Subnet Mask: Change the subnet mask settings.
Network = Gateway: Change the gateway settings.
= DNS Server (Primary): Change the default DNS settings.
= DNS Server (Secondary): Change the secondary DNS settings.
= Port: Change the port settings.

) Change the settings as desired and click Save.

Note

Unique information of a device cannot be edited.
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Changing a device group

1 Tochange the group of a device, select the device checkbox and click Move.

[=] magicinfo
[0 default

(.

) Select a new group and click OK.

Deleting devices

To delete a device from a list of devices after disconnecting the device from the server, click the device checkbox and click Delete.

Displaying/hiding items

To select items to display on the device list, click Edit Column.
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Time

Configure the on/off timer and holiday settings for a device.

Note

To set the on/off timer and holidays, make sure the current time is set.

Setting the current time

1 Tosetthe current time on a device, select the device checkbox from the Time tab and click Clock Set.

Date | 2014/03/01

Ll Mar 2014 b

Sun Mon Tue Wed Thu Fri Sat

2 3 4 5 & T &
10 11 12 13 14 15

16 17 18 19 20 21 22

23 24 25 26 27 28 29

Time (12 Jiou B0 G wn[AV ]

[oox o cme=t ]

) Enter the date and time, and then click OK.

Timer settings

Use a device efficiently by configuring the on/off timer and holiday settings.

1 Select the desired device checkbox and click Timer Set.

Timer1
On Time nactivated + 8 v Hour K30 W3 Min AM ~
Off Time Activated w 11 v Hour €0 0 L Min AM -
Separate Settings L]
Repeat | -
Sun | Meon  Tue  Wed | Thu  Fri Sat
ottRepea
Sun | Meon  Tue  Wed | Thu  Fri Sat
Holiday | < voume o 3 Input Source Magichfo




OnTime

Off Time

Separate Settings

Holiday

Volume

Input Source

Note

Set the on timer of the device.
Set the off timer of the device.

* Repeat: Set the cycle to repeat the on timer.

= Off Repeat: Set the cycle to repeat the off timer.

Select Apply if you do not want a device to operate on the dates selected as
holidays.

Configure the device volume.

Specify the device input source.

Separate Settings may not be available on some models. Contact the dealer the program was purchased from for further details.

) Configure the settings as desired and click OK.

Holiday management

Assign holidays to a device to prevent the device from operating on specified days.

1 Select the desired device checkbox and click Holiday Management.

Holiday Management

01/01 ~ 01/01
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Set the holiday period for a device by entering months and days. Make sure the start day of a holiday is not
later than the end date.

Click Add to add the specified holiday period to a list of holidays.

9 The added holiday can be found in the list. Click i to delete a holiday from the list.

Settings

View and change device settings.

Note

Itis not possible to change the settings of a disconnected device.

Changing device settings

1 Tochange the settings of a device, select the device checkbox from the Setting tab and click Edit.

Device All

toring T 5:.:.—'_2:'::
| Cencal
Default Information
~
Device Name Device_2
MAC Address d0-66-Tb-68-6d-e2
P 10.10.10.158
Connection
Magicinfo Server URL [ hittp:110.10.10.144:7001 Magicinfo
FTP Connection Mode O ACTIVE @ PASSIVE
Connection Time Limit B3 0 sec
® Do not Use
Proxy Setting () Use Browser Settings

() Uses a proxy server.

Triggering Intarval O 0 sec

Monitoring Interval Q[ |0 vin

Screen Capture Interval a0 win
RepeatDay =[] Sun [¥] Mon [ Tue []wed [ Thu [IFi [ sat

‘System Restart Interval

Repeat Time :Huul Mln

Time Zone |(GMT) Greenwich Mean Time : Dublin, Edinburgh, Lisbon, London V|



) Change the settings as desired.

Device Name

Device ID

IP

MagicInfo Sever URL

FTP Connection Mode

Connection Time Limit

Proxy Setting
Triggering Interval
Monitoring Interval
Screen Capture Interval

System Restart Interval

Time Zone

Tunneling Server

VNC Password

Repository Path

Management Folder Path

Log Management

View the model name.

View the device ID.

View the IP address.

Configure the server URL.

Configure the FTP connection mode.

Set the maximum waiting time before disconnecting from the server if
communication is not made with the FTP server for a specified period of time.

Enable or disable the proxy server. Edit the settings if required.
Specify the triggering cycle.

Specify the monitoring cycle.

Specify the screen capture cycle. The range is 1 to 180 minutes.
Specify the device system restart cycle.

Configure the time zone and daylight saving time settings.

Note

Daylight Saving Time, also known as Summer Time, is a system that advances clocks one hour
forward in summer.

Specify the tunneling server IP address.

To change the VNC password, select a device from the list. Next, click Change VNC
Password from the detailed settings page.

Specify the location to save content files to.
Specify the location of the client management folder.

Specify the log level, the log storage period and the storage space size for logs.

Note

Content files are deleted automatically when the period has expired or the space is full.



Content file management

Proof of Play Management

Auto IP set

Auto Computer name set
Only Download Server
Download Server

Maximum Available Storage
Size

Loading Interval to play

Play Waiting Time

Settings
Job Unit
Interval
Screen Rotation

Computer name

Use MagiclInfo Player

Reset Password

Background Color

Specify the period to keep content files saved on a computer. Specify the size of the
space to keep content files.

Note

Content files are deleted automatically when the period has expired or the space is full.

Specify the period to keep playback logs and the size of the space to keep logs.

Note

Content files are deleted automatically when the period has expired or the space is full.
Enable to automatically assign an IP when a device is connected.
Enable to assign a computer name automatically when a device is connected.
Download content from a download server only.

Select a download server to download content from.
Specify the storage size for DataLink files.

Set the time to load data from a DataLink server before the next content file on a
schedule is played.

Set the waiting time before the next content file plays. This applies to the case when
the current content file does not play until data is loaded from the DataLink server.

Display or hide the content file download status.

Select a unit used to display the content file download status.

Specify the refresh interval.

Rotate the screen according to the device orientation (landscape or portrait).
Specify the name of the computer where the server is installed.

Enable to use Magiclnfo Player on a device. Setting Magiclnfo Player to FALSE
disables the functions related to content files, content playback and schedules.

Reset the password of MagicInfo Player to the default. The default password is
000000.

Specify the background color of the MagicInfo Player main page.
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Changing the device expiration date

1 Tochange the expiration date for a device, select a device checkbox and click Expired.

Expired: [2014-03-20 =[]

Lo Jcawa

) To set the expiration date to a desired date, click .

— To use the device continually without an expiration date, click .

Assigning a tag to a device

Assign a tag to a device. This allows the device to selectively display information or play content files in a playlist or DLK element
that have the same tag.

1 Toassign a tag to a device, click Setup > Tag.

) Select the desired tag checkbox, and click OK.

Note

To assign a tag to a device, first make sure to add the tag to the server. Refer to the following for further details on adding or editing
tags. » Managing tags
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Display Control

Control display settings.

Controlling a display

1 To control a display, click the Display Control tab.

) Select the desired device checkbox and click Edit.
To edit detailed settings, click View More.

Device All

P 10.10.10.158 A
i A moment ago
PR (20140301 13:56)
General
Power of O
Panel Status @ on O of
input Source
Volume a El [+ ]
Mute O on ® of
Safety Lock O Lock ® Unlocked
Remote Control @ seting O Disable
Panel Lock O Lock ® Unlocked
0sD @ seting O Disable
All Keys Lock O Lock @ Unlocked
Menitoring Temperature 52°C
Alarm Occurrence Temperature B
Panel On Time 4332 Hour
v

3 Configure the items to control and click Save.

Note

« Itis not possible to change the settings if a device is turned off or disconnected.

+ Functions that can be controlled may vary depending on the input source.
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Displaying/hiding items

To select items to display on the device list, click Edit Column.

Column Name

[ [
gé
3

Input Source
Panel Status

Safety Lock
Remote Control

& E

Panel Lock
0sD
All Keys Lock
Meonitoring Temperature

Alarm Occurrence Temperature

Oooooad

M E

Panel On Time

O

[ ox || ocama |

Changing a schedule channel

Change a device channel using one of the following options:

Option 1 Change the channel using the device remote control.
Option 2 Select a device checkbox from the device list and then change the channel using the dashboard function.

Option 3 Go to Device > Display Control. Select a device checkbox and click Channel.



Using tags

Assign a tag to a device and content files. This allows you to selectively play content files on a specific device.

DLK Element

Y g

\\ SeouI//',"




Example of using tags

Playlist tags

Assign different tags to content files in a playlist. This allows a device with a tag to selectively play content files in a playlist that
have the same tag.

Note

Insert multiple tags into a single content file, if required. Refer to the following for further details on using multiple tags.  » Using multiple tags

Playlist

%

4

Playlist

* ‘e’
N 7
ancouve \\ Seoul"l'




DLK tags

Elements that can be inserted into a DLK template include image, text, and video files. Users can map various content files into a
DLK template. Assign different tags to content files. This allows a device with a tag to selectively play content files that have the

same tag.

Note

Insert multiple tags into a single content file, if required. Refer to the following for further details on using multiple tags.  » Using multiple tags

DLK Element

DLK Element




Guide for content playback

DatalLink tags

Similar to content files, DLK data use tags saved on the server as Main Tag.

DLK data display complex and variable information. DataLink Tag allow you to selectively display information as desired.

DataLink Tag example

1 Todisplay "weather for each city" on multiple devices, add the current weather data column as DataLink content.

Data Link X
|- DataLink01 DL_FORE DL_FORE DL_FORE oL
DLCURR DLCURR DL GURR O--! = =
[=! h le Module 10X oL_cITy ol = - CAST_DA CAST_DA CAST_TE CA
Default Goog _TEXT  _TEMP  DATE  J s Yl
|- Gecal
Wed, 20 o
[GoccieRatT Feb 2012 21 Feb M
- Default Weather Module 1 Seoul = 2 s00pm T 2013 =
|~ Weather Updats ©
Weather_Tahle GiElad
Feb 2013 21 Feb
H New Yok Fair 2 oo e Thu Sota ”
EST
Tue, 19 E
San Partly Feb 2013 20 Feb
2 Francisco  Cloudy s 1186 pm VS 2012 e
PST
Tue. 18
Feb 2013 20 Feb
N Los Angeles Cloudy 8 Trose g Wed Sota 5
PST
Wed, 20 b
Fartly Feb 2013 21Feb
s Tokyo Cloudy T s20pm TV 2012 1
ST
Wed, 20
) Feb 2013 21Feb
& Beljing  Fair 5 fooam  THU I 2 i
4 I = | 3
[ 0K | Cancel |
L L J
n_: " B
) Select the "city name" data column as the DataLink Tag value.
Data Link
|~ DataLink01
= o oL 7y DLCURR DL CURR DL CURR DL—Fogi DL—FORni D"josé g";
- Default Google Madule = TEXT TEMP CASMDSg fod SHna poi=ns
= = -PATE TE MP_LOW M
= GoCal
Wed, 20 -
EmErlaTEin Feb 2012 21 Feb M
- Default Weather Module 1 = Fair 2 soopm T 2012 =
|- Weather Update KT
Weather_Table WRed; 20
Feb 2013 21Feb
2 MewYork  Fair 2 sapam  ThU 012 4
EST
Tue, 18 H
San Partly Feb 2013 20Feb
2 Frandsco  Cloudy s isepm e 2012 ¢
PST
Tue, 18
Feb 2013 20 Feb
N Los Angeles Cloudy ] s Wed Sota 5
PST
Wed, 20 b
Partly Feb 2013 21Feb
5 TEED Cloudy 7 530pm M 2013 1
ST
Wed, 20
Feb 2013 21Feb
6 Beijing Fair 5 500 pm Thu 012 -3 L
rer
a 1, | »
(ST (T
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3 Each device with a tag imports and displays weather information for a city corresponding to the DataLink Tag value that
matches their tag.
For example, a device with a tag set to Seoul displays Fair. A device with a tag set to Tokyo displays Mostly Cloudy.

o ooy OO Do oom orows DFOTC DLome o
— TEXT TEMP DATE AST_DAY - -
E _Low _H
Wed, 20 -
1 Seoul Fair -7 Feb 2013 Thu 21 Feb 213 -5
9:00 am KST
Tue, 19 Feb
2 New York Light Rain 7 20136:49  Wed 20 Feb 2013 -5
pm EST
Tue, 19 Feb
3 E:“ncism gf‘g 9 20133:56  Wed 20 Feb 2013 6
pm PST
Mostly Tue, 19 Feb E
4 Los Angeles Cloudy 12 20133:48  Wed 20 Feb 2013 4 r
pmPST
Wed, 20
5 Tokyo Hm I!l 4 Feb 2013 Thu 21 Feb 213 -2
9:30 am JST
Wed, 20
[ Beijing Sunny -3 Feb 2013 Thu 21 Feb 2013 -2 [
8:00 am C3T
Wed, 20
T Shanghai Fair 5 Feb 2013 Thu 21 Feb20M3 4 4
9:00 am C5T
Wed, 20 i
1 [— —— >

Note
« Itis possible to use the Main Tag and a DataLink Tag together.
+ Adata table cannot have multiple DataLink Tag.

« Refer to the MagicInfo DataLink user guide for further details on DataLink.



Using multiple tags

Assign multiple tags to a single device or content file, if required. Select tags from the list. Next, select the And or Or condition.

Content is played on a device that has all the tags assigned to the content.

ol

Vancouver, Seoul Seoul,Tokyo Vancouver, Seoul, Tokyo




Content is played on a device that has at least one of the tags assigned to the content.

Tokyo,LA




Using Backup Play

If a device playing important content is disconnected from the network or the device's input source changes, a device with
Backup Play configured will detect the change and continue to play content from the backup.

Normal

Playlist

Device Group

Important campus] campus2




Backup Play

Playlist

Important (Offline)

Device Group

campus|

campus2

weLL AN T!JE‘]“!
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Server settings

1 Click the Setting tab > Server management > Server Settings > Edit.
) Select the Enable checkbox next to Backup Play, and then click Save.

Server Settings

General
Device Refresh Interval Qo |0 sec
Device Update Frequency D Min
Magicinfo-i Lite Menu On ¥ Enable
Magicinfo-i VideoWall Menu On ¥ Enable
Sign Up # Enable
Premium Device Permissions ] Enable
Backup Play ¥ Enable
SMTP Server
Enable Alarm Mailing ) Send a mail to the administrator when an alarm occurs.
Server Address | ]
Authentication Enable
Sign in ID | | U
Password | ]
Port 1
8sL Enable

E-mail Alarm for Disconnected Device

Use Enable



Device settings

1 Goto the device tab > by Group, and then assign the main device and backup play device that will play content to the same
group.

) Select Setup, and then select the checkbox for the main device that will play content from the list. Click Tag.

Device All

Monitoring | Information Time Display Control

e [y ] [t coumn || —expa [seea s -
L Device Type Device Name Magicinfo Server URL Triggering Interval Monitoring Interval
[m] O ipLavER @ Device_1 http:if10.10.10.231:7070/Magicinfo 58ec 10 Min ON
O “ iPLAYER @ Device_2 hitp://10.10.10.231:7070/Magicinfo 5 Sec 10 Min OFF

3 Select a tag, and then click OK.

4 Assign a tag to the backup play device. A tag can be assigned using the same method as assigning a tag to the main device.

Note

Refer to the following for further details on using tags.  » Using tags
5 Go to the Device tab > by Group, and then select the device group with the tags assigned.

f  Select the backup play device checkbox from the device list, and then click Backup Play Setup.

Device Las Vegas (2)

Info etup
| Deiste || videowall Layout » || Backup Play Setup

Disg

Thumbnail |

7 Click OK.
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Creating a playlist

Create a playlist containing content you want to play on a device. A created playlist can be distributed to a desired device group
after creating a schedule.

1 Click the Playlist tab > New.
) Add content you want to play on the main device and backup play device.

3 Click [+ next to the content that will play on the main device.

4 Click Tag.
Effectin : | without Effect v |
Ciuration : D Second(s)
Direction : E\
Effect out | without Effect v
Duration ; b | secondis)
Direction : E\
Display
Diuration : Second(s)
Start Date :
[ Apply to the whole playlist
LTy sae || cencel |

5 Select the same tag as the tag assigned to the main device, and then click OK.

f Click Save.

Creating a schedule

Create and distribute a content schedule containing a playlist to a desired device group. Refer to the following for further details
on creating schedules. B Creating MagicInfo schedules




Installing and using
VideoWall

From Magiclnfo Server, manage devices where VideoWall Player is installed using the VideoWall menu. Add and manage content
files by connecting to VideoWall Console.

@ Note

A MagicInfo Server administrator can assign a role for each user. Available Magicinfo Server functions depend on the user role. Refer to the
following for further details on user roles. B Changing a user role

In this user guide, the SaaS administrator page is used as an example to explain all functions.

Preparing to use VideoWall menus

To recognize VideoWall devices and use available menus from MagicInfo Server, first make sure to install the VideoWall Console
and Magiclnfo Player | programs on your computer.

Note

Ensure the VideoWall Player program is installed on the LFD devices. Refer to the MagicInfo VideoWall user guide for further details on installing
VideoWall Player.

Installing the program

1 Install VidoeWall Console on the computer that will be used to manage the LFD devices.

@ Note

Refer to the Magiclnfo VideoWall user guide for further details on installing VideoWall Console.

7 Install MagicInfo Player | on the same computer.

@ Caution

When installing Magiclnfo Player |, make sure to select VideoWall Agent for the installation type.
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VideoWall Console settings

1 Toadd VideoWall devices where VideoWall Player is installed from VideoWall Console, run the VideoWall Console program.

Note

To use VideoWall Console, log in. Use "admin" for both the login ID and password.

) Click Find in the General tab under the Device menu. A window appears showing connection settings.

Discovery ‘

3 From the window, select a device and click Register.

4 The selected is displayed on the list.



Settings to connect to Magicinfo Server

1 To connect to Magiclnfo Server, click the Configure tab > Configuration > Magiclnfo Server > Settings from the VideoWall

Console program.

>
MagicInfo Server Settings

| MagicInfo Server Settings

Server address
Port No

Sarnver 55L

| Proxy settings

@ Do not use proxy

() Use Proxy
Server address

Port

| FTP Mode

| Connection timeout period(Sec)

@ Do not access MagicInfo server

(") Access MagicInfo server periodically

(") Using Internet Explorer setting

S5)
0.0.0.0
7001
SSL Port 7002
i}
Passive hd
30

0K H Cancel ]
4

MagicInfo Server Settings

Proxy Setting
FTP Mode

Connection timeout
period(Sec)

Select "Access Magiclnfo server periodically" first. Next, enter the IP address and port
number of Magiclnfo Server.

Enable/disable the proxy and configure required settings.
Select Passive or Active for FTP mode.

Set the waiting time before VideoWall Console is disconnected from Magiclnfo
Server due to no communication.

) After configuring the required settings, click OK.

3 Clicking Connect will connect MagicInfo Server to VideoWall Console.

@ Caution

Make sure to set the operating mode to schedule mode for the VideoWall devices before configuring the settings to connect to Magiclnfo Server.

To change the operating mode for the VideoWall devices, click Configure > Configuration > VideoWall in VideoWall Console. Next, select Schedule

Mode from Operation Mode.
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MagicInfo Server settings

1 From the main page, click the Setting tab > Server Settings.
) Go to Edit > MagicInfo VideoWall Menu On. Next, select the Enable checkbox and click Save.

3 VideoWall menus are displayed in the Schedule, Device and Statistics tabs.

Adding VideoWall devices

1 Toadd VideoWall devices to Magiclnfo Server, click the Device tab.

) Click VideoWall and then click Unapproved. Devices not approved that are connected to the network are displayed.

& MagicinFo 0?'_;';‘ @ = é s.g_ s.g._. premivm [ 2 Ba:miéi ﬁ" o

VideoWall Unapproved

| Approve || Delete |
Cansale Monitoring
By Consale
Unapproved
Remote Job

Log

3 Select a device and click Approve. The VideoWall device is added.

Note

The added VideoWall device can be found in Device > VideoWall > VideoWall Console Monitoring.



Using the VideoWall menus

Using MagicInfo Server, manage schedules, device information and statistics of VideoWall devices.

Managing schedules of VideoWall devices

Content schedule management

1 To create a content schedule to distribute to VideoWall devices, click the Schedule tab > VideoWall > Content.

Content Schedule All Search § Custorn Search [SEFESSEEETEN

m To Trashbox || Delete Permanently m

Schedule Name

Select a schedule in the list.

VideoWsll_schedule01 2013-01-17 14:38:01

) Click Generate to open the schedule creation page. Enter the basic settings.

Note

A created content schedule is distributed instantly by default. To distribute a schedule at a desired time, click View More.

Content Schedule New Next
2. Schedule
Schedule Name VideoWsll_schedul=01
Schedule Group default \E
Select Device NONAME =8

< [} d

peployih) DesioyNow < Dabs  EHowls  Enls  ESec

Description

=




Schedule Name Enter the name of the schedule to create.

Schedule Group Click | Sk to select a schedule group.

Select device Click | | to select a device to distribute a schedule to.

3 Create a content file schedule daily, weekly or monthly. View added schedules as a list.

Content Schedule X

Peripd 20120117 & - |201201-17 B [ Repest Infinitely

Time 2 Huur a0 Min 0 Sec - 2 HDLII' ) Min =) Sec

Repeat

Select Content:

Select

Save H Cancel l

4 After configuring the required settings, click Save.

VideoWall message schedule management

1 Toview and edit message schedules added to Magiclnfo Server, click Schedule > VideoWall > Message from the main page.
Message schedules are displayed.

Custom Search Information

Message  All

m To Trashbox || Delete Permanently m
]

‘ Message Title

Select a message in the list

| Device Group

videowall message1 Displaying

) Click Generate to open the message schedule creation page. Enter the basic settings.

o

Message New

2. Message Settings

Message Title videowsl|l messsge

Message Group cefault
Device Group NONAME

PP




Message Title

Message Group

Device Group

3 After configuring the basic settings, specify the message content, font and playback duration.

Preview :

Message

welcome Videowall Player

1. Basic Properties

Font Options

Scroll Settings.

Display Location

welcome Videowall Player

Playing Time 1 Hour 0 B win o H sec

Enter the name of the message to create.
Click | £, to select a message group.

Click | £, to select a device to distribute a message to.

arial  [w|Smal ||

[B I U[A-[l-

None: Show
Widdle [w]

Finish

4 After configuring the required settings, click Save.

VideoWall device management

Managing all VideoWall devices

1 To view information about all VideoWall devices added to MagicInfo Server, click Device > VideoWall > Console Monitoring

) To view detailed information about a device, select a device from each tab.

Monitoring

View and remotely access devices.

YideoWall

Console

By Cansole
Unapproved
Remote Job
Log




General

Installing and using VideoWall

View and remotely access devices. To edit general device settings, select a device and click Edit.

VideoWall View All VideoWalls

[l General letwork

View Device General Info.

V1.0 Build NA-MIPP-1004.1

NA-MINWX-1800 1

Device Name Device ID Device Model Name
NONAME 00-0-44-53-1-23 VideoWall Console
Resolution P MAC Address.
1440°800 2171413212 00-e0-4d-53-81-23
Client Program Version VideoWall Console Version Approval Date

2013-01-17 14:33:44 311

VideoWall Type

Regular

VideoWall Count

1x1

Location

Network

View the network settings of a device. To edit network settings, select a device and click Edit.

VideoWall Yiew All VideoWalls

View Device Network Conf.

~ Search |

- Save | Cancel

2032482522

184.124.101.2

Device Name Network Adapter Network Driver MAC Address
Realtek RTL&169/3110 Family PCI Gigabit Ethernet NIC
NONAKE DS 6 20) 7.2.1127.2008 1-23
P Setting Type P Subnet Mask Gateway
DHCP 2171413212 255.255.255.0 217.141.3.1
DNS Server (Primary} DNS Server (Secondary) Fort

6055
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System Information

View the system settings of a device. To configure information to display on a list, click Edit Column.

VideoWall View All VideoWalls

System Info.

System Setup

View and edit system settings. To edit system settings, select a device and click Edit.

VideoWall View All VideoWalls

System Setup

View Device System Seffings

Device Name

NONAME

Magicinfo Server URL

hitp://217.141.3.191:7001/Magicin

@ Do not Use
) Use Browser Settings
(0 Uses a proxy server.

Triggering Interval

Wonitoring Interval

Connection Time Limit

QO [0 sec [ JETI > YRS Q2 [0 se
FTP Connection Mode Repository Path Management Folder Path
@ ACTIVE @ PASSIVE D:\Repository D:\Magicinfa
Log Management Proof of Play Management Content Management
Log Level Setting User - — —
i Valid Period{Day) O 0oy Valid Period{Day) 385 O ey
Valid Period{Day) B0 Doy Valid Sizeihis] O 0O Valid Size(M8) D=0 0
= alid Si alid Si
Valid Size(MB) O Dw e "
System Restart Interval Reset Password
Repeat Day 2@ sun O mon O Tue D wed O the 0 Fi O sat
Repast Time 102 DHour 00 Swin Fesst
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Managing VideoWall devices for each Console

To view information of all VideoWall devices added in MagicInfo Server for each Console, click the Device tab > VideoWall > By
Console.

Note

Refer to the following for further details on each tab.  » Adding VideoWall devices

Checking VideoWall devices not approved

To connect to a VideoWall device that is waiting to be added, click the Device tab > VideoWall > Unapproved.

Note

Refer to the following for further details on registering VideoWall devices. B VideoWall device management

Remotely controlling VideoWall devices

1 Toremotely control VideoWall devices using Magiclnfo Server, click Device > VideoWall > Remote Job.
To apply a remote task from the list of remote tasks again, click Reuse.

To edit or cancel a remote task, click Edit or Cancel.

S LW N

To add a remote task, click Add.

min
premum @2 Ho @1 Bo Bo

‘ MagicINFO c..’.;. a

Console Monitoring

2013-01-17 14:43:47

By Console
Unapproved
Remote Job

Log
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Viewing logs of VideoWall devices

1 Toview logs of VideoWall devices, click Device > VideoWall > View Log List by Device.

Console Monitoring

Vides 5 e evice Log g
By Consule NONAME OENJS4HTIDTGIW
Unapproved NONAWE OEM-THDTW1BSOTP '9“'5‘"*"? ‘eﬂ'e"h’bk"g

Remote Job
Log

= = [ ] admin
ﬂMaglclNFO ;?; E = . g ﬂgu ¢ e B2 Eo @+ B0 @o

) Toview logs of a particular device, click Device Log for the device.

3 To view remote task logs of a particular device, click Remote Job Log.

VideoWall statistics management

View statistics for connections and schedules of VideoWall devices.

Statistical summary for VideoWall devices

To view a statistical summary for VideoWall, click Statistics > VideoWall > VideoWall Summary Statistics.

& Magiciro ® 5 T m g & -

Sefting videowal @@o o @e

Connection Status for all devices Panel status for connected devices

| Connected

M No Devices
M Disconnected

Approval Status. Registered content by type
165
15
135
12
105
9
75
6
45
3
15 |

[l Approved Devices

M unapproved Devices

[ |
0
CFS DLK ETC FLASH FTP MAGE LFD LFT MOVIEOFFICE PDF SOUND VWL




To view statistics for VideoWall devices, click Statistics > VideoWall > VideoWall Device Statistics.
= Statistical data can be exported as an Excel or PDF file by clicking Select Export.

= For some statistical information, it is possible to select a chart type by clicking Select Chart.

Connection status

To view the connection status of VideoWall devices, click Connection Status.

= b o e admin | Signout
@ Magicinro o [E) = == - ¢ o LSt
Content Playlist Schedule Device User Setling Videowal 0 0 0

Premium Device | Connection Status

Summary Connaction Status for sach Device Group ect

Device

Select Export =
Content
Connection Status Statistics by Group

VideoWall

Summary Jevice G Devic Connected Disconnected
Device

Connection Status

Approved Device Select Chart ¥

Device Schedule

M connected

Disconnected

Connection Status Statistics by

- View statistics by group for devices connected to the server.
roup

Current Device Connection

o View a statistical summary of the connections of devices connected to the server.
atus

Panel On/Off Status View statistics for the panel on/off status of devices connected to the server.



Installing and using VideoWall

Approved devices

To view statistics for devices approved by Magiclnfo Server, click Approved Device.

—
videowal o @0 (o

& MagicINFO —
Content Playlist ‘Schedule Device

Summary

Device

Content

_ R

Summary & of Reques
2013-01-17 1

Device

Connection Status

Approved Device

Device Schedule

M pevices Requested

0
20130117

Select a period to view the date an approval was requested and the schedule statistics by

View by Period

group.

View the number of approved devices and devices not approved that are currently
Current Status

connected to the server.
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Device schedule

To view statistics for schedules distributed to devices, click Device Schedule.

ﬂ MagicINFO

Summary

Device

[2013-01 41 - 201301 - 17 5| [ inquiy |
Content

)
_ Statistics for Schedules Assigned to Each Device Group
ame

Summary

Device

Connection Status

Approved Device

Device Schedule

M &ssigned Schedules

o
NONAME

By Device Group Select a period to view statistics for schedules assigned to each device group.

Current Status View statistics for a device group with schedules or a device group without schedules.




Magicinfo Mobile

MagicInfo Mobile can be installed on a smartphone. Use key functions by connecting to Magiclnfo Server.

"g Note

This user guide is based on Version 4.3 of the Android OS.

Magicinfo Mobile installation and login

Installing the Application

1 Enter the Magicinfo Mobile application address on the smartphone internet address bar.

http://123.456) =

http://123.456.

= Search website




Download the Magiclnfo Mobile installation file. Select OK on the application source warning window displayed.

B Magiclnfo Mobile

Do you want to install this application?
It will get access to:

Privacy

directly call phone numbers
© this may cost you money
read phone status and identity

take pictures and videos

approximate location (network-based)

precise location (GPS and network-
based)

modify or delete the contents of your
USB storage
read the contents of your USB storage

Device access

—

= | change network connectivity

Cancel Next

Install the program. Execute the application after completing the installation.

Note

« The Magiclnfo Mobile application can be used on an Android smartphone.

« The Magiclnfo Mobile application address is http://(Server IP):(Port)/Magicinfo/mobile. Entered address is case-sensitive.



Adding the Magicinfo Mobile widget

After installation, add the Magiclnfo Mobile widget to the smartphone home screen. This allows you to check the device status
without connecting to Magiclnfo Server.

1 Select[=1> Add apps and widgets on the smartphone home screen.
) Select Widget from the displayed list.

3 Select Magicinfo Dashboard from the widgets list. The Magicinfo Mobile widget is added to the home screen.

@ Magiclnfo Mobile

Qo] AA

Connected  Disconnected Unapprove Alarm Fault
Failed to connect to the server.




Login

1 Tap Magiclnfo Mobile on the smartphone home screen. The application will start.

) The server settings window is displayed if the application is run for the first time after installation.
Enter the Magiclnfo Server IP address and port. Next, select OK to proceed.

v Server Settings

IP Address

[ ]sst

D Tunneling Server

Cancel

3 Thelogin screen is displayed after the server settings are configured. Enter the ID at the top and the password at the bottom.

\I:\ Save Login ID

e




4 Select Login.

f»ﬁ Note

+ From the server settings window, select Tunneling Server to set the IP address of the tunneling server. If Magiclnfo Server and Magiclnfo Mobile
are connected in different network environments, the tunneling server will negotiate the two networks for the VNC remote connection.

« To change the server settings, select Server Settings from the login page.

« To view information about MagicInfo Mobile, select & on the login page.

Magicinfo Mobile home screen layout

1

\\

il

/4
agicInfo
‘ |

& @m a

Content | Schedule Monitoring

Approval Notice Setting

=

Logout

T L
CHEHAA

Connected  Disconnected  Unapproved

2

o This is the main menu of MagicInfo Mobile. The main menu can be used to manage device and server settings.

P) Status of devices connected to the server is displayed in real-time. The number above the icon represents the
number of devices with the same status.



Content file and playlist management

Content file management

Add content files to distribute to devices added to the server and manage the files by category.

From the Magiclnfo Mobile home screen, select Content > Content. Content files are displayed as a list.

My Contents

Thumbnail Content Name Type

DSC_0253 AGE
1MB

DSC_0260 AGE
g 2MB

¢ DSC_0267 IMAGE
2 MB
2B o
= DSC_0265 —
2 MB

DSC_0264 AGE
1MB

B DSC_0263

® DSC 0261

Filter Delete

View Recycle Bin Search Refresh

Select [==1> Filter from a list of content files. Filter added content files by category.

View content files added to the server by group. Note that managing and editing groups

HE 7 Eien are only possible on MagicInfo Server.

By Type View content files added to the server by type.

Sl View content files added to the server by user. Select a user ID to view content files added
y User

by the selected user.

Refreshing a list
To refresh a list, selectl ) |> Refresh.



Searching content files

Select | = | > Search from a list of content files. Search content files as desired.

All Contents
Thumbnail ‘ Content Name ‘ Type
[ Search ]
IMAGE
IMAGE
DSC_0267 IMAGE
2MB
DSC_0265 AGE
2 MB
DSC_0264 IMAGE
A 1MB
& DSC_0263 IMAGE
2 2MB
DSC_0261 MAGE
L F w2 MB
DSC_0259 IMAGE
2 MB

f»ﬁ Note

Custom search is only available on Magiclnfo Server.

Adding content files

Select [=1> Add from a list of content files. Add content files saved on your smartphone to the server.

K3 IMAGE ©

JJ sounD ©
(») MoVIE ©
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Note

Content files that can be added through MagicInfo Mobile include photo, video and music files.

Deleting a content file

Select [=1> Delete from a list of content files. Select a content file, and then tap OK to delete the file.
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Note

+ Alternatively, tap and hold a content file from the list to delete it.

« Select the select all checkbox and tap OK to delete all content files on the list.



Select[=1> View Recycle Bin from a list of content files. Content files deleted from the list can be viewed.

View Recycle Bin

—_
Thumbnail Content Name Type
— " J32-4777 AGE
513 KB
j32-5060 YAGE
= 1 MB
Restore Delete Empty Recycle B..

= To permanently delete all content files in Recycle Bin, select =1- Empty Recycle Bin.
= To permanently delete the selected content file in Recycle Bin, select [=1> Delete.

= To restore the selected content file in Recycle Bin, select [=1> Restore.

Note

Alternatively, tap and hold a content file from the list of files in Recycle Bin to restore or permanently delete it.
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Managing Playlists

Create playlists to distribute to devices added to the server. Manage the playlists by category.

From the Magiclnfo Mobile home screen, select Content > Playlist. Playlists are displayed as a list.

My Playlist
Thumbnail Playlist Name Count
A
a PlayList02
2014.02.28 1
PlayList01
2014.02.28 3

Viewing Playlists

Select[=1> Filter from a list of playlists. Filter playlists by category.

View playlists added to the server by group. Note that managing and editing groups are

I EE only possible on Magicinfo Server.
ool View playlists added to the server by user. Select a user ID to view playlists added by the
yLser selected user.

Refreshing a list
To refresh a list, selectl ] |> Refresh.
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Searching for a playlist

Select[=1> Search from a list of playlists. Search playlists as desired.

All'Playlists
Thumbnail Playlist Name Count
Q
PlayList02
2014-02-28 1
PlayList01
2014-02-28 3

Note

Custom search is only available on Magiclnfo Server.

Adding playlists

Select[=1]> Add from a list of playlists. Add new playlists as desired.

Create Playlist

Playlist Name

rTap to input playlist name

Group

Playlist Group

Device Type
iPLAYER

Edit Content

Edit Content

o © ©

Shuffle

Version
Ver.1
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Deleting a playlist

Select [=1> Delete from a list of playlists. Select a playlist, and then tap OK to delete the playlist.

A

PlayList02 []
1

PlayList01
3

Note
- Alternatively, tap and hold a playlist from the list to delete it.

« Select the select all checkbox and tap OK to delete all content files on the list.



Select[=1> View Recycle Bin from the list of playlists. Playlists deleted from the list can be viewed.

View Recycl

" n
Thumbnail Playlist Name Count

PlayList03
2014.02.28

Restore Delete Empty Recycle B..

= To permanently delete all playlists in Recycle Bin, select[=]> Empty Recycle Bin.
= To permanently delete the selected playlist in Recycle Bin, select [=1> Delete.

= To restore the selected playlist in Recycle Bin, select [=1> Restore.

Note

Alternatively, tap and hold a content file from the list of files in Recycle Bin to restore or permanently delete it.



Schedule management

Content schedule management

Create content file schedules to distribute to devices added to the server. Manage the content file schedules by category.

From the Magiclnfo Mobile home screen, select Schedule > Content Schedule.

Content Schedule
Schedule Name ‘ Last Deployed

@ Content_Schedul001

None

12:34

B Content_Schedule002

None

None

@ Device_1 Schedule

None

14:21

FrameO01
default

18:32

Filter Delete

View Recycle Bin Search Refresh

f»ﬂ Note

Refer to the following for further details on scheduling. > Schedule

Select [=1> Fliter from a list of schedules. Filter added content file schedules by category.

Note that managing and editing groups are only possible on MagicInfo Server.

Refreshing a list
To refresh a list, selectl el |> Refresh.
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Searching Content Schedules

Selectl ] | > Search from a list of schedules. Search content file schedules as desired.

Content Schedule

*

Note

Custom search is only available on Magiclnfo Server.
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Creating Content Schedules

Using MagicInfo Mobile, conveniently create content schedules from your cell phone. Select [=1> New from the schedule list.

Create Schedule

Stepl. ©
Basic Properties

Step2. o
Schedule Channel

o —

A schedule can be created in 2 steps. Tap the steps in sequence to enter details of a schedule.

Basic settings

Configure basic schedule settings such as the schedule name, group info and content syncing mode.

1 To configure basic settings, tap Step1.

Basic Properties

Schedule Name

[ hapto input name ]
Schedule Group o
iPLAYER ©
Set the group o

Content Synchronization

Deploy with Reservation

Time to Deploy

Hy N




Schedule Name

Schedule Group

Device Group

Content Synchronization

Deploy with Reservation

Background Music

Description

Specify the schedule name.
Select a schedule group. Tap 0 and then select a desired schedule group.

Select a device group to distribute the schedule to. Tap o, and then selecta
desired device group.

Select whether to sync content.

Set the time to distribute the schedule. Select the Time to Deploy checkbox, and
then specify the time.

Select background music. Tap 0, and then select desired music. To play music
along with content, select the Play with content checkbox.

Enter details of the schedule that will be distributed.

) After configuring basic settings, tap OK.

Detailed schedule settings

Configure detailed schedule settings including specifying the content to play and the device restriction and frame settings.

1 To configure detailed settings, tap Step2.

Schedule Channel

@ AddcH

New Channel (1)
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) Distribute a variety of schedules to devices by adding channels to a schedule. To add a channel, tap o

Note

At least one channel must be created when creating a schedule. If the device does not support the channel feature, channel settings cannot be
configured. The page layout template, content and device restriction settings can only be configured.

Modify Schedule Channel

Channel Name

[

Channel Description

Select Template

(S—

Frame Settings o

Content Schedule list

Content Schedule list o

H/W Restrictions

H/W Restrictions o

Channel Name Enter a channel name.

Channel Description Enter details of the channel.

Specify the template that will be used to construct the device screen. To specify the

Select Template template, tap o

Configure settings for the content that will play in the schedule. To configure

Content Schedule list detailed settings, tap 0

Configure control commands used to control the power, input source and volume

H/W Restrictions . . .
/ trictio for devices. To configure the device control commands, tap o

3 After configuring detailed schedule settings, tap Apply.
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Editing a content schedule

Edit basic and detailed settings for a content schedule registered on the server.
1 Tap aschedule from the schedule list.

) Edit the schedule using the same method as when creating a schedule. Tap the desired configuration step.

Basic Information

Content_Schedul001
Last Deployed Date 2014-03-01 12:34
Last Modified Date 2014-02-28 1515

Step1.

Basic Properties

Step2.
Schedule Channel

e T o]

3 To save an edited schedule, tap OK.
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Deleting Content Schedules

Select| = | > Delete from a list of schedules. Select a content schedule, and then tap OK. The schedule will be deleted.

n Content_Schedul001

None

B Content_Schedule002

None

n Device_1 Schedule

None

n FrameO1
default

00O 00

[ T o]

Note
- Alternatively, tap and hold a schedule from the list to delete it.

« Select the select all checkbox and tap OK to delete all content files on the list.



Select[=1> View Recycle Bin from the list of schedules. Content file schedules deleted from the list can be viewed.

View Recycle Bin

Schedule Name ‘ Last Deployed

@ Content_Schedule003

None

None

Restore Delete Empty Recycle B..

= To permanently delete all content file schedules in Recycle Bin, select =1- Empty Recycle Bin.
= To permanently delete the selected content file schedule in Recycle Bin, select [=1> Delete.

= To restore the selected content file schedule in Recycle Bin, select [=1> Restore.

Note

Alternatively, tap and hold a content file from the list of files in Recycle Bin to restore or permanently delete it.



Managing Message Schedules

Create message schedules to distribute to devices added to the server. Manage the message schedules by category.
From the MagicInfo Mobile home screen, select Schedule > Message Schedule.

Message Schedule

Message Title ‘ Status

@ event Not in use

None

View Recycle Bin Search Refresh

Select [=1> Fliter from a list of schedules. Filter added message schedules by category.

Note that managing and editing groups are only possible on MagicInfo Server.

Refreshing a list
To refresh a list, selectl el |> Refresh.

Select [=1> Search from a list of schedules. Search message schedules as desired.

"g Note

Custom search is only available on MagicInfo Server.
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Creating Message Schedules

Using Magicinfo Mobile, conveniently create a message schedule from your cell phone. Select [=1> New from the schedule list.

Basic Properties o
Message Settings °

Creating a schedule consists of the Basic Properties and Message Settings steps.

Basic settings

Configure basic schedule settings such as schedule name and group info.
1 To configure basic settings, tap Basic Properties.

Basic Properties
Message Title

[ Tap to add title

Set the group o
iPLAYER (>)
Set the group o
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Message Title Enter a message schedule name.
Message Group Select a message schedule group. Tap °, and then select a desired schedule group.
. Select a type of device that will play the message. Tap o, and then select a device
Device Type
type.
. Select a device group to distribute the schedule to. Tap o, and then selecta
Device Group

desired device group.

) Enter basic schedule info such as the message name, message group, device type and group. Tap OK.

Message settings

Configure message settings such as the content, playback duration, font, effects and background image.

1 To configure the settings for the message to distribute, select Message Settings.

Schedule Message

0 Add Message

Add Message
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) Distribute a variety of messages to devices by adding several messages to a single schedule. To add a message, tap 0

Message Settings

Message
rTap to input message content
Duration 00:00

Playing Start Time

Play Now

Sat 2014/03/01 21:57:00

|
|F

Font Settings

Font type
Arial

Font Size
Large

..

Message Enter the message content.

Playing Time Specify the message playback duration.

Set the message playback start time. To play the message on the device immediately

HEG e SETE U after the schedule is created, select the Play Now checkbox.
Font Options Specify the text font, size and color.
Scroll Settings Specify the message scroll direction and speed.

Specify the location to display the message on the screen.

Note

If the device is in videowall mode, the message is displayed in the middle of the layout.
Accordingly, the message will not appear on the screen if the message location is set to Left
or Right.

Display Location

Background Specify the background image color and theme for the message.

3 After configuring message settings, tap OK.
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Modify Message Schedules

Edit message schedule settings registered on the server.

1 Tap aschedule from the schedule list.

) Edit the schedule using the same method as when creating a schedule. Tap a setting item.

Message Schedule

event

Start Time 2014-02-28 01:00
Finish Time 2014-02-28  23:59
Basic Properties o
Message Settings °

e T o]

3 Tosave an edited schedule, tap OK.
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Deleting Message Schedules

Select| = | > Delete from a list of schedules. Select a content schedule, and then tap OK. The schedule will be deleted.

n event D

None

[ T o]

Note
- Alternatively, tap and hold a schedule from the list to delete it.

« Select the select all checkbox and tap OK to delete all content files on the list.



Select[=1> View Recycle Bin from the list of schedules. Message schedules deleted from the list can be viewed.

RecycleBin

Message Title ‘ Status

@ event Not in use
None
Restore Delete Empty Recycle B..

= To permanently delete all message schedules in Recycle Bin, select[=]> Empty Recycle Bin.
= To permanently delete the selected message schedule in Recycle Bin, select [=1> Delete.

= To restore the selected message schedule in Recycle Bin, select [=1> Restore.

Note

Alternatively, tap and hold a content file from the list of files in Recycle Bin to restore or permanently delete it.



Monitoring

You can view the device status and change settings.

Select Monitoring from the Magiclnfo Mobile home screen.

All Devices

You can view devices registered on the server as thumbnails or a list.
From a list of devices, click[== > Change View and select a view mode.

In list view mode, device thumbnails, names and IP addresses will be shown.

[alevces R
Device_2
10.10.10.158

'i!szu‘ Device_3
e 10.10.11.219

I 2o —

o OO W 0
2 O 5 A A

All Connected  Disconnected Fault

Alarm

Note

In thumbnail view mode, it is possible to view devices by status using the widgets at the bottom of the page. The option to view the device
status only is available in list view mode.

If selecting a widget icon at the bottom, devices that match the condition are highlighted. Devices that do not match the condition are grayed

out.



- Magicinfo Mobile

Filtering Setting

1 select[==]> Filtering Setting from a list of devices. It is possible to sort devices that match the desired criteria on the list.

Filtering Setting
Device Group
Device Group
All

Connection Status
All

Recently Occurred Faults

L1 [

Recently Occurred Alarms

Display

Scheduled Status
All

Panel Status
All

Input Source
All

Device Group Filter devices based on the device groups specified on the server.
Connected Filter devices according to the connection status.

Fault Filter devices with errors or alarms.

Display Device Filter devices according to the schedule status, panel status or input source.

2 To view devices that match the specified filtering criteria, select t)
Tapping D one more time will display a list of all devices.



Select a device from the page showing a list of all devices. This displays basic information about the device such as the device
name, device ID (MAC address), device group, and device IP address.

Basic Information

Device_2
d0-66-7b-68-6d-e2
default
10.10.10.158

Display Information

Schedule Information

System Info.

Set the time information

Remote Job Information

Delete Device(s) Refresh




Viewing detailed device info

Press an item in the basic device information page to view and change the detailed information as required.

Detailed device information can only be viewed for devices connected to the server.

Display Information

Configure the display settings for a device.

Display Information

Power

P
or‘ower o

Panel Status o

On

Volume

2

) G D
Input Source o
Magicinfo

poe
MagicBright
Information o
Custom o

Apply Refresh

J

Power Turn a device on or off.

Panel Status Switch a device panel on or off.

Volume Adjust the volume of a device. To mute the sound, tap ={).
Input Source Specify the device input source.

Configure the display settings for the device.

= MagicBright: Change the display mode (video mode, Internet mode, etc.) according
to the intended use of the device.

Picture = Custom: Customize the screen contrast and brightness.
= Color Tone: Specify the device background color.
= Color Control: Adjust the color values to configure the screen color.

= Color Temperature: Adjust the color temperature on the screen.
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Schedule Information

View information about schedules distributed to a device and details for a content file playing on a device.

Schedule Information
Current Schedule

Schedule Name
FrameO01

Playing Contents

DSC_0253

frame01
IMAGE
14.02. 28 PM 03:14

System Information

View the system usage of a device.

System Info.

CPU Usage 46%
C—
RAM Usage 36%
G —
Network Usage 0%
G

Disk Space Usage
C: 3.85GB, D: 2.53 GB

Free Disk Space
C: 152.89 MB, D: 8.38 GB
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Set the time information

View and edit the time settings of a device.

Set the time information

Date
2014/03/01

Time
8:48 pm

Timerl
Inactivated

Timer2
Inactivated

Timer3
Inactivated

Holiday

Time Set the current time on a device.

Set the time to perform a task on a device.
= OnTime:Turn on a device at a specified time.
Timer = Off Time: Turn off a device at a specified time.
» Volume: Adjust the volume of a device at a specified time.

= Input Source: Change the input source on a device at a specified time.

Holiday Assign holidays to prevent a device from operating on specified dates.




Remote Job Information

View remote task logs on a device.

Remote Job Information

Test
Download o

Using VNC/VKM mode, remotely access a device connected to the server.
1 Tap Monitoring on the home screen and select a device.
) Specify the remote access mode. Tap [=1> vNC or[=]> vKkm.

Basic Information

Device_2
d0-66-7b-68-6d-e2
default
10.10.10.158

Display Information

Schedule Information

System Info.

Set the time information

Remote Job Information

Delete Device(s) Refresh
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3 Aconnection is established automatically using the selected mode.

Note

- If remote access in Magiclnfo is not functioning properly, open the port 54321 and 5902 on the firewall.

« VNCis an acronym for Virtual Network Computing.

Approval

1 Toadd a device that is connected to the server but not saved on the server, tap Approve from the home screen.

Unapproved Device Management

Device Name : Device_]1
IP Address : 10.10.11.222
Device ID : 00-12-fb-03-48-67

303
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) Select a device and configure the device information. Next, tap Approve.

Approval

Device Name | Device_1 |

Device Model Name o
Default

Device Group °

Select a device group.

Device Location

App Cancel

Note

Refer to the following for further details on authorizing devices. » Approval

Notice

To view notices added to the server, tap Notice from the home screen and select a notice.

Notice

Cat. Title Date
@ Notice01 120822 @
___ Notice02 120822 @
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Setting

To change the Magicinfo Mobile system settings, tap Setting from the home screen.

Setting

Version

3000.0

Server Settings o
10.10.10.144:7001

Monitoring Refresh Interval o
1Sec

Homescreen Refresh Period o
1Min

Available space

26,796,830,720 bytes
Version View the server version.
Server URL Edit the server connection settings.
Monitoring Refresh Interval Specify the device monitoring refresh interval.
Homescreen Refresh Period Specify the interval for the home screen widgets to refresh device information.
Available space View the remaining memory available on your smartphone.




Licenses

To send inquiries and requests for questions regarding open sources, contact Samsung via Email (oss.request@samsung.com).
m This product uses some software programs which are distributed under the LGPL.

LGPL software: FFMpeg

GNU LESSER GENERAL PUBLIC LICENSE

Version 2.1, February 1999
Copyright (C) 1991, 1999 Free Software Foundation, Inc.
51 Franklin Street, Fifth Floor, Boston, MA 02110-1301 USA

Everyone is permitted to copy and distribute verbatim copies of this license document, but changing it is not allowed.

[This is the first released version of the Lesser GPL. It also counts as the successor of the GNU Library Public License, version 2, hence the version number 2.1.]

The licenses for most software are designed to take away your freedom to share and change it. By contrast, the GNU General Public Licenses are intended to
guarantee your freedom to share and change free software--to make sure the software is free for all its users.

This license, the Lesser General Public License, applies to some specially designated software packages--typically libraries--of the Free Software Foundation and
other authors who decide to use it. You can use it too, but we suggest you first think carefully about whether this license or the ordinary General Public License is
the better strategy to use in any particular case, based on the explanations below.

When we speak of free software, we are referring to freedom of use, not price. Our General Public Licenses are designed to make sure that you have the freedom
to distribute copies of free software (and charge for this service if you wish); that you receive source code or can get it if you want it; that you can change the
software and use pieces of it in new free programs; and that you are informed that you can do these things.

To protect your rights, we need to make restrictions that forbid distributors to deny you these rights or to ask you to surrender these rights. These restrictions
translate to certain responsibilities for you if you distribute copies of the library or if you modify it.

For example, if you distribute copies of the library, whether gratis or for a fee, you must give the recipients all the rights that we gave you. You must make sure that
they, too, receive or can get the source code.

If you link other code with the library, you must provide complete object files to the recipients, so that they can relink them with the library after making changes
to the library and recompiling it. And you must show them these terms so they know their rights.

We protect your rights with a two-step method: (1) we copyright the library, and (2) we offer you this license, which gives you legal permission to copy, distribute
and/or modify the library.



To protect each distributor, we want to make it very clear that there is no warranty for the free library.

Also, if the library is modified by someone else and passed on, the recipients should know that what they have is not the original version, so that the original
author's reputation will not be affected by problems that might be introduced by others.

Finally, software patents pose a constant threat to the existence of any free program. We wish to make sure that a company cannot effectively restrict the users
of a free program by obtaining a restrictive license from a patent holder. Therefore, we insist that any patent license obtained for a version of the library must be
consistent with the full freedom of use specified in this license.

Most GNU software, including some libraries, is covered by the ordinary GNU General Public License.

This license, the GNU Lesser General Public License, applies to certain designated libraries, and is quite different from the ordinary General Public License. We use
this license for certain libraries in order to permit linking those libraries into non-free programs.

When a program is linked with a library, whether statically or using a shared library, the combination of the two is legally speaking a combined work, a derivative
of the original library. The ordinary General Public License therefore permits such linking only if the entire combination fits its criteria of freedom. The Lesser
General Public License permits more lax criteria for linking other code with the library.

We call this license the “Lesser” General Public License because it does Less to protect the user's freedom than the ordinary General Public License. It also provides
other free software developers Less of an advantage over competing non-free programs. These disadvantages are the reason we use the ordinary General Public
License for many libraries. However, the Lesser license provides advantages in certain special circumstances.

For example, on rare occasions, there may be a special need to encourage the widest possible use of a certain library, so that it becomes a de-facto standard. To
achieve this, non-free programs must be allowed to use the library. A more frequent case is that a free library does the same job as widely used non-free libraries.
In this case, there is little to gain by limiting the free library to free software only, so we use the Lesser General Public License.

In other cases, permission to use a particular library in non-free programs enables a greater number of people to use a large body of free software. For example,
permission to use the GNU C Library in non-free programs enables many more people to use the whole GNU operating system, as well as its variant, the GNU/
Linux operating system.

Although the Lesser General Public License is Less protective of the users’freedom, it does ensure that the user of a program that is linked with the Library has the
freedom and the wherewithal to run that program using a modified version of the Library.

The precise terms and conditions for copying, distribution and modification follow. Pay close attention to the difference between a “work based on the library”
and a“work that uses the library”. The former contains code derived from the library, whereas the latter must be combined with the library in order to run.

0) This License Agreement applies to any software library or other program which contains a notice placed by the copyright holder or other authorized party
saying it may be distributed under the terms of this Lesser General Public License (also called “this License”). Each licensee is addressed as “you”.

A”library” means a collection of software functions and/or data prepared so as to be conveniently linked with application programs (which use some of those
functions and data) to form executables.

The“Library’, below, refers to any such software library or work which has been distributed under these terms. A “work based on the Library” means either the
Library or any derivative work under copyright law: that is to say, a work containing the Library or a portion of it, either verbatim or with modifications and/or
translated straightforwardly into another language. (Hereinafter, translation is included without limitation in the term “modification”)

“Source code” for a work means the preferred form of the work for making modifications to it. For a library, complete source code means all the source code for all
modules it contains, plus any associated interface definition files, plus the scripts used to control compilation and installation of the library.

Activities other than copying, distribution and modification are not covered by this License; they are outside its scope. The act of running a program using the
Library is not restricted, and output from such a program is covered only if its contents constitute a work based on the Library (independent of the use of the
Library in a tool for writing it). Whether that is true depends on what the Library does and what the program that uses the Library does.

1) You may copy and distribute verbatim copies of the Library’s complete source code as you receive it, in any medium, provided that you conspicuously and
appropriately publish on each copy an appropriate copyright notice and disclaimer of warranty; keep intact all the notices that refer to this License and to the
absence of any warranty; and distribute a copy of this License along with the Library.

You may charge a fee for the physical act of transferring a copy, and you may at your option offer warranty protection in exchange for a fee.

2) You may modify your copy or copies of the Library or any portion of it, thus forming a work based on the Library, and copy and distribute such modifications or
work under the terms of Section 1 above, provided that you also meet all of these conditions:

a) The modified work must itself be a software library.
b) You must cause the files modified to carry prominent notices stating that you changed the files and the date of any change.

¢) You must cause the whole of the work to be licensed at no charge to all third parties under the terms of this License.



d) If afacility in the modified Library refers to a function or a table of data to be supplied by an application program that uses the facility, other than as an
argument passed when the facility is invoked, then you must make a good faith effort to ensure that, in the event an application does not supply such
function or table, the facility still operates, and performs whatever part of its purpose remains meaningful. (For example, a function in a library to compute
square roots has a purpose that is entirely well-defined independent of the application. Therefore, Subsection 2d requires that any application-supplied
function or table used by this function must be optional: if the application does not supply it, the square root function must still compute square roots.)
These requirements apply to the modified work as a whole. If identifiable sections of that work are not derived from the Library, and can be reasonably
considered independent and separate works in themselves, then this License, and its terms, do not apply to those sections when you distribute them as
separate works.

But when you distribute the same sections as part of a whole which is a work based on the Library, the distribution of the whole must be on the terms of
this License, whose permissions for other licensees extend to the entire whole, and thus to each and every part regardless of who wrote it. Thus, it is not the
intent of this section to claim rights or contest your rights to work written entirely by you; rather, the intent is to exercise the right to control the distribution
of derivative or collective works based on the Library. In addition, mere aggregation of another work not based on the Library with the Library (or with a
work based on the Library) on a volume of a storage or distribution medium does not bring the other work under the scope of this License.

3) You may opt to apply the terms of the ordinary GNU General Public License instead of this License to a given copy of the Library. To do this, you must alter all
the notices that refer to this License, so that they refer to the ordinary GNU General Public License, version 2, instead of to this License. (If a newer version than
version 2 of the ordinary GNU General Public License has appeared, then you can specify that version instead if you wish.) Do not make any other change in
these notices. Once this change is made in a given copy, it is irreversible for that copy, so the ordinary GNU General Public License applies to all subsequent
copies and derivative works made from that copy.

This option is useful when you wish to copy part of the code of the Library into a program that is not a library.

4) You may copy and distribute the Library (or a portion or derivative of it, under Section 2) in object code or executable form under the terms of Sections 1 and
2 above provided that you accompany it with the complete corresponding machine-readable source code, which must be distributed under the terms of
Sections 1 and 2 above on a medium customarily used for software interchange.

If distribution of object code is made by offering access to copy from a designated place, then offering equivalent access to copy the source code from the
same place satisfies the requirement to distribute the source code, even though third parties are not compelled to copy the source along with the object code.

5) A program that contains no derivative of any portion of the Library, but is designed to work with the Library by being compiled or linked with it, is called a
“work that uses the Library”. Such a work, in isolation, is not a derivative work of the Library, and therefore falls outside the scope of this License.
However, linking a “work that uses the Library” with the Library creates an executable that is a derivative of the Library (because it contains portions of the
Library), rather than a “work that uses the library".
The executable is therefore covered by this License. Section 6 states terms for distribution of such executables.
When a“work that uses the Library” uses material from a header file that is part of the Library, the object code for the work may be a derivative work of the
Library even though the source code is not. Whether this is true is especially significant if the work can be linked without the Library, or if the work is itself a
library. The threshold for this to be true is not precisely defined by law.
If such an object file uses only numerical parameters, data structure layouts and accessors, and small macros and small inline functions (ten lines or less
in length), then the use of the object file is unrestricted, regardless of whether it is legally a derivative work. (Executables containing this object code plus
portions of the Library will still fall under Section 6.)
Otherwise, if the work is a derivative of the Library, you may distribute the object code for the work under the terms of Section 6. Any executables containing
that work also fall under Section 6, whether or not they are linked directly with the Library itself.

6) As an exception to the Sections above, you may also combine or link a “work that uses the Library” with the Library to produce a work containing portions
of the Library, and distribute that work under terms of your choice, provided that the terms permit modification of the work for the customer’s own use and
reverse engineering for debugging such modifications.
You must give prominent notice with each copy of the work that the Library is used in it and that the Library and its use are covered by this License. You must
supply a copy of this License. If the work during execution displays copyright notices, you must include the copyright notice for the Library among them, as
well as a reference directing the user to the copy of this License. Also, you must do one of these things:

a) Accompany the work with the complete corresponding machine-readable source code for the Library including whatever changes were used in the work
(which must be distributed under Sections 1 and 2 above); and, if the work is an executable linked with the Library, with the complete machine-readable
“work that uses the Library’, as object code and/or source code, so that the user can modify the Library and then relink to produce a modified executable
containing the modified Library. (It is understood that the user who changes the contents of definitions files in the Library will not necessarily be able to
recompile the application to use the modified definitions.)

b) Use a suitable shared library mechanism for linking with the Library. A suitable mechanism is one that (1) uses at run time a copy of the library already
present on the user's computer system, rather than copying library functions into the executable, and (2) will operate properly with a modified version of the
library, if the user installs one, as long as the modified version is interface-compatible with the version that the work was made with.

¢) Accompany the work with a written offer, valid for at least three years, to give the same user the materials specified in Subsection 6a, above, for a charge no
more than the cost of performing this distribution.

d) If distribution of the work is made by offering access to copy from a designated place, offer equivalent access to copy the above specified materials from the
same place.

e) Verify that the user has already received a copy of these materials or that you have already sent this user a copy. For an executable, the required form of the
“work that uses the Library” must include any data and utility programs needed for reproducing the executable from it. However, as a special exception, the
materials to be distributed need not include anything that is normally distributed (in either source or binary form) with the major components (compiler,
kernel, and so on) of the operating system on which the executable runs, unless that component itself accompanies the executable.

It may happen that this requirement contradicts the license restrictions of other proprietary libraries that do not normally accompany the operating system.
Such a contradiction means you cannot use both them and the Library together in an executable that you distribute.



7) You may place library facilities that are a work based on the Library side-by-side in a single library together with other library facilities not covered by this
License, and distribute such a combined library, provided that the separate distribution of the work based on the Library and of the other library facilities is
otherwise permitted, and provided that you do these two things:

a) Accompany the combined library with a copy of the same work based on the Library, uncombined with any other library facilities. This must be distributed
under the terms of the Sections above.

b) Give prominent notice with the combined library of the fact that part of it is a work based on the Library, and explaining where to find the accompanying
uncombined form of the same work.

8) You may not copy, modify, sublicense, link with, or distribute the Library except as expressly provided under this License. Any attempt otherwise to copy,
modify, sublicense, link with, or distribute the Library is void, and will automatically terminate your rights under this License. However, parties who have
received copies, or rights, from you under this License will not have their licenses terminated so long as such parties remain in full compliance.

9) You are not required to accept this License, since you have not signed it. However, nothing else grants you permission to modify or distribute the Library or its
derivative works. These actions are prohibited by law if you do not accept this License. Therefore, by modifying or distributing the Library (or any work based
on the Library), you indicate your acceptance of this License to do so, and all its terms and conditions for copying, distributing or modifying the Library or
works based on it.

10) Each time you redistribute the Library (or any work based on the Library), the recipient automatically receives a license from the original licensor to copy,
distribute, link with or modify the Library subject to these terms and conditions. You may not impose any further restrictions on the recipients’ exercise of the
rights granted herein. You are not responsible for enforcing compliance by third parties with this License.

11) If, as a consequence of a court judgment or allegation of patent infringement or for any other reason (not limited to patent issues), conditions are imposed
on you (whether by court order, agreement or otherwise) that contradict the conditions of this License, they do not excuse you from the conditions of this
License. If you cannot distribute so as to satisfy simultaneously your obligations under this License and any other pertinent obligations, then as a consequence
you may not distribute the Library at all. For example, if a patent license would not permit royalty-free redistribution of the Library by all those who receive
copies directly or indirectly through you, then the only way you could satisfy both it and this License would be to refrain entirely from distribution of the
Library. If any portion of this section is held invalid or unenforceable under any particular circumstance, the balance of the section is intended to apply, and
the section as a whole is intended to apply in other circumstances.

It is not the purpose of this section to induce you to infringe any patents or other property right claims or to contest validity of any such claims; this section
has the sole purpose of protecting the integrity of the free software distribution system which is implemented by public license practices. Many people have
made generous contributions to the wide range of software distributed through that system in reliance on consistent application of that system; it is up to
the author/donor to decide if he or she is willing to distribute software through any other system and a licensee cannot impose that choice. This section is
intended to make thoroughly clear what is believed to be a consequence of the rest of this License.

12) If the distribution and/or use of the Library is restricted in certain countries either by patents or by copyrighted interfaces, the original copyright holder who
places the Library under this License may add an explicit geographical distribution limitation excluding those countries, so that distribution is permitted only
in or among countries not thus excluded. In such case, this License incorporates the limitation as if written in the body of this License.

13) The Free Software Foundation may publish revised and/or new versions of the Lesser General Public License from time to time. Such new versions will be
similar in spirit to the present version, but may differ in detail to address new problems or concerns.
Each version is given a distinguishing version number. If the Library specifies a version number of this License which applies to it and “any later version’, you
have the option of following the terms and conditions either of that version or of any later version published by the Free Software Foundation. If the Library
does not specify a license version number, you may choose any version ever published by the Free Software Foundation.

14) If you wish to incorporate parts of the Library into other free programs whose distribution conditions are incompatible with these, write to the author to ask
for permission. For software which is copyrighted by the Free Software Foundation, write to the Free Software Foundation; we sometimes make exceptions for
this. Our decision will be guided by the two goals of preserving the free status of all derivatives of our free software and of promoting the sharing and reuse of
software generally.



15) BECAUSE THE LIBRARY IS LICENSED FREE OF CHARGE, THERE IS NO WARRANTY FOR THE LIBRARY, TO THE EXTENT PERMITTED BY APPLICABLE LAW. EXCEPT
WHEN OTHERWISE STATED IN WRITING THE COPYRIGHT HOLDERS AND/OR OTHER PARTIES PROVIDE THE LIBRARY “AS IS"WITHOUT WARRANTY OF ANY
KIND, EITHER EXPRESSED OR IMPLIED, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR
PURPOSE. THE ENTIRE RISK AS TO THE QUALITY AND PERFORMANCE OF THE LIBRARY IS WITH YOU. SHOULD THE LIBRARY PROVE DEFECTIVE, YOU ASSUME THE
COST OF ALL NECESSARY SERVICING, REPAIR OR CORRECTION.

16) IN NO EVENT UNLESS REQUIRED BY APPLICABLE LAW OR AGREED TO IN WRITING WILL ANY COPYRIGHT HOLDER, OR ANY OTHER PARTY WHO MAY MODIFY
AND/OR REDISTRIBUTE THE LIBRARY AS PERMITTED ABOVE, BE LIABLE TO YOU FOR DAMAGES, INCLUDING ANY GENERAL, SPECIAL, INCIDENTAL OR
CONSEQUENTIAL DAMAGES ARISING OUT OF THE USE OR INABILITY TO USE THE LIBRARY (INCLUDING BUT NOT LIMITED TO LOSS OF DATA OR DATA BEING
RENDERED INACCURATE OR LOSSES SUSTAINED BY YOU OR THIRD PARTIES OR A FAILURE OF THE LIBRARY TO OPERATE WITH ANY OTHER SOFTWARE), EVEN IF
SUCH HOLDER OR OTHER PARTY HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

END OF TERMS AND CONDITIONS

If you develop a new library, and you want it to be of the greatest possible use to the public, we recommend making it free software that everyone can
redistribute and change. You can do so by permitting redistribution under these terms (or, alternatively, under the terms of the ordinary General Public License).

To apply these terms, attach the following notices to the library. It is safest to attach them to the start of each source file to most effectively convey the exclusion
of warranty; and each file should have at least the “copyright” line and a pointer to where the full notice is found.

one line to give the library’s name and an idea of what it does.

Copyright (C) year name of author

This library is free software; you can redistribute it and/or modify it under the terms of the GNU Lesser General Public License as published by the Free Software
Foundation; either version 2.1 of the License, or (at your option) any later version.

This library is distributed in the hope that it will be useful, but WITHOUT ANY WARRANTY; without even the implied warranty of MERCHANTABILITY or FITNESS
FOR A PARTICULAR PURPOSE.

See the GNU Lesser General Public License for more details.

You should have received a copy of the GNU Lesser General Public License along with this library; if not, write to the Free Software Foundation, Inc., 51 Franklin
Street, Fifth Floor, Boston, MA 02110-1301 USA.

Also add information on how to contact you by electronic and paper mail.

You should also get your employer (if you work as a programmer) or your school, if any, to sign a “copyright disclaimer” for the library, if necessary. Here is a
sample; alter the names:

Yoyodyne, Inc., hereby disclaims all copyright interest in the library ‘Frob’ (a library for tweaking knobs) written by James Random Hacker.

Signature of Ty Coon, 1 April 1990 Ty Coon, President of Vice

That's all there is to it!



Apache License, Version 2.0
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Apache License Version 2.0, January 2004

http://www.apache.org/licenses/

TERMS AND CONDITIONS FOR USE, REPRODUCTION, AND DISTRIBUTION

1. Definitions.

"License" shall mean the terms and conditions for use, reproduction, and distribution as defined by Sections 1 through 9 of this document.

"Licensor" shall mean the copyright owner or entity authorized by the copyright owner that is granting the License.

"Legal Entity" shall mean the union of the acting entity and all other entities that control, are controlled by, or are under common control with that entity. For
the purposes of this definition, "control" means (i) the power, direct or indirect, to cause the direction or management of such entity, whether by contract or
otherwise, or (ii) ownership of fifty percent (50%) or more of the outstanding shares, or (iii) beneficial ownership of such entity.

"You" (or "Your") shall mean an individual or Legal Entity exercising permissions granted by this License.

"Source" form shall mean the preferred form for making modifications, including but not limited to software source code, documentation source, and
configuration files.

"Object" form shall mean any form resulting from mechanical transformation or translation of a Source form, including but not limited to compiled object code,
generated documentation, and conversions to other media types.

"Work" shall mean the work of authorship, whether in Source or Object form, made available under the License, as indicated by a copyright notice that is included
in or attached to the work (an example is provided in the Appendix below).

"Derivative Works" shall mean any work, whether in Source or Object form, that is based on (or derived from) the Work and for which the editorial revisions,
annotations, elaborations, or other modifications represent, as a whole, an original work of authorship. For the purposes of this License, Derivative Works shall not
include works that remain separable from, or merely link (or bind by name) to the interfaces of, the Work and Derivative Works thereof.

"Contribution" shall mean any work of authorship, including the original version of the Work and any modifications or additions to that Work or Derivative Works
thereof, that is intentionally submitted to Licensor for inclusion in the Work by the copyright owner or by an individual or Legal Entity authorized to submit

on behalf of the copyright owner. For the purposes of this definition, "submitted" means any form of electronic, verbal, or written communication sent to the
Licensor or its representatives, including but not limited to communication on electronic mailing lists, source code control systems, and issue tracking systems
that are managed by, or on behalf of, the Licensor for the purpose of discussing and improving the Work, but excluding communication that is conspicuously
marked or otherwise designated in writing by the copyright owner as "Not a Contribution."

"Contributor" shall mean Licensor and any individual or Legal Entity on behalf of whom a Contribution has been received by Licensor and subsequently
incorporated within the Work.

2. Grant of Copyright License. Subject to the terms and conditions of this License, each Contributor hereby grants to You a perpetual, worldwide, non-exclusive,
no-charge, royalty-free, irrevocable copyright license to reproduce, prepare Derivative Works of, publicly display, publicly perform, sublicense, and distribute the
Work and such Derivative Works in Source or Object form.

3. Grant of Patent License. Subject to the terms and conditions of this License, each Contributor hereby grants to You a perpetual, worldwide, non-exclusive,
no-charge, royalty-free, irrevocable (except as stated in this section) patent license to make, have made, use, offer to sell, sell, import, and otherwise transfer the
Work, where such license applies only to those patent claims licensable by such Contributor that are necessarily infringed by their Contribution(s) alone or by
combination of their Contribution(s) with the Work to which such Contribution(s) was submitted. If You institute patent litigation against any entity (including
a cross-claim or counterclaim in a lawsuit) alleging that the Work or a Contribution incorporated within the Work constitutes direct or contributory patent
infringement, then any patent licenses granted to You under this License for that Work shall terminate as of the date such litigation is filed.



4. Redistribution. You may reproduce and distribute copies of the Work or Derivative Works thereof in any medium, with or without modifications, and in Source
or Object form, provided that You meet the following conditions:

You must give any other recipients of the Work or Derivative Works a copy of this License; and

You must cause any modified files to carry prominent notices stating that You changed the files; and

You must retain, in the Source form of any Derivative Works that You distribute, all copyright, patent, trademark, and attribution notices from the Source form of
the Work, excluding those notices that do not pertain to any part of the Derivative Works; and

If the Work includes a "NOTICE" text file as part of its distribution, then any Derivative Works that You distribute must include a readable copy of the attribution
notices contained within such NOTICE file, excluding those notices that do not pertain to any part of the Derivative Works, in at least one of the following places:
within a NOTICE text file distributed as part of the Derivative Works; within the Source form or documentation, if provided along with the Derivative Works; or,
within a display generated by the Derivative Works, if and wherever such third-party notices normally appear. The contents of the NOTICE file are for informational
purposes only and do not modify the License. You may add Your own attribution notices within Derivative Works that You distribute, alongside or as an addendum
to the NOTICE text from the Work, provided that such additional attribution notices cannot be construed as modifying the License. You may add Your own
copyright statement to Your modifications and may provide additional or different license terms and conditions for use, reproduction, or distribution of Your
modifications, or for any such Derivative Works as a whole, provided Your use, reproduction, and distribution of the Work otherwise complies with the conditions
stated in this License.

5. Submission of Contributions. Unless You explicitly state otherwise, any Contribution intentionally submitted for inclusion in the Work by You to the Licensor
shall be under the terms and conditions of this License, without any additional terms or conditions. Notwithstanding the above, nothing herein shall supersede or
modify the terms of any separate license agreement you may have executed with Licensor regarding such Contributions.

6. Trademarks. This License does not grant permission to use the trade names, trademarks, service marks, or product names of the Licensor, except as required for
reasonable and customary use in describing the origin of the Work and reproducing the content of the NOTICE file.

7. Disclaimer of Warranty. Unless required by applicable law or agreed to in writing, Licensor provides the Work (and each Contributor provides its Contributions)
on an "AS IS" BASIS, WITHOUT WARRANTIES OR CONDITIONS OF ANY KIND, either express or implied, including, without limitation, any warranties or conditions of
TITLE, NON-INFRINGEMENT, MERCHANTABILITY, or FITNESS FOR A PARTICULAR PURPOSE. You are solely responsible for determining the appropriateness of using
or redistributing the Work and assume any risks associated with Your exercise of permissions under this License.

8. Limitation of Liability. In no event and under no legal theory, whether in tort (including negligence), contract, or otherwise, unless required by applicable law
(such as deliberate and grossly negligent acts) or agreed to in writing, shall any Contributor be liable to You for damages, including any direct, indirect, special,
incidental, or consequential damages of any character arising as a result of this License or out of the use or inability to use the Work (including but not limited to
damages for loss of goodwill, work stoppage, computer failure or malfunction, or any and all other commercial damages or losses), even if such Contributor has
been advised of the possibility of such damages.

9. Accepting Warranty or Additional Liability. While redistributing the Work or Derivative Works thereof, You may choose to offer, and charge a fee for, acceptance
of support, warranty, indemnity, or other liability obligations and/or rights consistent with this License. However, in accepting such obligations, You may act only
on Your own behalf and on Your sole responsibility, not on behalf of any other Contributor, and only if You agree to indemnify, defend, and hold each Contributor
harmless for any liability incurred by, or claims asserted against, such Contributor by reason of your accepting any such warranty or additional liability.



Licenses

END OF TERMS AND CONDITIONS

APPENDIX: How to apply the Apache License to your work

To apply the Apache License to your work, attach the following boilerplate notice, with the fields enclosed by brackets "[1" replaced with your own identifying
information. (Don't include the brackets!) The text should be enclosed in the appropriate comment syntax for the file format. We also recommend that a file or
class name and description of purpose be included on the same "printed page" as the copyright notice for easier identification within third-party archives.

Copyright @ 2009 - 2014 Samsung Electronic Co. Ltd.

Licensed under the Apache License, Version 2.0 (the "License");
you may not use this file except in compliance with the License.

You may obtain a copy of the License at

http://www.apache.org/licenses/LICENSE-2.0

Unless required by applicable law or agreed to in writing, software

distributed under the License is distributed on an "AS IS" BASIS,

WITHOUT WARRANTIES OR CONDITIONS OF ANY KIND, either express or implied.
See the License for the specific language governing permissions and

limitations under the License.



www.samsung.com
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